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SELETUSKIRI

1. ETTEPANEKU TAUST
. Ettepaneku pdhjused ja eesmérgid

Komisjon esitas teatises rakendamise ja lihtsustamise kohta (,,Lihtsam ja kiirem Euroopa‘“)!
oma lahenemisviisi liidu digusraamistiku kohandamiseks iha muutlikumale maailmale, nahes
ette liidu aquis’ uue hooga lihtsustamise, selgitamise ja tdiustamise kui olulise meetme, mis
toetab liidu konkurentsivdimet.

See visioon vastab ulatuslikumale kavale, mille komisjoni president von der Leyen esitas oma
poliitilistes suunistes aastateks 2024-20292. Nagu on réhutatud nii Draghi® kui ka Letta*
aruandes, on Oigusnormide kuhjumine avaldanud monel juhul negatiivset moju
konkurentsivGimele. Inimesed ja ettevOtted vajavad Kkiiret ja nahtavat paranemist, mis
saavutatakse liidu digusnormide kulutdhusama ja innovatsioonisdbralikuma rakendamisega,
séilitades samal ajal kbrged standardid ja kokkulepitud eesmargid.

Euroopa Ulemkogu 20. mértsi 2025. aasta jireldustes kutsuti komisjoni iiles ,,jitkama ELi
Oigustiku labivaatamist ja stressitestimist, et teha kindlaks viisid kehtivate &igusaktide
edasiseks lihtsustamiseks ja konsolideerimiseks*®. Samuti réhutati, et on vaja tegeleda uute
lihtsustamisalgatustega. Oma 26. juuni jéreldustes rdhutas Euroopa Ulemkogu ,,1dimitud
lihtsuse* pohimdtte tahtsust digusaktides, ,.kahjustamata prognoositavust, poliitikacesmérke ja
korgeid standardeid“®. Euroopa Ulemkogu 23. oktoobri 2025. aasta jareldustes kinnitati taas
,pakilist vajadust edendada ambitsioonikat ja horisontaalselt juhitud lihtsustamise ja parema
digusloome tegevuskava koigil tasanditel — ELI, riiklikul ja piirkondlikul tasandil — ning
koigis valdkondades, eesméirgiga tagada Euroopa konkurentsivdime®. Samuti kutsuti
komisjoni iiles ,,esitama kiiresti tdiendavaid ambitsioonikaid lihtsustamispakette, muu hulgas

[...] digikiisimuste [...] valdkonnas®’.

Euroopa Parlament rdhutas oma resolutsioonis ,ELi siseturureeglite rakendamise ja
iihtlustamise kohta siseturu tugevdamiseks®, mille iile héddletati 11. septembril tdiskogu
istungil,® vajadust lihtsustada Gigusnorme, et ettevotjatel oleks lihtsam ndudeid tita,
kahjustamata seejuures ELi peamisi poliitikaeesmarke.

! Komisjoni teatis Euroopa Parlamendile, ndukogule, Euroopa Majandus- ja Sotsiaalkomiteele ning
Regioonide Komiteele ,Lihtsam ja kiirem Euroopa: teatis rakendamise ja lihtsustamise kohta“
(COM(2025) 47 final, 11. veebruar 2025).

2 Von der Leyen, U. (2024), ,,Euroopa valik. Poliitilised suunised jargmisele Euroopa Komisjonile (2024—

2029)“. Kittesaadav aadressil: e6¢d4328-673c-4e7a-8683-f63ffb2cf648 _et.

Draghi, M. (2024), ,,The future of European competitiveness (Euroopa konkurentsivoime tulevik).

Kaéttesaadav aadressil: Draghi aruanne ELi konkurentsivGime kohta.

4 Letta, E. (2024), ,,Much more than a market* (Palju enamat kui turg). Kittesaadav aadressil: Enrico Letta,

,Much more than a market™ (aprill 2024).

Euroopa Ulemkogu jareldused, EUCO 1/25, Briissel, 20. mérts 2025, punkt 13.

Euroopa Ulemkogu jareldused, EUCO 12/25, Briissel, 26. juuni 2025, punkt 30.

Euroopa Ulemkogu jareldused, EUCO 18/25, Briissel, 23. oktoober 2025, punktid 33 ja 35.

Euroopa Parlamendi resolutsioon ,,ELi siseturureeglite rakendamise ja ihtlustamise kohta siseturu

tugevdamiseks®, 11. september 2025 (2025/2009/IN1).
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Lihtsustamiskavaga seoses toimunud komisjoni konsultatsioonide ja kaasamistegevuste
kéigus on erinevaid huve esindavad sidusrihmad kutsunud UGles tegema sihipéraseid
muudatusi teatavatesse digivaldkonna normidesse, et optimeerida nduete taitmisega seotud
kulusid ja tdpsustada digusnormide vastastikust mdju oma sektoris.

2022. aastal oli IKT-sektori lisavaartus Euroopa Liidus 791 miljardit eurot® ning see sektor
taidab nii digiettevotete kasvu kui ka oluliste digilahenduste pakkumise kaudu olulist rolli ELi
konkurentsivéime edendamisel kdigis majandussektorites. Digivaldkonna normid on aidanud
kujundada diglast ettevotluskeskkonda ELis. Nende abil on loodud digiteenuste jaoks toeliselt
uhtne turg. EL on olnud digivaldkonna reguleerimisel esirinnas ning kujunenud pdhidiguste,
tarbijaohutuse ja Euroopa véartuste korgeimal tasemel kaitse etaloniks.

Komisjon on votnud kohustuse viia oma praeguse ametiaja jooksul labi digivaldkonda
késitlevate digusnormide pdhjalik stressitest. Eesmark on vaga selge: tagada, et digusnormid
on jatkuvalt sobivad innovatsiooni ja majanduskasvu toetamiseks, tdidavad oma eesmarke ja
on konkurentsivéime téukejouks. Komisjon pluab selle protsessi véltel pakkuda veenvaid
lahendusi, et lihtsustada ja tdpsustada digusnorme ning parandada nende tShusust ja taitmise
tagamist koigi kattesaadavate vahendite abil, olgu selleks siis digusnormide kohandused,
asutustevahelise koostod tbhustamine, 16imituse abil Gigusnormidele vastavust lihtsustavate
digilahenduste edendamine vdi muud toetavad meetmed.

Digivaldkonna koondpaketi ettepanek on esimene samm digivaldkonda Kkasitlevate
digusnormide kohaldamise optimeerimiseks. Ettepanek hdlmab paljudesse digivaldkonda
késitlevatesse digusaktidesse tehtavaid tehnilisi muudatusi, mis on valitud eesmargiga
pakkuda ettevotetele, avalikele haldusasutustele ja kodanikele kiiret leevendust ning
stimuleerida konkurentsivbimet. Lahieesmark on tagada, et Gigusnormide jargimine oleks
odavam, vOimaldaks saavutada samad eesmérgid ja annaks vastutustundlikele ettevotetele
konkurentsieelise. Muudatused seati tahtsuse jarjekorda, tuginedes sidusrihmadega peetud
konsultatsioonidele ja esimestele rakendamist kasitlevatele dialoogidele, mille viisid labi
juhtiv asepresident Henna Virkkunen ja volinik Michael McGrath.

Seetottu keskenduvad muudatused andmete kasutamise vdimaluste &rakasutamisele, kuna
andmed on ELi majanduse oluline ressurss, eelkdige pidades silmas usaldusvaarsete
tehisintellektilahenduste arendamise ja ELi turul kasutamise toetamist. Andmekaitset ja eraelu
puutumatust kasitlevate digusnormide sihipdarased muudatused toetavad seda eesmérki ning
pakuvad ettevotetele ja Uksikisikutele viivitamatuid lihtsustamismeetmeid, mis tugevdaksid
nende vdimet oma digusi teostada.

Lisaks sellele on digivaldkonna koondpaketti kuuluva eraldi digusakti ettepanekus esitatud
madruse  (EL) 2024/1689  (tehisintellektimaarus!®) muudatuste eesmérk hdlbustada
tehisintellekti ohutut ja usaldusvéarset arendamist ja kasutamist reguleerivate digusnormide
sujuvat ja tulemuslikku kohaldamist.

® Eurostat (2025), Statistics explained: ICT sector — value added, employment and R&D. Kattesaadav
aadressil: ICT sector — value added, employment and R&D — Statistics Explained — Eurostat.
10 Vastavalt eraldi digusakti ettepanekule.
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Samuti on digivaldkonna koondpaketis kavandatud vaga selge lahendus kuberintsidentidest
teatamise lihtsustamiseks, koondades kdik asjaomased aruandluskohustused (he
teavitamismehhanismi alla.

Ettepanekuga tunnistatakse kehtetuks platvormide reguleerimise valdkonna aegunud
digusnormid, mis on asendatud uuemate digusnormidega.

Muudatuste eesmérk on digusnorme lihtsustada, vahendades digusaktide arvu ja Uhtlustades
sétteid. Satete ja menetluste lihtsustamisega vahendatakse halduskulusid. Lisaks véikestele ja
mikroettevotjatele, kelle suhtes juba kehtib erireziim, vabastatakse teatavatest
andmevaldkonna d&igusaktidega ja madrusega (EL) 2024/1689 (tehisintellekti kasitlev
maarust!) ette nahtud kohustustest vaikesed keskmise turukapitalisatsiooniga ettevdtjad.
Samuti soodustavad muudatused dunaamilise &rikeskkonna tekkimist, luues suurema
oiguskindluse ja rohkem vdimalusi, eelkdige seoses andmete jagamise ja taaskasutamise,
isikuandmete to6tlemise ja tehisintellektististeemide ja -mudelite treenimisega.

Samal ajal on kavandatavad muudatused oma olemuselt tehnilised ja taotlevad
digusraamistiku kohandamist, mitte selle aluseks olevate eesmarkide muutmist. Meetmed on
koostatud nii, et pdhidiguste kaitse standard jaaks samaks.

Koos digivaldkonna koondpaketiga esitab komisjon ka Euroopa ettevotluskukru maaruse
ettepaneku, mis on digusnormidele vastavuse lihtsustamise ja ettevdtete halduskoormuse
vahendamise Uks pohialgatusi. Ettevotluskukkur kavandatakse ettevotete jaoks turvalise
digivahendina, mis toimib Uhtse platvormina, et lihtsustada ettevétjate tegevust kogu ELis.
Kordumatu ja pusiva identifikaatori kasutamine vOimaldab ettevotetel (he lahenduse abil
digitaalselt identiteeti kontrollida, dokumente allkirjastada ning kontrollitud digiteavet
ajatempliga varustada ja sujuvalt piiritleselt vahetada. Euroopa ettevotluskukru
kasutuselevdtuga on &rithingutel, eriti VKEdel, vdimalik hdlpsasti digusnorme jargida, mis
vabastab olulised ressursid, mida saab suunata kasvu ja innovatsiooni edendamiseks.

Teise sammuna digivaldkonda kisitlevate digusnormide ,,stressitesti* 1dbiviimise kohustuse
taitmisel viib komisjon labi ka digitaalse toimivuse kontrolli. Kuigi digivaldkonna
koondpaketi ettepanekud on kiireloomulised ja sihiparased, keskendub digitaalse toimivuse
kontrolli raames tehtav komisjoni analliis digivaldkonna normide kumulatiivsele mdjule, et
kontrollida, kuidas need toetavad ELi konkurentsivbimet ja millistes valdkondades on vaja
ké&esoleva ametiaja teises pooles kavandada tdiendavaid kohandusi.

Digitaalse toimivuse kontroll kaivitatakse samal ajal koondpaketi ettepanekuga ja sellega
kaasneb laiaulatuslik avalik konsulteerimine. Komisjon soovib kaasata kdik sidusriihmad ja
korraldada laiaulatuslikud konsultatsioonid. Eesméark on koostada Ulevaade ja ulatuslikult
kaardistada, kuidas on ELi strateegilised toostussektorid digivaldkonda Kkasitlevate
digusnormidega kaetud, ning uurida, milline on digusnormide kumulatiivne mdju nende
sektorite konkurentsivdimele. Selle alusel analulsitakse teises etapis pdhjalikumalt
koostoimet ja valdkondi, mida vdiks veelgi Uhtlustada, alates mdistetest ja Oiguslikest

11 Vastavalt eraldi digusakti ettepanekule.
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kontseptsioonidest kuni juhtimissiisteemide ja muude toetusmeetmete tbhususe ja vastastikuse
maojuni.

Digidigustiku ,,stressitest” jatkub ka rakendamist kisitlevate dialoogide kaudu ning koigi
peamiste Oigusaktide hindamisega. Praeguse kava kohaselt kavatseb komisjon lisaks
muudele algatustele avaldada 2026. aastal digiturgude mé&é&ruse, digikiimnendi
poliitikaprogrammi, Kiibimaaruse ja audiovisuaalmeedia teenuste direktiivi labivaatamise ja
autoridiguse direktiivi hindamise. 2027. aastal on kavas hinnata muu hulgas kibersolidaarsuse
maéaarust, avatud interneti maéarust, kiberturvalisuse 2. direktiivi ja digiteenuste méaérust.
2028. aastal peaks komisjon hindama nditeks Euroopa meediavabaduse madrust ja
andmemaéarust, millele jargneb 2029. aastal tehisintellektimd&ruse hindamine ning
kiberturvalisuse valdkonna todstuse, tehnoloogia ja teadusuuringute Euroopa padevuskeskuse
ning riiklike koordineerimiskeskuste vdrgustiku loomise maaruse aegumisklausli hindamine.

Sidusriihmad on korduvalt réhutanud, et sageli ei ole lihtsustamise eesmark mitte niivord
oigusnormide muutmine, kui pigem nende kohaldamise selgitamine. Komisjon seab
esikohale rea suuniseid, mille eesmark on toetada digusnormide Uhtset kohaldamist, ilma et
see piiraks Euroopa Kohtu tdlgendusi.

Komisjon teatas oma andmevaldkonna digusraamistiku alastest prioriteetidest andmeliidu
strateegias ning keskendub eelk®ige maistlikku hivitist késitlevatele suunistele, et tdpsustada,
millist tasu vGib andmete jagamise eest kisida, et tagada diguskindlus nii andmevaldajatele
kui ka andmesaajatele, ning suunistele mdistete selgitamise kohta.

Tehisintellektimdaruse kohaldamise toetamiseks peab komisjon jatkuvalt prioriteetseks
suuniste avaldamist mitme aspekti kohta, mida on tdpsemalt kirjeldatud tehisintellektimééarust
muutva digivaldkonna koondpaketi ettepaneku seletuskirjas.

Digivaldkonna koondpaketi digusaktide ettepanekud

Andmealast digustikku on viimastel aastatel laiendatud, nii et see hdlmab mitut digusakti —
sellega on loodud keeruline 0Oiguslik olukord, sealhulgas mdned Kkattuvused, osaliselt
Uhtlustamata mdisted ja Oigusaktide vastastikuse mdju probleemid. EelkBige vdeti vastu
madrus (EL) 2018/1807 (isikustamata andmete vaba liikumise méaé&rus), mille eesmark oli luua
pilvteenuste Uhtne turg. See on osaliselt asendatud maaruse (EL) 2023/2854 (andmemaéarus)
V1 peatiikiga, milles on sétestatud andmettotlusteenuste vahetamisega seotud kohustused.

Veel Uks ndide on maaruse (EL) 2022/868 (andmehalduse maarus) Il peatikk, mis tdiendab
direktiivis (EL) 2019/1024 (avaandmete direktiiv) satestatud avaliku sektori teabe
taaskasutamise digusnorme andmete puhul, mida ei saa piiranguteta taaskasutada. Lisaks
kehtestati mééruse (EL) 2022/868 (andmehalduse madrus) teistes peatiikkides digusnormid,
mis késitlevad andmevahendusteenuseid, andmealtruismi ja valisriikide valitsuste taotlusi
juurdepdasuks isikustamata andmetele, ning loodi Euroopa Andmeinnovatsiooninbukogu.
Méérusega (EL) 2023/2854 (andmemaéarus) kehtestati aga Uhendatud seadmete tootjate ja
seotud teenuste osutajate oluline kohustus jagada andmeid kasutajatega ja ettevotete kohustus
jagada andmeid  valitsusasutustega, = samuti  kehtestati ~ digusnormid  diglaste
andmejagamislepingute kohta.

Selle probleemi lahendamiseks soovitatakse koondpaketi ettepanekus tunnistada kehtetuks
aegunud digusnormid, eelkdige mé&aruse (EL) 2018/1807 (isikustamata andmete vaba
lilkumise maarus) kehtivad satted, valja arvatud andmete asukoha nduete keeld liidus, ning
konsolideerida ja Uhtlustada maaruse (EL) 2022/868 (andmehalduse maérus) Gigusnorme,

ET



ET

néiteks andmealtruismi ja andmevahendusteenuseid késitlevaid digusnorme, et suurendada
nende andmejagamismehhanismide atraktiivsust. Samal ajal (hendatakse andmehalduse
méaaruse Oigusnormid, mis kasitlevad kaitstud andmete taaskasutamist, direktiivi
(EL) 2019/1024 (avaandmete direktiiv) Gigusnormidega, et luua avaliku sektori asutuste
valduses olevate andmete taaskasutamiseks Uhtne raamistik, mis kajastub méaéaruses
(EL) 2023/2854 (andmemaéérus). See lahendus toob palju kasu nii avaliku sektori andmeid
valdavatele avalikele haldusasutustele kui ka andmete taaskasutajatele, kuna see vdimaldab
protsesse tbhustada ning véhendada erinevate riiklike 6igusaktide tblgendamise ja
rakendamisega seotud halduskoormust.

Ettepanekuga antakse avaliku sektori asutustele véimalus kehtestada erinevad tingimused ja
nduda andmete taaskasutamise eest suuremat tasu vaga suurtelt ettevotjatelt, eelkdige méaaruse
(EL) 2022/1925 (digiturgude mé&é&rus) artiklis 3 méératletud péésuvalitsejaks madratud
ettevotjatelt, kellel on siseturul oluline v6im ja mdju. Valtimaks olukorda, kus kénealused
Uksused kasutavad oma markimisvaarset turuvoimu viisil, mis kahjustab ausat konkurentsi ja
innovatsiooni, peab avaliku sektori asutustel olema vdimalik kehtestada eritingimused
andmete ja dokumentide taaskasutamiseks selliste tiksuste poolt.

Ettepanekuga lisatakse méaruse (EL) 2024/1689 (andmete vaba liikumise maarus), maaruse
(EL) 2022/868 (andmehalduse madrus) ja direktiivi (EL) 2019/1024 (avaandmete direktiiv)
konsolideeritud ja Uhtlustatud Gigusnormid maérusesse (EL) 2023/2854 (andmemaérus),
millega luuakse Euroopa andmemajanduse jaoks uhtne konsolideeritud digusakt. Mé&éarus
(EL) 2024/1689 (andmete vaba liikumise maarus), direktiiv (EL) 2019/1024 (avaandmete
direktiiv) ja maarus (EL) 2022/868 (andmehalduse mé&arus) tunnistatakse kehtetuks. Kdigis
neljas Gigusaktis sisalduvad digusnormid viiakse paremini koosk®dlla ja neid lihtsustatakse, et
suurendada selgust ja jarjepidevust, mis omakorda muudab need toimivamaks ja toetab
ettevotteid innovatsiooni edendamisel. See algatus on kooskdlas andmeliidu strateegiaga,
mille pdhieesmérk on lihtsustada Gigusraamistikku.

Selleks et vaiksemaid ettevotteid veelgi enam aidata, laiendatakse véikeste ja keskmise
suurusega ettevotjate (VKEde) jaoks ELi andmevaldkonna 6igusaktide jargimist hdlbustavaid
digusnorme ka véikestele keskmise turukapitalisatsiooniga ettevGtjatele. Maarus
(EL) 2023/2854 (andmemaéarus), mida kohaldatakse alates 12. septembrist 2025, on oluline
samm diglase ja konkurentsivdimelise andmemajanduse suunas ELis. Kaesolevas ettepanekus
esitatud muudatuste eesmérk ei ole muuta madrusega (EL) 2023/2854 (andmemaarus)
saavutatut.

Selleks aga, et saavutada téielikult kdnealuse méaéruse eesmark viia innovatsioon ja andmete
kéttesaadavus tasakaalu andmevaldajate Giguste ja huvide kaitsega, tuleb siiski tdpsustada
nelja olulist aspekti. Tapsemalt on &armiselt tahtis tagada, et mdaarus (EL) 2023/2854
(andmemaarus) mitte ainult ei vahendaks koormust, vaid ka suurendaks oOigusselgust ja
edendaks konkurentsivdimet. Esiteks on tungiv vajadus tugevdada kaitsemeetmeid, millega
hoitakse dra oht, et esemevorgu andmete jagamist ké&sitlevate kohustuslike sétetega seoses
lekitatakse drisaladusi kolmandatesse riikidesse. Teiseks vdib ettevdtetelt riigile andmete
jagamise raamistiku ulatuslik kohaldamisala p&hjustada Oiguslikku ebaselgust. Kolmandaks
vOib sétetest, mis kasitlevad andmete jagamise kokkulepete taitmiseks mdeldud nutilepingute
suhtes kohaldatavaid olulisi ndudeid, tuleneda diguskindlusetus. Samuti jadvad maaruse
(EL) 2023/2854 (andmeméérus) satted andmetdotlusteenuste vahetamise kohta oluliseks,
andes keskse panuse avatuma ja konkurentsivoimelisema pilvteenuste turu loomisel.
Sellegipoolest ei vdetud neis satetes piisavalt arvesse selliste teenuste eripdra, mida
kohandatakse kasutatavuse huvides oluliselt kliendi vajadustele vdi mida osutavad VKEd ja
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vaikesed keskmise turukapitalisatsiooniga ettevotjad. Kdesolevas ettepanekus sisalduvate
muudatustega sdilitatakse eesmark kaotada sOltuvus miudjast, eelkdige vahetustasud ja
andmete véljaviimise tasud, vahendades samal ajal eespool nimetatud teenuste osutajate
halduskoormust. Seega esitatakse ettepanekus muudatused, mis suurendavad digusselgust ja
on tihedalt kooskdlas maaruse (EL) 2023/2854 (andmemaéarus) uldiste eesmarkidega.

Selleks et vdiksemaid ettevotteid veelgi enam aidata, laiendatakse véikeste ja keskmise
suurusega ettevotjate (VKEde) jaoks ELi andmevaldkonna digustiku jargimist hélbustavaid
oigusnorme ka véikestele keskmise turukapitalisatsiooniga ettevotjatele.

Isikuandmetega seoses kohaldatakse alates 25. maist 2018 maarust (EL) 2016/679 flusiliste
isikute kaitse kohta isikuandmete tootlemisel ja selliste andmete vaba liikumise kohta
(isikuandmete kaitse tldmaarus), millega kehtestati kogu liidus Uhtsed standardid, normid ja
kaitsemeetmed Uksikisikute isikuandmete t66tlemiseks, andmesubjektide digused ning dldine
digusraamistik isikuandmete tootlejate jaoks. Kuigi sidusrihmad on Uldiselt leidnud, et
méaarus (EL) 2016/679 (isikuandmete kaitse tldmadrus) on tasakaalustatud ja mdistlik ning
jatkuvalt otstarbekas, on mdned (ksused, eelkdige vaiksemad arithingud ja hendused, kus
teostatakse vahesel arvul vahemahukaid ja sageli véikese riskiga andmetd6tlustoiminguid,
valjendanud muret seoses mone isikuandmete kaitse Uldmaéruses satestatud kohustuse
kohaldamisega. Mdned neist murekohtadest on voimalik lahendada jarjepidevama ja Uhtsema
tdlgendamise ja taitmise tagamisega liikmesriikides, teised aga nduavad Gigusakti sihiparast
muutmist. Sellega seoses on ké&esolevas ettepanekus sisalduvate muudatuste eesméark neid
murekohti kasitleda, eelkdige selgitades teatavaid pohimdisteid (nt isikuandmete mdistet),
holbustades digusnormidele vastavust, nditeks toetades vastutavaid tootlejaid selliste
kriteeriumide ja vahendite osas, mille p6hjal teha kindlaks, et pseudonutmimisest tulenevad
andmed ei kujuta endast isikuandmeid seoses teabele esitatavate nduete ja isikuandmetega
seotud rikkumisest jarelevalveasutustele teatamisega, samuti selgitades teatavaid aspekte
seoses andmete tootlemisega tehisintellekti treenimiseks ja arendamiseks. Kavandatavate
muudatustega vahendatakse ka teadusuuringute tingimuste ebaselgust, maéaratledes
teadusuuringute mdiste, tapsustades taiendavalt, et teaduslikel eesmarkidel toimuv edasine
tootlemine on kooskdlas todtlemise esialgse eesmaérgiga, ning selgitades, et teadusuuringud
kujutavad endast Oigustatud huvi. Samuti tehakse ettepanek laiendada t6Gtlemisest
teavitamise kohustuse erandeid. Asjakohasel juhul kajastab kéesolev ettepanek isikuandmete
kaitse Uldmadruse muudatusi, mis on sétestatud maaruses (EL) 2018/1725 fuusiliste isikute
kaitse kohta isikuandmete tootlemisel liidu institutsioonides, organites ja asutustes.

Lisaks on juba ammu vaja regulatiivset lahendust ndusolekuvésimusele ja kipsiste
teavitusribade ohtrusele. Direktiiviga 2002/58/EU eraelu puutumatuse ja elektroonilise side
kohta (e-privaatsuse direktiiv), mis vaadati viimati I&bi 2009. aastal, on kehtestatud raamistik
side konfidentsiaalsuse kaitseks ja t&psustatud mé&arust (EL) 2016/679 (isikuandmete Kkaitse
uldmaéarus), kui isikuandmeid t6ddeldakse elektroonilise side kontekstis. Samuti kaitseb see
kasutajate I6ppseadmeid, mida vdidakse kasutada nende eraelu puutumatuse rikkumiseks ja
nendega seotud teabe kogumiseks. Ldppseadmete, nagu telefonide ja personaalarvutite
kasutamise oluline osa on sisu tarbimine ja veebiteenuste kasutamine. Paljud neist
veebiteenustest s6ltuvad reklaamitulust, sealhulgas isikustatud reklaamist saadavast tulust.
Sama kehtib ka meediateenuste kohta. Veebiteenuste osutajad kasutavad nn kupsiseid voi
sarnaseid tehnoloogialahendusi, mis kasutavad dra l|Bppseadmete tOGtlemis- ja
salvestamisfunktsioone, padsedes nii juurde nditeks IOppseadmes salvestatud voi neist
edastatavale teabele. Seda kasutatakse mitmesugustel eesmarkidel, néiteks konkreetse
I6ppseadme jaoks teenuse osutamise optimeerimiseks, I6ppseadme ja teenuse turvalisuse
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tagamiseks, aga ka tksikisiku kéitumise ja erinevate veebiteenustega suhtlemise jalgimiseks,
et pakkuda isikustatud reklaami.

Kui sellise tehnoloogia kasutamine ei ole vajalik tehniliseks salvestamiseks voi
juurdepdadsuks, mille ainus eesmérk on elektroonilise sidevorgu kaudu teabe edastamine voi
selle hélbustamine, vBi kui see on rangelt vajalik abonendi v&i kasutaja poolt sénaselgelt
taotletud infoiihiskonna teenuse osutamiseks, on direktiivi 2002/58/EU (e-privaatsuse
direktiiv) kohaselt vajalik ndusolek. Sellist nGusolekut kisitakse tavaliselt veebisaidil voi
mobiilrakenduses kuvatavate htpikribade kaudu. Sellised teavitusribad sisaldavad teavet
tootlemise eesmérkide kohta, mis on sageli seotud kipsiste liikide ja andmesaajatega, ning
need ei ole inimestele alati kergesti mdistetavad. Seetdttu ei pruugi nad saavutada oma
eesmérki — teavitada isikut ja anda talle kontroll oma eraelu puutumatuse Kkaitse ja
isikuandmete to6tlemise ule —, vaid internetikasutajad peavad neid pigem tiutuks. Samal ajal
pdhjustab ndbuetele vastavate teavitusribade kujundamine veebiteenuste pakkujatele
mérkimisvéarseid kulusid.

Olukorra muudab veelgi keerukamaks see, et kasutaja I6ppseadmest teabe saamiseks kipsiste
paigaldamise vOi sarnase tehnoloogia suhtes kohaldatakse direktiivi 2002/58/EU (e-
privaatsuse direktiiv) artikli 5 18iget 3, samas kui isikuandmete edasist todtlemist reguleerib
maéarus (EL) 2016/679 (isikuandmete kaitse tldmaarus). Kuigi ndusolek on vajalik, et tagada
andmesubjektide poolne kontroll, ei ole see alati kdige sobivam &iguslik alus edasiseks
tootlemiseks, nditeks kui tootlemine on vajalik muude kui infolhiskonna teenuste
osutamiseks. See on pohjustanud vastutavatele tootlejatele, kes tdotlevad 16ppseadmetest
saadud isikuandmeid, 6iguskindlusetust ja suuremaid nduete taitmisega seotud kulusid. Lisaks
sellele tekitas e-privaatsuse méaaruse ja isikuandmete kaitse Uldmaaruse kohane topeltkord
olukorra, kus jarelevalvet nende kahe Gigusraamistiku normide (le olid padevad teostama
erinevad riiklikud asutused.

SeetOttu tehakse ettepanek kohaldatavate Gigusnormide koostoimet viivitamatult lihtsustada.
Ldppseadmetes olevate ja 16ppseadmetest saadud isikuandmete to6tlemist tuleks reguleerida
ainult méérusega (EL) 2016/679 (isikuandmete kaitse tildmé&arus), mis hdlmab ka selget nduet
saada isikuandmete kogumisel ndusolek juurdepédédsuks filsilise isiku I8ppseadmetele.
Kavandatavate muudatustega nahakse ette ka teatavad eesmargid, mille puhul ei oleks
ndusolekut vaja ja mille puhul tuleks edasist todtlemist pidada seaduslikuks, eelkdige juhul,
kui need eesmérgid kujutavad endast vaikest ohtu andmesubjektide digustele ja vabadustele
vOi kui sellise tehnoloogia paigaldamine on vajalik andmesubjekti tellitud teenuse
osutamiseks.

Samuti loob ettepanek vOimaluse konkreetsete valikute automatiseeritud ja masinloetavas
vormingus  markimiseks ning selliste margete  arvessevdtmiseks  veebisaitide,
mobiilirakenduste ja mobiiltelefonirakenduste pakkujate poolt pérast seda, kui standardid on
kattesaadavaks tehtud. See p&hineb direktiivi 2002/58/EU (e-privaatsuse direktiiv) 2009. aasta
muudatustel (vt direktiivi 2009/136/EU p&hjendus 66), milles juba soovitati v@imaldada
kasutajal anda ndusolek brauseri v8i muu rakenduse asjakohaste seadete abil, kui see on
tehniliselt voimalik ja toimiv, ning maaruse (EL) 2016/679 (isikuandmete kaitse tldmé&érus)
artikli 21 10ikel 5, samuti komisjoni 2017. aasta maaruse ettepanekul, milles késitletakse
eraelu puutumatust ja elektroonilist sidet (COM(2017) 10), milles tehti ettepanek kasutaja
valikute haldamiseks veebibrauseri seadetega. See annab komisjonile volitused paluda
standardimisasutustel vélja tootada standardid, et kodeerida andmesubjekti valikud
automaatselt ja masinloetavalt ning edastada need valikud brauseritest veebisaitidele ja
mobiilrakendustest veebiteenustele. Kui need on kattesaadavad (ja pdrast kuuekuulist
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uleminekuperioodi), on vastutavad too6tlejad, kes kasutavad oma teenuse osutamiseks
veebisaiti ja mobiilrakendusi, kohustatud neid kodeeritud automatiseeritud ja masinloetavaid
méarkeid arvesse vOtma. Kui vastutavad tootlejad tagavad oma veebisaitide VvOi
mobiilrakenduste vastavuse sellistele standarditele, peaksid nad saama kasu digusnormidele
vastavuse eeldusest. Selle alusel eeldatakse, et tootatakse vélja ka brauserite asjakohased
seaded. Satted on sBnastatud tehnoloogiliselt neutraalselt, nii et kasutajaid voiksid ndusoleku
andmisel toetada ka muud vahendid (nt agentne tehisintellekt), kui need on isikuandmete
kaitse Uldma&ruse nduete tditmise tagamiseks sobivad. Vottes arvesse veebipOhiste tulude
tahtsust s6ltumatu ajakirjanduse kui demokraatliku Ghiskonna hadavajaliku alustala jaoks, ei
peaks madruses (EL)2024/1083 (Euroopa meediavabaduse madrus) madratletud
meediateenuste osutajad olema kohustatud selliseid signaale arvesse vdtma, mis vGimaldab
neil kasutajatega vahetult suhelda, kui nad neid teavitavad ja vdimaldavad neil anda oma
ndusoleku.

Ké&esolevas maaruses esitatud muudatustega nahakse ette tihtne kontaktpunkt, mille kaudu
saavad Uksused samaaegselt tdita mitme Oigusakti kohaseid intsidentidest teatamise
kohustusi. Uhtne kontaktpunkt, mis toetab pdhimdtet ,teata iiks kord, jaga paljudele®,
vahendab (ksuste halduskoormust, tagades samal ajal asjakohases digusaktis méaéaratletud
andmesaajatele toimiva ja turvalise teabevoo turvaintsidentide kohta.

Ettepanekus sétestatakse ENISA kohustus luua Uhtne kontaktpunkt, vottes arvesse uhtset
aruandlusplatvormi aktiivselt drakasutatavatest norkustest ja tosistest intsidentidest
teatamiseks vastavalt maarusele (EL) 2024/2847 (kuberkerksuse maarus). Té6vahendi kohta
kehtestatakse konkreetsed nduded, sest tegemist peab olema tksuste esitatava ja padevatele
asutustele saadetava teabe edastamise turvalise kanaliga. See ei muuda intsidentidest
teatamise aluseks olevaid Giguslikke ndudeid, kuid optimeerib oluliselt tddvoogu ja tiksustelt
ndutavaid ressursse.

Ettepanekus satestatakse ka uhtse kontaktpunkti kasutamine direktiivi (EL) 2022/2555
(klberturvalisuse 2. direktiiv), maaruse (EL) 2016/679 (isikuandmete kaitse Uldmaarus),
méaaruse (EL) 2022/2554 (digitaalse tegevuskerksuse maarus), méaéruse (EL) 910/2014
(eIDASe maéarus) ja direktiivi (EL) 2022/2557 (elutédhtsa teenuse osutajate toimepidevuse
direktiiv) kohaste intsidentidest teatamise tihedalt seotud kohustuste tditmiseks. Muud
sektoripbhised aruandluskohustused, néiteks need, mis on satestatud piiritleste
elektrivoogude kuiberturvalisuse aspekte késitleva vorgueeskirja raames ja asjaomastes
lennundussektorit kasitlevates digusaktides, viiakse samuti Uhtse kontaktpunkti alla, muutes
vastavaid delegeeritud digusakte ja rakendusakte, millega on kehtestatud nende raamistike
kohased aruandluskohustused.

Ettepaneku eesmark on ka (ihtlustada esitatava teabe sisu, kehtestades volitused seoses mitme
Oigusaktiga, kui need puuduvad. Ettepanekus selgitatakse, et direktiivi (EL) 2022/2555,
direktiivi (EL) 2022/2557 ja mé&aruse (EL) 2016/679 Uhiste aruandlusvormide valjatdotamisel
tuleks komisjonil votta nduetekohaselt arvesse madruse (EL) 2022/2554 (digitaalse
tegevuskerksuse maarus) raames saadud kogemusi ja valja to6tatud hiseid vorme, et tagada
jarjepidevus, edendada koostoimet ja véhendada Uksuste halduskoormust, minimeerides
uksuste poolt taidetavate andmevéljade arvu.

Lisaks nendele olulistele muudatustele kasutatakse ettepanekuga vdimalust tunnistada
kehtetuks Euroopa Parlamendi ja ndukogu 20. juuni 2019. aasta méarus (EL) 2019/1150, mis
késitleb digluse ja labipaistvuse edendamist veebipdhiste vahendusteenuste &rikasutajate jaoks
(edaspidi ,,platvormi ja ettevOtjate vaheliste suhete madrus® voi ,,P2B-médirus®). Konealust
méaérust kohaldatakse alates 12. juulist 2020 ja see oli esimene samm platvormimajanduse
jaoks tervikliku Gigusraamistiku loomise suunas. Alates selle maaruse joustumisest on
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veebipdhiseid vahendusteenuseid ja veebiplatvorme hakatud reguleerima ka muude ELi
Oigusaktidega. Need on nditeks maarus (EL) 2022/1925 (digiturgude maé&arus) ja maarus
(EL) 2022/2065 (digiteenuste maéarus), mis suures osas asendavad P2B-madruse sétted. P2B-
méaaruse valitud satted jadvad kehtima, et tagada Oiguskindlus nendele s&tetele viitavate
digusaktide, nditeks platvormitd6 tingimuste parandamist kasitleva direktiivi (EL) 2023/2831
puhul. Uldiselt vahendab veebiplatvormide Gigusraamistiku lihtsustamine mitmekihilistest ja
kattuvatest digusnormidest tulenevaid nduete taitmisega seotud kulusid, nagu sidusrithmad on
soovinud. Veebivahendusteenuste osutajad saavad kasu selgematest digusnormidest. Taitmise
tagamine muutub sihipérasemaks.

. Kooskdla poliitikavaldkonnas praegu kehtivate digusnormidega

Ettepanekuga kaasneb teine ettepanek, millega muudetakse mé&&rust (EL) 2024/1689
(tehisintellektiméddrus), ja koos moodustavad need ,,digivaldkonna koondpaketi, mis kujutab
endast esimest ja vahetut sammu digivaldkonda késitlevate 6igusnormide lihtsustamisel.
Lisaks digivaldkonna koondpaketile h&lmab maadruse (EL)2019/881 (klberturvalisuse
maéarus) labivaatamise ettepanek muu hulgas Euroopa Liidu Kuberturvalisuse Ameti (ENISA)
ajakohastatud volitusi ning meetmeid, mille eesmark on lihtsustada kiberturvalisuse nbuete
taitmist.

Digivaldkonna koondpakett on osa digipaketi kaudu valja kuulutatud laiemast Gigusnormide
lihtsustamise strateegiast, mida on tdpsemalt kirjeldatud kaesoleva seletuskirja sissejuhatavas
0sas.

. Kooskdla muude liidu tegevuspdhimdtetega

Ettepanek on osa komisjoni tegevuskavast ELi Gigusraamistiku lihtsustamiseks. Muudetud
Oigusaktide suur ulatus néitab selget vdimalust lihtsustamiseks, kasitledes eri digusnormide
vastastikust mdju, sealhulgas juhul, kui need puudutavad erinevaid poliitikavaldkondi. See
kehtib naiteks intsidentidest teatamise thtse kontaktpunkti raames valja tootatud lihtsustamise
digilahenduse puhul, mis ei muuda aluseks olevaid regulatiivseid kohustusi, kuid koondab
uhte liidesesse kuberturvalisuse normid, mida kohaldatakse oluliste tksuste ja finantssektori
suhtes, andmekaitse-eeskirjad jms.

2. OIGUSLIK ALUS, SUBSIDIAARSUS JA PROPORTSIONAALSUS
. Oiguslik alus

Ettepanek pohineb Euroopa Liidu toimimise lepingu artiklitel 114 ja 16, mis vastab
muudetavate digusaktide Oiguslikule alusele. Mé&é&rust (EL) 2016/679 (isikuandmete kaitse
uldmé&arus) ja madrust (EL) 2018/1725 muutvate satete puhul on sobiv diguslik alus
aluslepingu artikkel 16. Kuna kdik muud muudetud 0&igusaktid pdhinevad aluslepingu
artiklil 114, on sama Giguslik alus sobiv ka kaesoleva médéruse vastavate muutmissétete puhul.

. Subsidiaarsus (ainupadevusse mittekuuluva valdkonna puhul)

Kuna muudetud digusnormid on liidu digusnormid, saab neid muuta ainult liidu tasandil.
Kéesolevas maaruses esitatud tehnilised kohandused sailitavad muudetud digusaktide aluseks
oleva subsidiaarsuse pohimdatte.

Maéruse (EL) 2023/2854 (andmemadrus) puhul tugevdavad muudatused méaruse eesmarki
kdrvaldada takistused andmepdhise majanduse uhtsel turul. Selleks liidetakse maarusesse
olemasolevad 6igusnormid. Nende Gigusnormide sihipdarase muutmise eesmérk on lihtsustada,
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selgitada ja vahendada nii erasektori kui ka riikide ametiasutuste halduskoormust.
Muudatused ei mdjuta litkmesriikide ega ELi institutsioonide padevust.

Sama kehtib ka direktiivi (EL) 2019/1024 (avaandmete direktiiv) kehtetuks tunnistamise
kohta: selle sisulised normid voetakse madrusesse (EL) 2023/2854 (andmemaarus) Ule ilma
liilkmesriikidele antud padevusi oluliselt muutmata. Oluline osa avaliku sektori andmetest
kuulub juba praegu vahetult kohaldatava rakendusmadruse (EL) 2023/138 (vaartuslike
andmestike kohta)? kohaldamisalasse. Maarusena vormistamine hélbustab kavandatud
muudatuste thtset kohaldamist kigis liikmesriikides. Protsesside lihtsustamise ning erinevate
riiklike digusaktide tGlgendamise ja rakendamisega seotud halduskoormuse véhendamise
kaudu toetatakse sellega eelkdige avaliku sektori andmeid valdavaid avalikke haldusasutusi,
aga ka selliste andmete taaskasutajaid Vahetult kohaldatavate digusnormide taitmise tagamise
muutub tden&oliselt jarjepidevamaks. Ettepanekuga ei muudeta riiklikke juurdepaasukordi ja
selle eesmérk on pakkuda piisavat paindlikkust riiklike lahenduste jaoks (selle diguse tahtsust
on rohutanud litkmesriigid).

Maéaruse (EL) 2016/679 (isikuandmete kaitse Uldmaarus) ja maéruse (EL) 2018/1725 puhul
on kavandatavate muudatuste eesmérk suurendada kehtivate 6igusnormide kohaldamise
selgust ja prognoositavust ning vahendada v@imaluse korral halduskoormust, kahjustamata
seejuures maaruse (EL) 2016/679 (isikuandmete kaitse Uldmadrus) ja maaruse
(EL) 2018/1725 kohast korgetasemelist andmekaitset. Samuti ei muudeta nendega
litkmesriikide ega ELi organite ja institutsioonide padevust.

Intsidentidest teatamise Uhtse kontaktpunkti kasutuselevdtuga pakutakse vélja leeuroopaline
lahendus, st ks kanal, mille kaudu saab taita mitut diguslikku kohustust, mis on ettevotetele
pandud sisuliselt samast intsidendist teatamiseks. Lahendus ei muuda mingil viisil riiklike
asutuste Oigusi ja padevust selliseid teateid saada. Selle asemel see soodustab aruandlust,
pakkudes Uhtset kontaktpunkti lihtsalt kasutatava liidesena, kus néiliselt esitatakse Uks teade,
kuid tegelikult téidetakse korraga mitu Oiguslikku kohustust. Kuna paljusid asjaomaseid
teenuseid osutatakse piirilileselt ja teenuseosutajad tegutsevad mitmes liikmesriigis, on vaja
Euroopa tasandi lahendust.

. Proportsionaalsus

Ettepanek sisaldab tehnilisi muudatusi, mis on vajalikud halduskoormuse véhendamise ja
digusaktide selguse tagamise eesmérgi saavutamiseks, séilitades samal ajal muudetud
Oigusaktide aluseks olevad eesmargid ja neid optimeerides. Muudatused on proportsionaalsed,
kuna tekitavad ettevotetele ja ametiasutustele tuhiseid lemineku- ja kohanemiskulusid (kui
uldse), kuid voimaldavad jargnevatel aastatel saavutada suurt kulude kokkuhoidu.

Mitme ké&esolevas madruses esitatud muudatusega taotletakse lihtsustamise eesmaérki,
pakkudes eelkdige Oiguskindlust ja selgitades Gigusnormide kohaldamist, néiteks esitades
andmevaldajatele selgitusi drisaladuste kaitse kohta maaruses (EL) 2023/2854 (andmemaarus)
vOi selgitades mé&éruse (EL) 2016/679 (isikuandmete kaitse ldmé&arus) kohaldamisalasse
kuuluvaid isikuandmeid sisaldavate tehisintellektimudelite ja -susteemide treenimist voi

12 Rakendusmaédrus (EL) 2013/138.
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isikuandmete mdistet méaruses (EL) 2016/679 (isikuandmete kaitse Gldmaarus) ja maaruses
(EL) 2018/1725. Mdne satte eesmark on kodifitseerida Euroopa Liidu Kohtu tdlgendused,
néiteks isikuandmete pseudonuimimise kohta, mida on tépsustatud maaruses (EL) 2016/679
(isikuandmete kaitse Uldmaé&rus). Seega sisaldavad need véga sihiparaseid digusnormide
muudatusi ning eeldatavasti on neil suur mdjutulenevalt ettevotetele ja investoritele
Oiguskindluse tagamisest.

Kéesolevas madruses kavandatud muudatuste eesmérk on ka vahendada ettevdtete ja
ametiasutuste otseseid kulusid, vottes arvesse, et samu regulatiivseid eesmarke on voimalik
saavutada vaiksema koormusega ja O&igusnormide proportsionaalsust tagades. Naiteks
méaaruses (EL) 2022/868 (andmehalduse mé&arus) satestatud andmevahendusteenuste suhtes
kohaldatav kohustuslik kord muudetakse mééaruses (EL) 2023/2854 (andmemaarus) usaldust
suurendavaks vabatahtlikuks korraks.

Laiendades vaikeste ja keskmise suurusega ettevotjate suhtes kohaldatavaid teatavaid sétteid
vdikestele keskmise turukapitalisatsiooniga ettevotjatele, on lihtsustamismeetmed sihiparased
ja muudavad nende kohustuste ulatust minimaalselt, pakkudes samal ajal diguskindlust
laiemale ettevotete ringile, millel on suur potentsiaal toetada ELi konkurentsivdimet.
Ettepanekud piirduvad muudatustega, mis on vajalikud selle tagamiseks, et vaikesed keskmise
turukapitalisatsiooniga ettevotjad saaksid kasu samast digusraamistikust nagu VKEd.

Uhtne kontaktpunkt intsidentidest ja isikuandmetega seotud rikkumistest teatamiseks toob
ettevotetele kaasa suure kulude kokkuhoiu ning lahendab samal ajal ka teatamata jatmise
uldise probleemi. See ei ole mitte ainult proportsionaalne lahendus, vaid pakub digivahendi
abil ka olulist lihtsustust ja toetab kontaktpunktiga h6lmatud aruandluskohustuste toimivat
taitmist.

Madrus (EL) 2019/1150 (P2B-méarus) tuleb tunnistada kehtetuks, et 16petada digusnormide
dubleerimine; maarusel on ainult jaakvaartus ning proportsionaalset regulatiivset
lahenemisviisi veebiplatvormide reguleerimisele arvesse vottes tuleb topeltkohustused
kaotada.

. Vahendi valik

Vottes arvesse muudetavate digusnormide laadi, esitatakse muudatused méaaruse vormis.
Direktiivide muutmise korral on satted suunatud Euroopa institutsioonidele vdi tehakse
sihipéraseid muudatusi eelkdige selleks, et jatta valja satted, mida on maarustes pohjalikumalt
késitletud.
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3. JARELHINDAMISE, SIDUSRUHMADEGA KONSULTEERIMISE JA MOJU
HINDAMISE TULEMUSED

. Praegu kehtivate digusaktide jarelhindamine vdi toimivuse kontroll

Enamik k&esolevas ettepanekus késitletavatest digusaktidest on suhteliselt uued ja nende
tulemuste hindamine on veel pooleli. Olulisemad téhelepanekud on kokkuvétlikult esitatud
lisatud komisjoni talituste to6dokumendis.

Erandiks on méairuse (EL) 2019/1150 (P2B-méérus) esialgne labivaatamine 2023. aastal®).
Aruandes taheldati esialgset positiivset moju, mis tuleneb néiteks lepingute l&bipaistvusest
arikasutajate jaoks ja kaebuste késitlemise nduetekohasest menetlusest. Samas toodi aruandes
véalja, et nii drikasutajad kui ka veebipdhiste vahendusteenuste ja veebipdhiste
otsingumootorite pakkujad ei ole teadlikud oma 8igustest ja kohustustest, mis tulenevad
maéarusest (EL) 2019/1150 (P2B-maarus). Sellele lisandus ka maaruse (EL) 2019/1150 (P2B-
maarus) ebapiisav jargimine ja puudulik rakendamine. Kuni 2023. aastani esitati maaruse
(EL) 2019/1150 (P2B-maéarus) alusel véga vahe kaebusi. Aruandes jouti jareldusele, et
,maéruse (EL) 2019/1150 (P2B-maiirus) potentsiaali ei ole praegu tdielikult dra kasutatud®.
Vahepeal hakati méarust (EL) 2022/2065 (digiteenuste madarus) ja maarust (EL) 2022/1925
(digiturgude madrus) téielikult kohaldama ning need on maaruse (EL) 2019/1150 (P2B-
maéarus) satted suures osas asendanud.

. Konsulteerimine sidusriihmadega

Ettepaneku koostamise kaigus korraldati mitu konsultatsiooni. Kdik konsultatsioonid olid
kavandatud (ksteist tdiendama, puudutades kas erinevaid aktuaalseid aspekte v@i erinevaid
sidusrihmi.

2025. aasta kevadel avaldati kolm avalikku konsultatsiooni ja tagasisidekorjet ettepaneku
peamiste sammaste kohta. 9. aprillist kuni 4. juunini toimus konsultatsioon tehisintellekti
kasutamise strateegia kohta,** 11. aprillist kuni 20. juunini toimus Konsultatsioon maaruse
(EL) 2019/881 (kiiberturvalisuse maarus) ldbivaatamise kohta®® ja 23. maist kuni 20. juulini
toimus konsultatsioon Euroopa andmeliidu strateegia kohta®. Igas kiisimustikus oli eraldi osa
(v6i monel juhul mitu osa) rakendamise ja lihtsustamisega seotud probleemide kohta, mis olid
otseselt seotud digivaldkonna koondpaketi Ule peetud aruteludega. Esimese
konsultatsioonivoo raames saadi kokku 718 uksikvastust.

[N

3 Komisjoni talituste td6dokument, ,Komisjoni aruanne FEuroopa Parlamendile, ndukogule, Euroopa

Majandus- ja Sotsiaalkomiteele ning Regioonide Komiteele ,,Médruse (EL) 2019/1150 (mis kasitleb digluse
ja labipaistvuse edendamist veebipdhiste vahendusteenuste drikasutajate jaoks) rakendamise esimene
esialgne ldbivaatamine*“* (SWD(2023) 300 final).

Euroopa Komisjon (2025), ,,Tagasisidekorje tehisintellekti kasutamise strateegia kohta®. Kéttesaadav:
Tehisintellekti kasutamise strateegia — Euroopa tugevam positsioon tehisintellekti vallas.

Euroopa Komisjon (2025), ,,Tagasisidekorje kiiberturvalisuse mairuse ldabivaatamise kohta“. Kattesaadav:
ELi kiiberturvalisuse méaarus.

Euroopa Komisjon (2025), ,,Tagasisidekorje Euroopa andmeliidu strateegia kohta“. Kéttesaadav: Euroopa
andmeliidu strateegia.
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Digivaldkonna koondpaketi kohta avaldati tdiendav tagasisidekorje 16. septembrist kuni
14. oktoobrini  2025'7. Selle eesmirk oli anda sidusrihmadele v@imalus esitada
konsolideeritud ettepaneku kohta markusi, mis késitlevad digivaldkonna koondpaketi
kohaldamisala. Saadi 513 vastust eri sidusrihmadelt, sealhulgas ettevotjatelt ja ettevotjate
Uhendustelt, kodanikutihiskonnalt, teadusringkondadelt, ametiasutustelt ning kodanikelt.

Juhtiv asepresident Henna Virkkunen korraldas kaks rakendamist késitlevat dialoogi
digivaldkonna koondpaketis kasitletud peamiste teemade (ile: esimese andmepoliitika kohta?®
(1. juulil 2025) ja teise kiiberturvalisuse poliitika kohta®® (15. septembril).

Volinik McGrath korraldas rakendamist késitleva dialoogi, mis puudutas isikuandmete kaitse
uldméaruse kohaldamist (16. juulil 2025).

Komisjoni talitused korraldasid ka mitu ,reaalsuskontrolli“ — pdhjalikud teemariihmad
ettevotete ja kodanikuiihiskonna esindajatega, mis korraldati ajavahemikus 15. septembrist
kuni 6. oktoobrini 2025, et arutada igapaevaselt kogetud praktilisi rakendamisprobleeme ja
hinnata nduete taitmisega seotud kulusid.

Ajavahemikus 4. septembrist  kuni  16. oktoobrini 2025  korraldati  Euroopa
ettevotlusvorgustiku (EEN)? kaudu spetsiaalne VKEde paneel konkreetselt vaikeste ja
keskmise suurusega ettevOtjatega (VKEd) konsulteerimiseks ja nendelt tagasiside
kogumiseks.

Lisaks said komisjoni talitused arvukalt seisukohti ja korraldasid kahepoolseid kohtumisi eri
sidusrihmadega. Samuti tegid komisjoni talitused tUmarlaudade kaudu v&i mitmesuguste
ndukogu téorihmade raames koostddd liikmesriikidega.

Uldiselt olid sidusrihmad oma tagasisides Uhel meelel, et mdnede digivaldkonna
digusnormide kohaldamist tuleks lihtsustada. Sidusrihmad véljendasid heameelt, et
tdhelepanu keskmes on digusnormide Uhtsus ja konsolideerimine ning nduete tditmisega
seotud kulude optimeerimine.

Selgelt sooviti andmevaldkonna digustiku uhtlustamist ja digusnormide konsolideerimist.
Seda kisimust kasitletakse ettepanekus koos sidusrihmade toetatud sihiparaste muudatustega,
sealhulgas seoses isikuandmete kaitse Uldmaarusega ja kipsiste teavitusribade pdhjustatud
vasimusega. Lisaks on ettevGtjad osutanud selliste andmeid késitlevate &igusnormide
vastastikuse moju téiendavale hindamisele, mis nduavad pdhjalikumat analiiusi parema
digusloome vahendite, eelkBige eelseisva digitaalse toimivuse kontrolli abil.

17" Euroopa Komisjon (2025), ,,Tagasisidekorje digipaketi ja digivaldkonna koonddigusakt kohta*. Kittesaadav:

Lihtsustamine — digipakett ja digivaldkonna koonddigusakt.
18 Euroopa Komisjon (2025), ,,Dialoog rakendamise iile — andmepoliitika®“. Kittesaadav: Dialoog rakendamise
ule — andmepoliitika — Euroopa Komisjon.
Euroopa Komisjon (2025), ,,Dialoog juhtiva asepresidendi Henna Virkkusega kiiberturvalisuse poliitika
rakendamise iile*. Kéttesaadav: Dialoog juhtiva asepresidendi Henna Virkkusega kiberturvalisuse poliitika
rakendamise (le — Euroopa Komisjon.
20 Euroopa ettevdtlusvorgustik on maailma suurim véikeste ja keskmise suurusega ettevétjate tugivargustik
ning seda rakendab Euroopa Komisjoni Euroopa Innovatsiooninukogu ja VKEde Rakendusamet
(EISMEA).
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Samuti on eri sektorite ettevdtjad juhtinud tdhelepanu asjaolule, et mitme 6igusraamistiku
kohane intsidentidest topeltteatamine tekitab p6hjendamatut koormust. Sellele meetmete
votmise kutsele vastatakse ettepanekuga luua intsidentidest teatamise ihtne kontaktpunkt.

Seoses tehisintellekti kasitleva maadrusega on sidusrihmad osutanud vajadusele tagada
digusnormide kohaldamisel diguskindlus ning réhutanud eelkdige vajadust kéttesaadavate
standardite ja suuniste jarele enne Oigusnormide kohaldamist. Nende probleemide
lahendamiseks on digivaldkonna koondpaketi raames esitatud eraldi digusakti ettepanek.

Sidusriihmad ei ole platvormi ja ettevOtjate vaheliste suhete mdadruse moju kohta oma
arvamust avaldanud, mis kinnitab vahehindamise aruande tulemusi, et need digusnormid ei
ole hasti tuntud ega oma eesmargi saavutamisel tdhusad. K&esoleva maérusega tehakse
ettepanek tunnistada platvormi ja ettevGtjate vaheliste suhete maaruse normid kehtetuks,
eelkdige seetOttu, et need kattuvad uuemate digusnormidega.

Digivaldkonna koondpaketti toetavas komisjoni talituste téddokumendis on esitatud
Uksikasjalik Glevaade sidusrihmadega peetud konsultatsioonidest ja nende kajastamisest
ettepanekus.

. Eksperdiarvamuste kogumine ja kasutamine

Lisaks eespool kirjeldatud konsultatsioonidele tugines komisjon kéaesoleva ettepaneku
koostamisel peamiselt siseanaliilisile. Ettepaneku andmeid kasitlevate peatikkide analtisi
toetamiseks telliti ka kaks uuringut. Esimene keskendus madruse (EL) 2018/1807
(isikustamata andmete vaba liikumise maarus), direktiivi (EL) 2019/1024 (avaandmete
direktiiv) ja maaruse (EL) 2022/868 (andmehalduse maarus) rakendamisele. Teine uuring,
mis on tihedamalt seotud andmeliidu strateegiat kasitleva teatisega (mis veti vastu sama
lihtsustamispaketi osana koos digivaldkonna koondpaketiga), keskendus andmepoliitika
arengusuundumustele, mis on seotud generatiivse tehisintellekti, 6igusnormidele vastavuse ja
rahvusvaheliste mddtmetega. Mélemad uuringud on 18ppjéargus ja avaldatakse hiljem.

Komisjoni talitused on teinud ka uuringu maaruse (EL) 2022/2065 (digiteenuste maarus) ja
muude Oigusaktide, sealhulgas maaruse (EL) 2019/1150 (P2B-méaéarus) vastastikuse mdju
kohta. Komisjon avaldab vastavalt maaruse (EL) 2022/2065 (digiteenuste maarus) artikli 91
nduetele digipaketi osana aruande, milles kirjeldatakse maaruse (EL) 2022/2065 (digiteenuste
madrus) ja muude seonduvate digusnormide vastastikust moju.

. MGju hindamine

Ké&esolevas mééruses esitatud muudatused on sihipérased ja tehnilist laadi. Nende eesmark on
tagada digusnormide tdhusam rakendamine. Need ei hdlma mitut poliitikavarianti, mida oleks
voimalik mottekalt testida ja vorrelda, ning vastavalt parema digusloome suunistele ei toetu
need tdielikule mdju hindamise aruandele.

Lisatud komisjoni talituste to6dokumendis késitletakse pdhjalikult  muudatuste
sekkumisloogikat ja sidusrihmade seisukohti seoses erinevate meetmetega ning esitatakse
ettepanekute kulude-tulude analliis, sealhulgas saavutatav kulude kokkuhoid ja muu mdju.
Paljudel juhtudel tugineb see asjakohastele mdjuhinnangutele, mis koostati algselt erinevate
digusaktide jaoks.

. Oigusnormide toimivus ja lihtsustamine

Kavandatava maérusega véhendatakse oluliselt ettevGtjate, avalike haldusasutuste ja kodanike
koormust. Esialgsete hinnangute kohaselt on alates selle joustumise hetkest vdimalik sdésta
vahemalt 1 miljard eurot aastas, millele lisandub veel 1 miljard eurot hekordsete kulude
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kokkuhoidu, mis teeb kokku vé&hemalt 5 miljardit eurot kolme aasta jooksul kuni
2029. aastani. Samuti oodatakse suures osas mittekvantifitseeritavat kasu, eelkdige ténu
digusnormide lihtsustamisele, mis hdlbustab nende rakendamist ja jargimist. Arvutustes ei ole
arvesse voetud kavandatud regulatiivse lahenemisviisi abil loodavaid &rivéimalusi.

Kuigi VKEd on juba vabastatud digivaldkonna koondpaketiga muudetavate 6igusaktide
teatavate sdtete kohaldamisest, pakutakse pilvteenuste vahetamise valdkonnas vélja
tdiendavad toetusmeetmed. Uhtlustatud andmete jagamise norme Kasitlevas peatiikis
laiendatakse moningaid VKEde suhtes juba kehtivaid erandeid ka véikestele keskmise
turukapitalisatsiooniga ettevotjatele.

Ettepanek on ka téielikult kooskdlas komisjoni digikontrolliga, mille eesmark on tagada
poliitikaettepanekute piisav kooskdla digikeskkonnaga. Tapsemalt on seda késitletud lisatud
finants- ja digiselgituse 4. peatiikis.

. Pdhidigused

Kavandatavad muudatused toetavad ettevotjate innovatsioonivGimalusi Uhtsel turul ja
edendavad seega digust tegeleda liidus ettevatlusega.

Teatavad satted on seotud ka muude pohibiguste, eelkdige eraelu puutumatuse ja
isikuandmete kaitse diguse kaitsmise ja edendamisega ning need on koostatud nii, et sailiksid
rangeimad kaitsestandardid ja Uksikisikuid toetataks nende Oiguste tOhusal kasutamisel,
optimeerides samal ajal kulusid ja luues uusi innovatsioonivéimalusi. Nii jargib ettepanek
rangelt harta artiklis 52 sétestatud proportsionaalsuse pGhimotet.

Maéaruse (EL) 2016/679 (isikuandmete kaitse Uldmaarus) ja maaruse (EL) 2018/1725 puhul
lihtsustatakse kavandatavate sihtotstarbeliste muudatustega véikese riskiga to6tlemise suhtes
kohaldatavaid ndudeid, Uhtlustatakse teatavaid standardeid ning selgitatakse méaaruse
(EL) 2016/679 (isikuandmete kaitse Uldmaarus) ja méaruse (EL) 2018/1725 teatavaid
pdhimdaisteid, vBimaldades vastutavatel todtlejatel rakendada tdhusamaid
andmekaitsepohimdtteid. See voimaldaks neil suunata oma ressursid andmemahukamatele ja
suure riskiga tegevustele, mille puhul on isikuandmete kaitse meetmed kdige olulisemad.

Mis puudutab side privaatsust, siis ettepanekus sdilitatakse rangeimad kaitsestandardid,
sealhulgas ndusolekul pohinev juurdepdas |Gppseadmetele. Direktiivi 2002/58/EU  (e-
privaatsuse direktiiv) muudatusega sisulisi kaitsemeetmeid ei muudeta. Sellega viiakse
I6ppseadmetes olevate ja 16ppseadmetest saadud isikuandmete téotlemise normid vastavusse
madrusega (EL) 2016/679 (isikuandmete kaitse Gldmaarus). Direktiivi kohased 16ppseadmete
puutumatuse nduded séilivad ka isikustamata andmete to6tlemisel.

4. MOJU EELARVELE

Euroopa Liidu Kuberturvalisuse Ameti (ENISA) loodava ja hallatava intsidentidest teatamise
uhtse kontaktpunkti mdju eelarvele on (ksikasjalikult Kkirjeldatud ma&ruse (EL) 2019/881
(kUberturvalisuse méérus) muudatustes ENISA-le ettenéhtud ressursside raames.

5. MUU TEAVE
. Rakenduskavad ning jarelevalve, hindamise ja aruandluse kord
Ei kohaldata
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. Ettepaneku satete tksikasjalik selgitus
Maaruse (EL) 2023/2854 (andmema&arus) muutmine

Andmevaldkonna Gigusraamistiku muudatustega koondatakse méarusesse (EL) 2023/2854
(andmemaarus) markimisvaarselt lihtsustatud viisil maaruse (EL) 2018/1807 (andmete vaba
lilkumise maarus), maaruse (EL)2022/868 (andmehalduse maéarus) ja direktiivi
(EL) 2019/1024 (avaandmete direktiiv) satted. | peatukk sisaldab ka sihtotstarbelisi
muudatusi, mille eesmark on kohandada mééaruse (EL) 2023/2854 (andmemadrus) kehtivaid
norme.

Artikkel 1 sisaldab maaruse (EL) 2023/2854 (andmeméarus) muudatusi, mis Kkasitlevad
andmetele Oiglase juurdepdsu ja nende kasutamise U0htlustatud norme ning millega
muudetakse maarust (EL) 2017/2394 ja direktiivi (EL) 2020/1828.

Artikliga 1 tehakse jargmised muudatused

Ldikega 1 ajakohastatakse madruse (EL) 2023/2854 (andmemaarus) kohaldamisala, kuna
sellesse maarusesse lisatakse uued peatiikid, nagu on tdpsemalt selgitatud allpool.

Ldikega 2 muudetakse mdisteid ja lisatakse uusi mdisteid.

Ldikega 3 kehtestatakse maaruse (EL) 2023/2854 (andmemaéarus) artikli 4 16ikes 8 uus norm,
mis vBimaldab andmevaldajatel keelduda arisaladuste avaldamisest kasutajale, kui on suur
oht, et need omandatakse vdi neid kasutatakse ebaseaduslikult vGi need avalikustatakse
kolmandatele riikidele v&i nende riikide kontrolli all olevatele Uksustele, mis alluvad
jurisdiktsioonile, kus kaitse on ndrgem kui liidus.

Ldikega 5 kehtestatakse sama norm maéruse (EL) 2023/2854 (andmemadarus) artikli 5
I6ikes 11, mis kasitleb andmevaldajaid, kes avalikustavad &risaladusi kolmandatele isikutele.

LOigetega 5-19 kitsendatakse V peatiiki kohaldamisala, asendades termini ,.erakorralised
vajadused* terminiga ,,iildine hadaolukord®. Artiklid 14 ja 15 jéetakse vélja ning lisatakse uus
artikkel 15a, mis on ainus artikkel, millele tuginedes vdib Uldise hadaolukorra ajal esitada
taotlusi madruse (EL) 2023/2854 (andmemaéarus) ettevotetelt riigile andmete jagamise korra
alusel. Taotlusi vdib esitada, kui see on vajalik tldise hadaolukorra lahendamiseks (artikli 15a
16ige 2) vOi leevendamiseks vdi lldisest hadaolukorrast taastumise toetamiseks (artikli 15a
IGige 3). Ristviiteid kohandatakse vastavalt ning sdnastust lihtsustatakse ja muudetakse
selgemaks. Artikli 1 I6ikega 21 lisatakse uus artikkel 22a, mis raamistab V peatiiki kohase
kaebuste menetlemise korra, tihendades varem kordunud sétted.

Loigetega 20-22 lisatakse teatavad erandid madruse (EL) 2023/2854 (andmemaéarus)
VI peatlikki (andmetdotlusteenuste vahetamine): artiklisse 31 lisatakse leebem erikord seoses
andmetddtlusteenustega, mis on loodud tellimustdona, st andmetddtlusteenustega, mis ei ole
valmisteenused ja mis ei toimiks ilma, et neid enne kasutaja vajaduste ja Okosiisteemiga
kohandataks, kui neid teenuseid osutatakse enne 12.septembrit 2025 sdlmitud lepingute
alusel. Samamoodi lisatakse artiklisse 31 uus leebem erikord seoses andmetddtlusteenustega,
mida VKEd ja vdikesed keskmise turukapitalisatsiooniga ettevdtjad osutavad enne
12. septembrit 2025 s6lmitud lepingute alusel, ning tapsustus, et need teenuseosutajad vdivad
tahtajalistesse lepingutesse lisada trahvi lepingu ennetéhtaegse I6petamise eest.
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Loiked 23-25 sisaldavad méaaruse (EL) 2023/2854 (andmemaéarus) artikli 32 muudatusi, mis
tulenevad praegu méaruse (EL) 2022/868 (andmehalduse mé&arus) kohaldamisalasse
kuuluvate asutuste integreerimisest méarusesse (EL) 2023/2854 (andmemaarus).

Loikega 26 kaotatakse nutilepingute pakkujate kohustus jérgida olulisi ndudeid ning antakse
komisjonile volitused votta vastu thtlustatud standardid.

Ldikega 27 integreeritakse kaks Oiguslikku korda, mis on praegu satestatud mé&aruses
(EL) 2022/868 (andmehalduse méarus), mis tunnistatakse koondpaketi jdustumisel kehtetuks.
Sellega kujundatakse imber andmehalduse méaéaruse 111 ja IV peatuki kehtivad normid, milles
on sétestatud andmevahendusteenuse osutajate suhtes kohaldatav kohustuslik teatamiskord ja
andmealtruismiorganisatsioonide suhtes kohaldatav vabatahtlik registreerimiskord. Mdlemad
korrad lisatakse méaérusesse (EL) 2023/2854 (andmemaéérus) uue Vlla peatlikina. Vottes
arvesse, et andmevahendusteenuste turg on Kkujunemisjargus, muudetakse mé&aruse
(EL) 2022/868 (andmehalduse maarus) kohased kohustused paindlikumaks, et see turg saaks
kasvada. Esiteks muudetakse andmevahendusteenuse osutajate suhtes kohaldatav kord
vabatahtlikuks. Teiseks asendatakse ko&ige téhtsam kohustus, nimelt kohustus hoida
andmevahendusteenused Giguslikult lahus mis tahes muudest teenustest, mida ettevote vdib
soovida pakkuda, kohustusega hoida teenused funktsionaalselt eraldiseisvana ning
kehtestatakse téiendavad tingimused. Samuti lGhendatakse oluliselt kohustuste loetelu.
Andmealtruismi puhul tunnistatakse kehtetuks andmealtruismiorganisatsioonide suhtes
kohaldatavad aruandlus- ja l&bipaistvuskohustused ning loobutakse mdttest tdiendada méaaruse
(EL) 2022/868 (andmehalduse mé&drus) ,andmealtruismi eeskirja® norme veelgi
uksikasjalikumate normidega.

Kehtestatakse uus VIIb peatiikk, millega lisatakse madrusesse (EL) 2023/2854
(andmemadrus) isikustamata andmete asukoha ndude keeld liidu piires, mis varem sisaldus
kehtetuks tunnistatavas maaruses (EL) 2018/1807 (isikustamata andmete vaba liikumise
madrus). Komisjonile teatamise kohustus jaab kehtima, kuid kaotatakse thtne veebipdhine
riiklik teabepunkt, kus liikmesriigid peaksid avaldama kohaldatavad andmete asukoha
nduded.

LOigetes 4 ja 33-58 esitatakse Uhendatud satted avaliku sektori asutuste valduses olevate
andmete ja dokumentide taaskasutamise kohta vastavalt mé&aruse (EL) 2022/868
(andmehalduse maarus) Il peattkile ja direktiivile (EL) 2019/1024 (avaandmete direktiiv).

o Punktiga 4 voetakse kasutusele mdisted méaarusesse (EL) 2023/2854 (andmemaarus)
lisatud satetest, Uhtlustades andmete ja dokumentide maaratlusi ning eristades rangelt
digitaalset (andmed) ja mitte-digitaalset (dokumendid) sisu.

o Lisatakse uus VIlc peatukk avaliku sektori asutuste valduses olevate andmete ja
dokumentide taaskasutamise kohta.

o Lisatakse uus 1. jagu, milles sétestatakse uue lisatud peatiki suhtes kohaldatavad
uldpdhimaotted.

o Lisatakse madruse (EL) 2022/868 (andmehalduse maarus) Il peatiki ja direktiivi
(EL) 2019/1024 (avaandmete direktiiv) Uhiseid digusnorme sisaldava thendatud
peatiiki reguleerimisese ja kohaldamisala.

o Séatestatakse Uhine mittediskrimineerimise pdhimd&te, mida kohaldatakse avaliku
sektori avaandmete ja teatavatesse kategooriatesse kuuluvate kaitstud andmete
jagamise suhtes.
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Satestatakse avaliku sektori avaandmete korrale ja teatavatesse kategooriatesse
kuuluvate kaitstud andmete korrale Ghine ainudiguslike kokkulepete keeld.

Satestatakse tldpohimdtted, mis kasitlevad tasu votmist avaliku sektori avaandmete
vOi teatavatesse kategooriatesse kuuluvate kaitstud andmete taaskasutamise eest. Uue
reeglina peavad avaliku sektori asutused avaliku sektori avaandmete taaskasutamist
diskrimineerimata tagama, et koiki tasusid saab maksta ka vdrgus laialdaselt
kattesaadavate piiritleste makseteenuste kaudu. Sellega laiendatakse reeglit, mis
varem Kkehtis ainult teatavatesse kategooriatesse kuuluvate kaitstud andmete
taaskasutamise suhtes vastavalt méaruse (EL) 2022/868 (andmehalduse maarus)
Il peatiikile.

Séatestatakse avaliku sektori avaandmete ja teatavatesse kategooriatesse kuuluvate
kaitstud andmete taaskasutajate digus saada teavet Giguskaitsevahendite kohta, mis
on seotud neid md@jutavate otsuste vdi tavadega.

Lisatakse jagu avaliku sektori avaandmete taaskasutamise normide kohta, mis varem
olid direktiivi (EL) 2019/1024 (avaandmete direktiiv) normid.

Méaratletakse selle jao kohaldamisala, sealhulgas selle kohaldamata jatmine
teatavatesse kategooriatesse kuuluvate Kaitstud andmete suhtes, mis kuuluvad
avaliku sektori asutuste valduses olevate andmete ja dokumentide taaskasutamist
késitleva Uldpeatiiki kohaldamisalasse.

Satestatakse avaliku sektori avaandmete taaskasutamise tldp&himaéte.

Satestatakse avaliku sektori avaandmete taaskasutamise taotluste menetlemise
normid, lisades direktiivi (EL) 2019/1024 (avaandmete direktiiv) endise satte.

Kehtestatakse normid avaliku sektori avaandmete taaskasutamiseks kattesaadavate
vormingute kohta, mis varem sisaldusid direktiivis (EL) 2019/1024 (avaandmete
direktiiv).

Kehtestatakse normid seoses avaliku sektori avaandmete eest tasu vGtmisega, mida
varem reguleeriti direktiiviga (EL) 2019/1024 (avaandmete direktiiv). Uue normi
kohaselt vdivad avaliku sektori asutused vOtta vdga suurtelt ettevotetelt
taaskasutamise eest suuremat tasu. Sellised tasud peavad olema proportsionaalsed ja
nende summa peab péhinema objektiivsetel kriteeriumidel.

Kehtestatakse normid avaliku sektori avaandmete taaskasutamise standardlitsentside
kohta, mis varem sisaldusid direktiivis (EL) 2019/1024 (avaandmete direktiiv). Uue
normi kohaselt vdivad avaliku sektori asutused ndha véga suurtele ettevotetele ette
eritingimused. Sellised tingimused peavad olema proportsionaalsed ja pdhinema
objektiivsetel kriteeriumidel.

Varem direktiivis (EL) 2019/1024 (avaandmete direktiiv) sisaldunud normid
praktiliste vahendite kohta lisatakse maarusesse (EL) 2023/2854 (andmemaéérus), et
holbustada taaskasutamiseks kattesaadavate andmete vOi dokumentide otsimist.

Varem direktiivis (EL) 2019/1024 (avaandmete direktiiv) sisaldunud normid
teadusandmete kohta lisatakse méaarusesse (EL) 2023/2854 (andmemaérus).

Varem direktiivis (EL) 2019/1024 (avaandmete direktiiv) sisaldunud normid
vadrtuslike andmestike kohta lisatakse méarusesse (EL) 2023/2854 (andmemaarus).

Luuakse uus jagu teatavatesse kategooriatesse kuuluvate kaitstud andmete
taaskasutamise kohta, et lisada sellesse peatukki ma&aruse (EL) 2022/868
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(andmehalduse maarus) Il peatuki endised normid. Punktis Kkirjeldatakse selle
kolmanda jao kohaldamisala, millega vélistatakse avaliku sektori avaandmete
taaskasutamise korda reguleeriva teise jao kohaldamisalasse kuuluvad andmed ja
dokumendid. Uue normi kohaselt kuuluvad dokumendid selle jao kohaldamisalasse.

o Sétestatakse  teatavatesse  kategooriatesse  kuuluvate  kaitstud ~ andmete
taaskasutamisega seotud Uldpohimdte. See on maédruse (EL) 2022/868
(andmehalduse maéérus) 1l peatukis sétestatud pdhimote, mille kohaselt kénealuse
jaoga ei kehtestata avaliku sektori asutustele kohustust lubada kaitstud andmete
taaskasutamist, vaid ndhakse ette miinimumtingimused, mille alusel avaliku sektori
asutused otsustavad sellised andmed taaskasutamiseks kattesaadavaks teha.

o Lihtsustatud ja Uhtlustatud kujul kehtestatakse normid, mis késitlevad teatavatesse
kategooriatesse kuuluvate kaitstud andmete taaskasutamise tingimusi, mis olid varem
satestatud maaruse (EL) 2022/868 (andmehalduse maéarus) 11 peatiikis. See hdlmab
selgitust, selle kohta, milliseid norme kohaldatakse juhul, kui isikuandmed on
anonulmitud. Isikustamata andmete kolmandatesse riikidesse edastamise suhtes
kohaldatavad nduded séilitatakse, kuid need esitatakse eraldi uue artiklina punkti 54

alla.
. Tasude vOtmist kasitlevad normid, mis varem moodustasid 0sa maaruse
(EL) 2022/868 (andmehalduse maarus) Il peatukist, lisatakse maarusesse

(EL) 2023/2854 (andmemaérus). Uue normi kohaselt vOivad avaliku sektori asutused
néha véga suurtele ettevotetele ette suuremad taaskasutamise tasud. Sellised tasud
peavad olema proportsionaalsed ja pdhinema objektiivsetel kriteeriumidel.
Erimeetmeid, mille eesmérk oli soodustada taaskasutamist VKEde poolt,
laiendatakse ka véikestele keskmise turukapitalisatsiooniga ettevotjatele.

o Padevaid asutusi kasitlevad normid, mis varem moodustasid o0sa mé&aruse
(EL) 2022/868 (andmehalduse maarus) Il peatukist, lisatakse maarusesse
(EL) 2023/2854 (andmemaéarus). P&devate asutuste Utlesanne on aidata avaliku
sektori asutustel vastata andmete ja dokumentide taaskasutamise taotlustele, mida
késitletakse 3. jaos.

o Uhtseid teabepunkte kisitlevad normid, mis varem moodustasid osa maaruse
(EL) 2022/868 (andmehalduse maarus) Il peatukist, lisatakse —maarusesse
(EL) 2023/2854 (andmemaarus). Uhtsete teabepunktide eesmark on aidata
taaskasutajatel leida lihtsal viisil teavet teatavatesse kategooriatesse kuuluvate
kaitstud andmete taaskasutamise kohta.

o Teatavatesse kategooriatesse kuuluvate kaitstud andmete taaskasutamise taotluste
menetlemist kasitlevad normid, mis varem olid satestatud maaruse (EL) 2022/868
(andmehalduse  maé&éarus) 1l peatukis, lisatakse —maéaarusesse (EL) 2023/2854
(andmemaarus).

LOikega 57 integreeritakse pohieeskirjad Euroopa Andmeinnovatsioonindukogu kohta, mis on
andmemaaruse jarjepideva taitmise tagamise kisimustes komisjoni ndustav riihm, mis toimib
andmemajanduse valdkonnas poliitikakujundamise koordineerimise foorumina. Sellega
integreeritakse pOhieeskirjad andmemaarusesse. Muudatused voéimaldavad komisjonil muuta
asjaomaseid Euroopa Andmeinnovatsioonindukogu alusdokumente (komisjoni 20. veebruari
2023. aasta otsus C(2023) 1074 final) ja laiendada selle liikmeskonda, kaasates peale
padevate asutuste ka litkmesriikide poliitikat kujundavate asutuste esindajad.
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Loiked 61-65 sisaldavad maéruse (EL) 2023/2854 (andmemadrus) komiteemenetlust ja
volituste delegeerimist kasitlevate séatete muudatusi ning 18ige 66 sisaldab maaruse
(EL) 2022/868 (andmehalduse méérus) muudatusi, mis on vajalikud méaaruse (EL) 2022/868
(andmehalduse maarus) ja direktiivi (EL) 2019/1024 (avaandmete direktiiv) normide
lisamiseks méaarusesse (EL) 2023/2854 (andmemaarus).

LOikega 68 laiendatakse hindamise kontekstis VKEdele suunatud eritdhelepanu vaikestele
keskmise turukapitalisatsiooniga ettevotjatele ning l6ikega 69 kehtestatakse maéaarusesse
(EL) 2023/2854 (andmemaérus) lisatud uute normide hindamine.

Artikliga 2 lisatakse maaruse (EL) 2018/174 lisasse seoses ,,ettevatte asutamise, juhtimise ja
tegevuse 10petamisega“ asjakohased viited andmevahendusteenustele ja andmealtruismile.

Maéaruse (EL) 2016/679, maaruse (EL) 2018/1725 ja direktiivi 2002/58/EU muutmine

Ettepaneku artikliga 3 tehakse maéarusesse (EL) 2016/679 (isikuandmete Kkaitse Gldmé&é&rus)
sihtotstarbelised muudatused.

Artikliga 3 tehakse jargmised muudatused

Loikega 1 selgitatakse maaruse (EL) 2016/679 (isikuandmete kaitse Uldmaarus) artiklis 4
esitatud isikuandmete madistet ning sedastatakse, et teavet ei kasitata konkreetse tiksuse puhul
isikuandmetena, kui sellel tksusel puuduvad vahendid, mida mdistliku tGendosusega kasutada
selle fausilise isiku tuvastamiseks, keda teave puudutab. Sellest tulenevalt ei kuulu selline
Uksus pdhimotteliselt kdnealuse méaruse kohaldamisalasse.

LOikega 2 nahakse ette kaks tdiendavat erandit seoses isikuandmete eriliikide to6tlemisega.
Né&hakse ette erand biomeetriliste andmete to6tlemise dldisest keelust, kui selline toétlemine
on vajalik andmesubjekti identiteedi kinnitamiseks ning kui sellise kontrolli tegemiseks
vajalikud andmed ja vahendid on asjaomase andmesubjekti ainukontrolli all. Samuti
satestatakse  erand, mis puudutab isikuandmete eriliikide ja&kide tootlemist
tehisintellektististeemi v6i -mudeli arendamiseks ja kéitamiseks, kui tdidetud on teatavad
tingimused, sealhulgas v@etud asjakohased organisatsioonilised ja tehnilised meetmed, et
valtida isikuandmete eriliikide kogumist ja selliste andmete eemaldamist.

Ldikega 3 tapsustatakse madruse (EL) 2016/679 (isikuandmete kaitse Gldma&éarus) artikli 12
kohast olukorda, kus andmesubjektid kuritarvitavad Gigust tutvuda andmetega ja kasutavad
seda muul eesmargil kui oma isikuandmete kaitseks. Sellisel juhul vdib vastutav toétleja
keelduda taotluse rahuldamisest v6i nduda mdistlikku tasu. Lisaks tdpsustatakse tingimusi,
mille alusel saab tdendada, et juurdepadsutaotlus oli lemadrane.

LOikes 4 kasitletakse vastutava tOotleja kohustust teavitada andmesubjekte nende
isikuandmete to6tlemisest vastavalt méaruse (EL) 2016/679 (isikuandmete kaitse Gldméérus)
artiklile 13 ning kaotatakse see kohustus olukordades, kus on mdistlik alus eeldada, et
andmesubjektil on see teave juba olemas, vilja arvatud juhul, kui vastutav t66tleja edastab
andmed teistele andmesaajatele vOi andmesaajate kategooriatele, edastab andmed
kolmandasse riiki, teeb automatiseeritud otsuseid voi kui todtlemine vaib kujutada suurt ohtu
andmesubjekti digustele.

Loikega 5 selgitatakse méaaruse (EL) 2016/679 (isikuandmete kaitse tGldmé&é&rus) artikli 22
kohaseid automatiseeritud t6o6tlusel pdhinevate (Uksikotsuste tegemise ndudeid seoses
andmesubjekti ja vastutava tootleja vahelise lepingu sdélmimise voi taitmisega, eelkdige seda,
et ,,vajalikkuse* ndue kehtib sdltumata sellest, kas otsus vdidakse teha muul viisil kui ainult
automatiseeritud vahendite abil.
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Ldikega 6 viiakse vastutava tootleja kohustus teavitada pédevat jarelevalveasutust andmetega
seotud rikkumisest méaruse (EL) 2016/679 (isikuandmete kaitse Gldmaarus) artikli 33 alusel
vastavusse tema kohustusega teavitada andmesubjekte sellistest rikkumistest, ning
satestatakse, et teavitamine on ndutav ainult juhul, kui andmetega seotud rikkumine voib
tdendoliselt kujutada endast suurt ohtu andmesubjekti Oigustele. Samuti pikendatakse
teavitamise téhtaega 96 tunnini. Tehakse ka ettepanek, et vastutavad tootlejad kasutaksid
andmetega seotud rikkumisest jarelevalveasutusele teatamiseks Uhtset kontaktpunkti. Lisaks
pannakse Euroopa Andmekaitsendukogule kohustus koostada ja esitada komisjonile ettepanek
andmetega seotud rikkumistest teatamise htse vormi kohta ning komisjoni volitatakse see
vorm rakendusaktiga vastu votma, vajaduse korral pérast selle l&bivaatamist.

Loikega 7 Uhtlustatakse nende todtlemistoimingute loetelud, mis nduavad vGi ei ndua
andmekaitsealase mdjuhinnangu tegemist, ning satestatakse, et ELi tasandil esitatakse tihtsed
loetelud to6tlemistoimingutest, mis nduavad vdi ei ndua andmekaitsealase mdéjuhinnangu
tegemist, aidates sellega Uhtlustada suure ohu mdistet. Euroopa Andmekaitsendukogule
pannakse kohustus koostada selliste loetelude ettepanekud. Samuti pannakse talle kohustus
koostada andmekaitsealase mdjuhinnangu thtse vormi ja Uhtse metoodika ettepanek ning
komisjoni volitatakse seda ettepanekut rakendusaktiga vastu vétma, vajaduse korral pérast
selle labivaatamist.

LOikes 8 satestatakse, et komisjon vdib koos Euroopa Andmekaitsendukoguga toetada
vastutavaid tootlejaid selle hindamisel, kas pseudonttmimise tulemusel tekkivad andmed ei
kujuta endast isikuandmeid, tépsustades sellise hindamise jaoks asjakohased vahendid ja
kriteeriumid, sealhulgas tagasituvastuse ohu hindamiseks kasutatavate tehniliste vahendite ja
kriteeriumide taseme.

Ldikega 12 kujundatakse 0(mber |8ppseadmetes (lihendatud seadmetes) olevate Voi
I6ppseadmetest saadud isikuandmete to6tlemise Giguslik kord, mis on praegu satestatud
direktiivis 2002/58/EU (e-privaatsuse direktiiv). Maarusesse (EL) 2016/679 (isikuandmete
kaitse uldmaarus) lisatakse uus artikkel 88a, milles satestatakse ndue saada ndusolek
isikuandmete talletamiseks fiidsiliste isikute 16ppseadmetesse vdi IGppseadmetes olevatele
andmetele juurdepéddsuks ning millega kaasatakse 18ppseadmetes olevate ja 1dppseadmetest
saadud isikuandmete to6tlemine madruse (EL) 2016/679 (isikuandmete kaitse Uldmaarus)
normide hulka. Maarusesse (EL) 2016/679 (isikuandmete kaitse Uldmaarus) lisatakse uus
artikkel 88b, mis késitleb konkreetsete valikute automatiseeritud ja masinloetavas vormingus
maérkimist ning selliste margete arvessevotmist veebisaitide pakkujate poolt pérast seda, kui
kattesaadavaks on tehtud sellekohased standardid.

Artikliga 4 tehakse jargmised muudatused

Ettepaneku artikliga 4 tehakse mé&é&rusesse (EL) 2018/1725 sihtotstarbelised muudatused, et
viia selle tekst vastavusse artikliga 3 maarusesse (EL) 2016/679 tehtavate muudatustega.

Artikliga 5 tehakse jargmised muudatused

Artiklis 5 satestatakse muudatused, mis tehakse direktiivis 2002/58/EU eraelu puutumatuse ja
elektroonilise side kohta (e-privaatsuse direktiiv). Kdnealuse direktiivi artikkel 4 tunnistatakse
kehtetuks. Direktiivi artikli 5 16ike 3 tdiendus v6imaldab viia flusilise isiku I6ppseadmesse
isikuandmete talletamist ja neile andmetele I16ppseadmest juurdepadsu kasitlevad normid lle
méaérusesse  (EL) 2016/679  (isikuandmete kaitse Uldmadrus), lisades maarusesse
(EL) 2016/679 (isikuandmete kaitse tldmaarus) uue artikli 88a, nagu on eespool kirjeldatud.

Intsidentidest teatamise Uhtne kontaktpunkt
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Artikliga 6 tehakse jargmised muudatused

Ldigetega 1l ja2 luuakse intsidentidest teatamise htne kontaktpunkt, lisades ENISA-le
esitatavad konkreetsed nduded. Lisaks satestatakse, et klberturvalisuse 2. direktiivi kohane
intsidentidest teatamine peaks toimuma uue thtse kontaktpunkti kaudu.

Artikliga 7 tehakse jargmine muudatus: satestatakse, et (htset kontaktpunkti on
kohustuslik kasutada ka méaéruse (EL) nr 910/2014 (eIDASe maarus) kohaseks intsidentidest
teatamiseks.

Artikliga 8 tehakse jargmine muudatus: sétestatakse, et whtset kontaktpunkti on
kohustuslik kasutada ka maaruse (EL) 2022/2554 (digitaalse tegevuskerksuse méaarus) puhul.

Artikliga9 tehakse jargmine muudatus: sétestatakse, et whtset kontaktpunkti on
kohustuslik kasutada ka direktiivi (EL) 2022/2557 (elutdhtsa teenuse osutajate toimepidevuse
direktiiv) puhul.

Lisaks satestatakse artikli 3 18ikes 6, et ka madruse (EL) 2016/679 (isikuandmete Kaitse
uldmé&arus) kohaseks andmetega seotud rikkumistest teatamiseks on kohustuslik kasutada
iihtset kontaktpunkti. Artikli 5 16ikega 1 tunnistatakse kehtetuks direktiivi 2002/58/EU (e-
privaatsuse direktiiv) aruandlusnduded, kuna need on mééruse (EL) 2016/679 (isikuandmete
kaitse Gldmaéarus) satteid arvesse vottes iganenud.

Oigusaktide kehtetuks tunnistamine ja 15ppsatted

Artikliga 10 tehakse jargmised muudatused

Ldikega 1 tunnistatakse kehtetuks maarus (EL) 2019/1150 (P2B-ma&érus), mida ei peeta enam
asjakohaseks, vottes arvesse hiljutisi digusnorme, mis kasitlevad suures osas samu kisimusi.
Erandina kaésitletakse 10ikes 2 koiki muudes digusaktides sisalduvaid viiteid madrusele

(EL) 2019/1150 (P2B-maarus): need jadvad kehtima kuni nende muutmiseni algsetes
Oigusaktides, mida tehakse hiljemalt 31. detsembriks 2032, et véltida 6iguskindlusetust.

Ldikega 3 tunnistatakse kehtetuks maarusesse (EL) 2023/2854 (andmemaarus) lle voetud
digusaktid.

Artiklis 11 esitatakse muutmismaaruse I18ppsétted.
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2025/0360 (COD)
Ettepanek:

EUROOPA PARLAMENDI JA NOUKOGU MAARUS,

millega muudetakse maarusi (EL) 2016/679, (EL) 2018/1724, (EL) 2018/1725 ja

(EL) 2023/2854 ning direktiive 2002/58/EU, (EL) 2022/2555 ja (EL) 2022/2557 seoses
digivaldkonna 6igusraamistiku lihtsustamisega ning tunnistatakse kehtetuks méaarused

(EL) 2018/1807, (EL) 2019/1150, (EL) 2022/868 ja direktiiv (EL) 2019/1024
(digivaldkonna koondpakett)

EUROOPA PARLAMENT JA EUROOPA LIIDU NOUKOGU,
vOttes arvesse Euroopa Liidu toimimise lepingut, eriti selle artikleid 16 ja 114,

vOttes arvesse Euroopa Komisjoni ettepanekut,

olles edastanud seadusandliku akti eelndu liikmesriikide parlamentidele,

vottes arvesse Euroopa Majandus- ja Sotsiaalkomitee arvamust??,

vittes arvesse Euroopa Keskpanga arvamust??,

vottes arvesse Regioonide Komitee arvamust??,

toimides seadusandliku tavamenetluse kohaselt

ning arvestades jargmist:

(1)

)

Teatises ,,Lihtsam ja kiirem Euroopa“?* teatas komisjon oma kindlast kavatsusest viia
ellu ambitsioonikas programm, et edendada tulevikku vaatavaid uuenduslikke
poliitikameetmeid, mis tugevdavad liidu konkurentsivdimet ning vahendavad oluliselt
inimeste, ettevdtete ja haldusasutuste regulatiivset koormust, sdilitades samal ajal liidu
véértuste edendamisel kdrgeimad standardid. Seet6ttu seadis komisjon prioriteediks
Oigusaktide, sealhulgas digivaldkonna @&igusaktide viivitamatu kohandamise
ettepaneku, et tegeleda liidu konkurentsivoime probleemiga.

Liidu digivaldkonna digusaktidega on liidus kehtestatud ranged standardid ja need
Oigusaktid voivad anda joulise konkurentsieelise ettevotetele, mis jargivad
digusnorme, tagades maailmatasemel kvaliteedi, ohutuse ja usaldusvaarsuse.

ELTC[...],[...J. Ik [...].

ELTC[...J.[...J. k[...].

ELTC[...],[...J Ik [...].

Komisjoni teatis Euroopa Parlamendile, nbukogule, Euroopa Majandus- ja Sotsiaalkomiteele ning
Regioonide Komiteele ,,Lihtsam ja kiirem Euroopa: teatis rakendamise ja lihtsustamise kohta“
(COM(2025) 47 final, 11. veebruar 2025).
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Digivaldkonna digusnormidega on liidus loodud selged tegevusreeglid nii
vastutustundlikele ettevotetele (nendega tagatakse ettevotjatevahelistes suhetes Giglus
ja l&bipaistvus, stimuleeritakse uuenduslikke darimudeleid ning kehtestatakse
tarbijakaitse ja -ohutuse ranged nduded) kui ka pdhidiguste kaitseks, eelkdige eraelu
puutumatuse ja andmekaitse tagamiseks.

Liidu digivaldkonna 0&igusakte on viimastel aastatel jark-jargult muudetud, et
reageerida digitehnoloogia kiiresti kasvavale mdjule liidu majanduses ja thiskonna
arengus ning eesmérgiga lahendada tekkivad probleemid ja edendada &arivéimalusi
ELis. Hoolimata komisjoni vdetud kohustusest teha digivaldkonna normidele ja
muudele liidu normidele slstemaatiline stressitest, mille tulemusena vdidakse teha
Oigusaktidesse tdiendavaid kohandusi, eriti parast eelseisvat digitaalse toimivuse
kontrolli, ning viia labi muid digivaldkonna normide sihtotstarbelisi hindamisi, on
Oigusaktide muudatused viivitamatult vajalikud. Seetdttu esitatakse kéesolevas
maaruses digivaldkonna digusraamistiku esimesed muudatused, mille eesmark on
muuta digusakte viivitamatult selgemaks, et stimuleerida innovatsiooni liidu turul ja
vahendada eelkdige ettevOtete nduete tditmisega seotud halduskulusid, vahendades
samal ajal ka jarelevalveasutuste ja nBuandvate organite jarelevalve- ja halduskulusid.
Samuti on muudatuste eesmark tagada selgus tksikisikutele.

Vottes arvesse andmete olulist rolli véaartuse loomisel digimajanduses ning vastavalt
Euroopa andmeliidu strateegiat kasitleva teatise eesmarkidele, on k&esolevas méaruses
esitatud andmeid Kkasitlevate &igusaktide muudatuste eesmark luua andmete
kattesaadavuse ja kasutamise Uhtne ja sidus Oigusraamistik , lihtsustades
andmevaldkonna 6igusraamistikku ja konsolideerides viis praegu kehtivat digusakti
ainult kahte oigusakti, nimelt Euroopa Parlamendi ja ndukogu madrustesse
(EL) 2016/679%° ja (EL) 2023/2854%. Muudatuste eesmark on vihendada tarbetuid
halduskulusid  ja  soodustada andmete  kattesaadavust, mis on liidu
konkurentsivGimeliste digiettevGtete toetamise eeltingimus, séilitades samal ajal eraelu
puutumatuse, isikuandmete kaitse ja ausate &ritavade kaitse kdrgeima taseme ning
tagades peamised regulatiivsed eesmargid, sealhulgas vastavuse ELi ja riikide
konkurentsidigusele.

Tunnistades horisontaalsete ja sektoripGhiste Gigusnormide jarkjargulist arengut, on
valtimatu, et tegeleda tuleb ka konkreetsete satete kattumisega, mis pohjustab
halduskoormuse tarbetut dubleerimist. See kehtib mitmes digusnormis satestatud
nduete kohta, mis kasitlevad kiberintsidentidest ja nendega seotud intsidentidest
teatamist parast nende toimumist ning mille puhul vGivad kaesolevas méaaruses vilja
pakutud digilahendused tuua kdigi asjaomaste sektorite ettevotetele kohest leevendust.

Samamoodi on veebiplatvormide jarkjarguline reguleerimine viimastel aastatel viinud
selleni, et uuemad digusnormid on loonud selgema ja ambitsioonikama raamistiku kui
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Euroopa Parlamendi ja nGukogu 27. aprilli 2016. aasta madrus (EL) 2016/679 flusiliste isikute kaitse kohta
isikuandmete toétlemisel ja selliste andmete vaba liikumise ning direktiivi 95/46/EU kehtetuks tunnistamise
kohta (isikuandmete kaitse tldméarus).

Euroopa Parlamendi ja nbukogu 13. detsembri 2023. aasta maérus (EL) 2023/2854 uhtlustatud digusnormide
kohta, millega reguleeritakse diglast juurdepéddsu andmetele ja andmete kasutamist, millega muudetakse
madrust (EL) 2017/2394 ja direktiivi (EL) 2020/1828 (andmemaarus).
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mdned varasemad, muutes viimased iganenuks. Seetbttu on vaja Gigusraamistikku
edasi arendada, korvaldades koik tarbetud dubleerimised, mis muudavad Gigusliku
olukorra keerulisemaks.

Euroopa Parlamendi ja ndukogu maarusega (EL)2022/868% on kehtestatud
vahendustegevuse normid kolmes erinevas keskkonnas: a) funktsioonid, mis toetavad
avaliku sektori asutuste valduses olevate kaitstud andmete taaskasutamist kontrollitud
tingimustel; b) andmevahendusteenused, mis hdlbustavad andmete jagamist
andmesubjektide, -valdajate ja -kasutajate vahel, ning C)
andmealtruismiorganisatsioonid, mis toetavad andmesubjektide ja -valdajate poolt
altruistlikul voi filantroopsel alusel kéttesaadavaks tehtud andmete kasutamist.
Avaliku sektori valduses olevate kaitstud andmete taaskasutamist toetavad
funktsioonid on tihedalt seotud Euroopa Parlamendi ja ndukogu direktiivi
(EL) 2019/102428 normidega. Nende vastastikune mdju on tekitanud segadust eelkdige
avaliku sektori asutuste seas. Seega on vaja need kaks normistikku {hendada.
Andmevahendusteenuseid ké&sitlevate normide hindamine on ndidanud, et
andmevahendusteenuse osutajate maaratluses on puudusi ja et normid on liiga ranged,
et teenuseosutajad saaksid leida kestliku finantsmudeli. Seega on vaja ka seda korda
uhtlustada. Andmealtruismi puhul tundub, et teatavad maaruse (EL) 2022/868 normid,
eelkdige need, mis puudutavad liikmesriikide kohustust luua andmealtruismi riiklik
poliitika, ,eeskirja® koostamist ja Euroopa andmealtruismi ndusolekuvormi
valjatodtamist, on ebavajalikud, seda ka siis, kui voetakse arvesse Euroopa Parlamendi
ja  ndukogu  maaruse  (EL)2016/679%°  artiklis68  osutatud  Euroopa
Andmekaitsendukogu kaimasolevat t66d selliste suuniste valjatoétamiseks, mis
kéasitlevad isikuandmete to6tlemist teadusuuringute kontekstis.

Kuigi andmevahendusteenuste téhtsust on tunnustatud paljudes andmete jagamist ja
koost0od toetavates algatustes, tuleks selgitada maaruse (EL) 2022/868 sétteid, mis
kasitlevad andmevahendusteenuse osutajaid. Eelkdige tuleks tapsustada selliste
teenuseosutajate madratlust. Valja tuleks jatta elemendid, mis olid pigem illustreerivad
naited kui erandid. Lisaks tuleks kbrvaldada ebaselgest sdnastusest tulenevad liingad,
eelkodige seoses moistega ,,suletud grupp®. Teenuseid ei peaks saama registreerida
andmevahendusteenustena, kui neid kasutab ainult ettevGtjate suletud grupp ja kui
selle ettevOtjate grupi laiendamise Ule otsustab ainult see grupp, mitte teenuseosutaja.
Veelgi olulisem on, et selle tekkiva turu allutamine kohustuslikule korrale on tekitanud
tarbetuid nduete tditmisega seotud kulusid. Turu praeguses arenguetapis tundub
piisavat vabatahtlikust korrast, mis vdimaldab neutraalsetel osalistel eristuda teistest
osalistest. Samuti tuleks kestlike arimudelite véimaldamiseks seda korda leevendada ja
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Euroopa Parlamendi ja nBukogu 30. mai 2022. aasta maérus (EL) 2022/868 Euroopa andmehalduse
kohta ning millega muudetakse méaarust (EL) 2018/1724 (andmehalduse méaarus) (ELT L 152, 3.6.2022,
Ik 1, ELI: http://data.europa.eu/eli/reg/2022/868/0j).

Euroopa Parlamendi ja ndukogu 20. juuni 2019. aasta direktiiv (EL) 2019/1024 avaandmete ja avaliku
sektori valduses oleva teabe taaskasutamise kohta (ELT L 172, 26.6.2019, 1k56, ELI:
http://data.europa.eu/eli/dir/2019/1024/0j).

Euroopa Parlamendi ja ndukogu 27. aprilli 2016. aasta maérus (EL) 2016/679 fuusiliste isikute kaitse
kohta isikuandmete téotlemisel ja selliste andmete vaba liikumise ning direktiivi 95/46/EU kehtetuks
tunnistamise  kohta (isikuandmete kaitse uldmad&rus) (ELT L 119, 4.5.2016, Ik1, ELLI:
http://data.europa.eu/eli/reg/2016/679/0j).
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kaotada ndue, et andmevahendusteenused ja muud lisavdértusega teenused, mida
teenuseosutajal peaks olema vdimalik pakkuda, peavad olema OGiguslikult
eraldiseisvad, ning asendada see funktsionaalse eraldamisega, séilitades sealjuures
teatavad  kaitsemeetmed. Haldusjarelevalve  korda  tuleks lihtsustada.
Andmevahendusteenuse osutajate ja andmealtruismiorganisatsioonide riiklike ja liidu
avalike registrite asemel peaksid olema ainult liidu avalikud registrid, nimelt tks
andmevahendusteenuse osutajate jaoks ja teine andmealtruismiorganisatsioonide
jaoks. Padevad asutused, kes teostavad jarelevalvet margise andmise ja ettevotete
nduetele vastavuse Ule, peaksid olema seda Ulesannet téites sdltumatud. Seda tuleks
mdista nii, et nad on andmevahendusteenusest vdi andmealtruismiorganisatsioonist
Oiguslikult ja funktsionaalselt sGltumatud, sealhulgas kérgema juhtkonna tasandil.
Valitsusasutustel peaks olema vdimalik andmevahendusteenuse osutajaid Vvoi
andmealtruismiorganisatsioone rahaliselt toetada, eriti vOttes arvesse nende (ksuste
kujunevat iseloomu, tingimusel et need on diguslikult eraldiseisvad tiksused. Selleks et
tagada, et tunnustatud 0ksused on kogu liidus kergesti tuvastatavad, kehtestas
komisjon rakendusmaéruse (EL) 2023/1622 liidus tunnustatud andmevahendusteenuse
osutajate ja andmealtruismiorganisatsioonide tuvastamiseks kasutatavate Uhtsete
logode kujunduse kohta.

Madrusega (EL) 2023/2854 kdrvaldatakse andmetele juurdepédésu ja nende kasutamise
takistused, avatakse andmepdhise innovatsiooni ja konkurentsivdime vdimalused ning
kaitstakse andmetehnoloogiasse investeerijate huve.

Maaruse (EL) 2023/2854 11 peatiikis ndutakse andmevaldajatelt, et nad teeksid
andmed, sealhulgas arisaladusena kaitstud andmed, kattesaadavaks kasutajatele ja
nende valitud kolmandatele isikutele, tingimusel et sdilitatakse andmevaldaja
kehtestatud konfidentsiaalsusmeetmed. See konfidentsiaalsuse sdilitamise ndue
tdiendab Euroopa Parlamendi ja ndukogu direktiivi (EL) 2016/943,%° millega on liidu
piires kehtestatud é&risaladuste kaitse standard. Avrisaladuste avalikustamine
kolmandate riikide Uksustele vdib siiski suurendada ohtu nende saladuste
puutumatusele ja konfidentsiaalsusele, kui tegemist on jurisdiktsioonidega, kus kaitse
on ebapiisav vOi selle tegelik joustamine keeruline, mis voib kaasa tuua asjaomaste
arisaladuste loata kasutamise, majandusliku kahju ja diguskindlusetuse.

On vaja tugevdada maérust (EL) 2023/2854 ja kehtestada andmevaldajatele taiendav
alus drisaladuste avalikustamisest keeldumiseks, tadiendades olemasolevaid sétteid, mis
lubavad keelduda, kui andmevaldaja tdendab, et tdsise majandusliku kahju tekkimine
on vaga tdendoline. Uue sétte kohaselt vBivad andmevaldajad keelduda arisaladuste
avalikustamisest, kui nad tbendavad, et on suur risk, et toimub ebaseaduslik
omandamine, kasutamine vOi avalikustamine Uksustele, kelle suhtes kohaldatakse
ebapiisava kaitsega, mitte samavéaarset voi liidus kohaldatavatest eeskirjadest leebema
digusraamistikuga korda. Uus séate hdlmab ka juhtumeid, kus kolmanda riigi
Oigusraamistik on teoreetiliselt tugev voi ldheb asjaomastest liidu Gigusnormidest
kaugemale, kuid praktikas ei joustata seda nduetekohaselt. Sellised riskid suurendavad

%0 Euroopa Parlamendi ja ndukogu 8. juuni 2016.aasta direktiiv (EL) 2016/943, milles kasitletakse
avalikustamata oskusteabe ja driteabe (&risaladuste) ebaseadusliku omandamise, kasutamise ja avalikustamise
vastast kaitset (ELT L 157, 15.6.2016, Ik 1).
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vOimalust, et drisaladusi voidakse omandada, kasutada voi avalikustada liidu Gigust
rikkudes, mis ohustab drisaladuste puutumatust ja konfidentsiaalsust.

Keeldumismehhanismi aktiveerimine peaks jaédma vabatahtlikuks ja tdendamine peaks
toimuma ainult selle aktiveerimise korral. Andmevaldajatelt ei tohiks andmete
jagamisest vOi arisaladuste avalikustamisest keeldumise péhjendamise eeltingimusena
nduda kolmandates riikides kohaldatava voi kolmanda riigi tksuse poolt rakendatava
arisaladuste kaitse taseme tdielikku anallisi voi tdendamist. T6endamisel voivad
andmevaldajad arvesse votta mitmesuguseid tegureid, nagu ebapiisavad VOi
puudulikud 8igusnormid, puudulik vdi meelevaldne téitmise tagamine, varasemad
rikkumised, liidu Oigusega vastuolus olevad valisriikide avalikustamiskohustused,
liidu 0ksuste piiratud Oiguskaitsevdimalused voi -vahendid, menetlusliku taktika
strateegiline kuritarvitamine konkurentide kahjustamise eesmérgil voi lubamatu
poliitiline m6ju. Vottes arvesse asjaomaste Uksuste, kolmandate riikide ja andmete
jagamise stsenaariumide mitmekesisust, peaksid andmevaldajad keskenduma
hindamisel ja tdendamisel asjakohastele riskidele ning tegutsema vastavalt, sealhulgas
kehtestades asjakohased kaitsemeetmed vOi aktiveerides keeldumismehhanismi.
Keeldumine peaks olema selge, proportsionaalne ja kohandatud iga juhtumi
konkreetsetele asjaoludele ning seda ei tohiks kohaldada sustemaatiliselt voi Gldistatult
kogu kolmanda riigi suhtes.

Avrisaladuste ebapiisav kaitse ja selle jdustamise raskused kolmandates riikides v&ivad
tekitada Euroopa ettevotetele pddrdumatut kahju. Seega on eesmérk tugevdada
arisaladuste kaitsemeetmeid, takistades nende lekitamist fudsilistele voi juriidilistele
isikutele, kes on asutatud sellist ohtu kujutavates jurisdiktsioonides v6i kuuluvad
nende jurisdiktsiooni alla. See hdlmab kolmandate riikide tksuste kontrolli all olevaid
liidus asuvaid Uksusi, kes voivad tegutseda pahauskselt vdi kolmandate riikide tksuste
variisikutena. Lisaks on eesmdark véltida otsest kokkupuudet liidus tegutsevate
kolmandate riikide Uksustega, mis kuuluvad selliste jurisdiktsioonide alla. Kolmanda
riigi jurisdiktsiooni alla kuulumine tahendab, et fudsiline voi juriidiline isik on
kolmanda riigi Oigusnormidega vOGi kolmanda riigi reguleeriva asutuse poolt
oOiguslikult reguleeritud voi juhitud vdi muul viisil nendega seotud. Kolmandate riikide
emaettevotjate titar- voi sidusettevOtjad vdivad neid jurisdiktsioone dra kasutada, et
véltida liidu digusaktide kohaldamist v6i hoiduda nende taitmisest. Otsene vdi kaudne
kontroll tédhendab vOimet avaldada kas kapitali vGi haéalediguste omamise,
finantsosaluse, lepinguliste kokkulepete vdi vahendavate Uksuste kaudu otsustavat voi
domineerivat mdju teise Uksuse juhtimisele voi strateegilistele otsustele. Kontrolli vdib
teostada otseselt vOi muude vahendite abil, isegi ilma enamusosaluseta.
Andmevaldajad peaksid tegema asjakohase teabe saamiseks kbik endast oleneva, mis
vOib hélmata otsinguid avalikes registrites vOi teabe taotlemist otse kasutajalt voi
kolmandalt isikult, tagades samal ajal, et see tegevus jadb asjakohaselt
mittesekkuvaks.

Arisaladuste kaitsmine selliste ndrkuste eest on Euroopa tootmisharude jaoks
hadavajalik, et séiliks nende turupositsioon ja konkurentsieelis. Kuigi andmevaldajad
vOivad oma drisaladusi kaitsta oma &randgemise jargi, peaks andmete jagamisest
keeldumine piirduma pdhjendatud erandjuhtudega, et sailitada madruse
(EL) 2023/2854 eesmérgid, milleks on liidus andmepdhise innovatsiooni ja eduka
digimajanduse edendamine. Tuleks sdilitada kaitsemeetmed keeldumismehhanismi
vadrkasutamise vastu, sealhulgas andmevaldaja kohustus nduetekohaselt p6hjendatult
tdendada, et avalikustamine kujutab endast suurt riski, ning teavitada sellest padevaid
asutusi. Selline tdendamine tuleb esitada kasutajale v6i kolmandale isikule viivitamata
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kirjalikult ning see peab olema proportsionaalne asjaomase juhtumiga. Koik
asjaosalised peaksid otsust ja seda toetavat tdendamist k&sitlema konfidentsiaalsena, et
séilitada asjaomaste &risaladuste konfidentsiaalsus. Kasutajad ja kolmandad isikud
vOivad vastavalt olukorrale esitada andmevaldaja otsuse peale kaebuse pdadevale
asutusele, kohtule voi vaidluste lahendamise organitele.

Selleks et lihtsustada mé&aruse (EL) 2023/2854 kohast ettevotetelt riigile andmete
jagamise raamistikku ning muuta selgemaks ebaselged satted, millega varem kehtestati
ettevotjatele laiemad kohustused, on vaja kitsendada kdnealuse méaruse V peatiki
kohaldamisala, asendades termini ,erakorraline vajadus* terminiga ,iildine
hédaolukord. Maéruse (EL)2023/2854 artikli 2 punktis 29 maaratletud mdiste
,ildine hadaolukord” tagab seega, et konealuses peatiikis satestatud kohustusi
kohaldatakse ainult selgelt madratletud kiireloomulistes olukordades, millega
vahendatakse tehnilisi, halduslikke ja diguslikke probleeme, millega ettevtjad eelmise
korra alusel kokku puutusid. See tagaks, et andmetaotlused on uldisele hddaolukorrale
reageerimiseks, selle leevendamiseks vdi sellest taastumise toetamiseks asjakohased ja
proportsionaalsed. Kuna Euroopa Parlamendi ja ndukogu maaruse (EU) nr 223/2009%
alusel ajakohastatud Euroopa Liidu statistikaraamistikus ei kasitleta Gldisi
hédaolukordi, on oluline sailitada mé&aruse (EL) 2023/2854 V peatlikis sétestatud
ametliku statistika roll, et tagada sellistes olukordades selgus ja toimivus. Samuti on
vaja selgitada hivitamise korda olukordades, kus mikro- ja véikeettevGtjad peavad
esitama andmeid (ldise hadaolukorra lahendamiseks, mille puhul sellistel ettevédtjatel
on Bigus nduda havitist.

Selleks et vahendada 6iguskindlusetust, mis v@ib parssida uuenduslike &rimudelite
kasutuselevottu, on vaja tegeleda oluliste nduetele vastavuse alaste ebaméérasuste ja
koormusega, mis on seotud andmete jagamise kokkulepete taitmiseks sdlmitavaid
nutilepinguid kasitlevate maaruse (EL) 2023/2854 artikli 36 satetega. Uhtlustatud
standardite ja selgete madratluste puudumine selliste p&himdistete puhul nagu
,t00kindlus®, ,juurdepddsukontroll* ja ,.kooskdla lepingutingimustega® koos ,,ohutu
1opetamise vOi katkestamise mehhanismi“ ndudega, mis vdib olla vastuolus
muutumatutel —arvestusraamatutel pdhinevate detsentraliseeritud voi  avalike
plokiahelaarhitektuuridega, tekitas novaatoritele probleeme kulude ja vdimaluste
seisukohast.  Lisaks vdib  kdnealuse maddruse artikli36 18ike 2  kohase
vastavushindamisega seotud ebaselgus pdhjustada ebaproportsionaalset koormust.
Seega edendaks madruse (EL) 2023/2854 artikli 36 véljajatmine uute &rimudelite
valjatootamist ja turuletoomist, soodustaks innovatsiooni ja vahendaks takistusi
kujunemisjérgus tehnoloogia kasutuselevotul.

Teatavad andmetdodtlusteenused, mis ei kuulu taristu teenusena osutamise (i.k:
LInfrastructure as a Service™ ehk IaaS) mudeli alla, luuakse tellimustéona vastavalt

31

Euroopa Parlamendi ja ndukogu 11. martsi 2009. aasta maarus (EU) nr 223/2009 Euroopa statistika
kohta ning Euroopa Parlamendi ja ndukogu mairuse (EU, Euratom) nr 1101/2008 (konfidentsiaalsete
statistiliste andmete Euroopa Uhenduste Statistikaametile edastamise kohta), ndukogu mairuse (EU)
nr 322/97 (ihenduse statistika kohta) ja ndukogu otsuse 89/382/EMU, Euratom (millega luuakse
Euroopa uhenduste statistikaprogrammi komitee) kehtetuks tunnistamise kohta (ELT L 87, 31.3.2009,
Ik 164, ELI: http://data.europa.eu/eli/reg/2009/223/0j).
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kliendi vajadustele vdi ©Okosusteemile. Selliste andmetdotlusteenuste osutamine
pohineb aegandudvatel lepingueelsetel ja lepingulébirdékimistel, mille kaigus
madratakse kindlaks kliendi erinBuded, ning sellele jargnevatel tehnilistel
joupingutustel, mille eesmdrk on andmetdotlusteenust kohandada ja pakkuda
kohandatud lahendust. Need on teenused, mida ei pakuta valmislahendusena, vaid mis
individualiseeritakse vastavalt kliendi vajadustele, et pakkuda kohandatud lahendust,
mille puhul teenuseosutaja on kohandanud enamiku andmettotlusteenuse omadusi ja
funktsioone kliendi konkreetsetele vajadustele, kusjuures klient ei saaks suuremat osa
omadustest ja funktsioonidest kasutada, kui teenuseosutaja neid eelnevalt ei
kohandaks. Need teenused erinevad mé&aruse (EL) 2023/2854 artikli 31 10ikes 1
osutatud tellimustéona loodud andmetdotlusteenustest. Tellimustéona loodud
andmetootlusteenused on teenused, mille enamik po6hiomadusi on loodud
tellimustéona konkreetse kliendi erivajaduste rahuldamiseks, o]
andmetdotlusteenused, mida ei pakuta andmetdotlusteenuse osutaja teenusekataloogi
kaudu laias kaubanduslikus mastaabis. Selleks et valtida lisakulusid ja
halduskoormust, mis on seotud vajadusega enne 12. septembrit 2025 voi sel kuupéaeval
s6lmitud lepingud uuesti avada ja nende Ule 1abi raakida, on vaja selgitada, et maaruse
(EL) 2023/2854 V1 peatuki kohaldamisalasse ei peaks kuuluma 12. septembril 2025
vOi enne seda kuupdeva sdlmitud lepingute alusel osutatavad teenustdona loodud
teenused, vélja arvatud kohustus véhendada vahetustasusid ja andmete véljaviimise
tasusid ning I6puks need kaotada.

Finantsplaneerimise ja investeeringute ligimeelitamisega seotud pd&hjustel vdivad
andmetootlusteenuste  osutajad, eriti  VKEd ja  vdikesed  keskmise
turukapitalisatsiooniga ettevdtjad, eelistada ja pakkuda kindla kestusega lepinguid. On
vaja selgitada, et andmetdotlusteenuste osutajad voivad lisada sellistesse lepingutesse
proportsionaalsed ennetéhtaegse I8petamise trahvid, tingimusel et need ei takista
andmetdotlusteenuste vahetamist. Lisaks lasub andmetodtlusteenuste osutajatel, kes on
VKEd voi vdikesed keskmise turukapitalisatsiooniga ettevotjad, eriti suur koormus,
kuna olemasolevad andmett6tlusteenuste osutamise lepingud on vaja viia vastavusse
maarusega (EL) 2023/2854. Seetdttu on vaja kehtestada nende teenuseosutajate jaoks
erikord, kui nad osutavad 12.septembril 2025 vdi enne seda kuupdeva sdlmitud
lepingute alusel muid andmet66tlusteenuseid kui taristu pakkumine teenusena. Vottes
arvesse maaruse (EL) 2023/2854 eesmarki vdimaldada andmetdotlusteenuste
vahetamist ja asjaolu, et vahetustasud, sealhulgas andmete valjaviimise tasud, on
vahetamisele tdsiseks takistuseks, ei tohiks uus leebem kord, mida kohaldatakse
tellimustoona loodud andmetddtlusteenuste voi VKEde vOi véikeste keskmise
turukapitalisatsiooniga ettevotjate poolt osutatavate andmetdotlusteenuste suhtes,
pérssida nende tasude jarkjargulist kaotamist. Selle eesmérgiga vastuolus olevaid
lepingutingimusi tuleks ké&sitada nii, nagu neid ei oleks kunagi eksisteerinud, kui need
sisalduvad lepingutes, mis ké&sitlevad nende kahe uue erikorra kohaldamisalasse
kuuluvate teenuste osutamist.
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Euroopa Parlamendi ja ndukogu madrusega (EL) 2018/18073% kehtestati liidus
andmepdOhise majanduse toetamise alusp8himdte, mis toetab konkreetselt
asutamisvabadust ja teenuste osutamise vabadust. ,,Andmete vaba liikumine* liidus,
mida on selgitatud andmete asukoha ndude keeluga, on endiselt aluspbhimdte, mis
tagab ettevotjatele Giguskindluse, ja see tuleks maaruses (EL) 2023/2854 sailitada.
Kdnealune sate ei mojuta andmete to6tlemist, kui seda tehakse Euroopa Liidu lepingu
artikli 4 kohaselt véljaspool liidu diguse kohaldamisala toimuva tegevuse raames,
eelkdige seoses riikliku julgeolekuga. Samal ajal on mé&aruse (EL) 2018/1807 muud
satted asendatud uuemate digusnormidega. Eelkdige kehtestati méaaruse
(EL) 2023/2854 VI peatiikiga nutdisaegne horisontaalne digusraamistik, mis késitleb
andmetdo6tlusteenuste vahetamist ning millega muudeti maaruse (EL) 2018/1807
artikkel 6 sisuliselt iganenuks. Nende satete kooseksisteerimine on suurendanud
ettevotjate jaoks Oiguslikku keerukust. Seetdttu tuleks maarus (EL) 2018/1807
kehtetuks tunnistada.

»Avaliku julgeoleku™ moiste ELi toimimise lepingu artikli 52 tdhenduses ja Euroopa
Kohtu tdlgenduses hdlmab nii litkmesriigi sise- kui ka valisjulgeolekut ning thiskonna
turvalisuse kisimusi, selleks et eelkdige hdlbustada kuritegude uurimist, avastamist ja
nende eest vastutusele votmist. Selle puhul eeldatakse tdelise ja piisavalt tdsise ohu
olemasolu, mis mdjutab Uhte Ghiskonna pdhihuvi, nagu oht institutsioonide ja oluliste
avalike teenuste toimimisele ning elanike ellujddmisele, samuti valissuhete vo0i
rahvaste rahumeelse kooseksisteerimise tdsise hdirimise oht vGi oht sbjalistele
huvidele. Vastavalt proportsionaalsuse pohimdottele peaksid andmete asukoha nduded,
mis on pdhjendatud avaliku julgeoleku kaalutlustega, sobima taotletava eesmargi
saavutamiseks ega tohiks minna selle eesmargi saavutamiseks vajalikust kaugemale.

Avaliku sektori teabe taaskasutamist innovatsiooni eesmérgil reguleerivad nii direktiiv
(EL) 2019/1024 kui ka maaruse (EL)2022/868 Il peatiikk. Kahe normistiku
vastastikune mdju on tekitanud peamiselt avaliku sektori asutuste jaoks
oiguskindlusetust. Seetdttu on vaja koondada need digusnormid Uhte digusakti, et
tagada suurem diguslik Ghtsus ja diguskindlus.

Kuna nii direktiivi (EL) 2019/1024 kui ka mé&&ruse (EL) 2022/868 eesmérk on
suurendada avaliku sektori teabe taaskasutamist ja eesmargiga lihtsustada 6igusnorme
nii avaliku sektori asutuste kui ka avaliku sektori teabe taaskasutajate seisukohast, on
madistlik tunnistada direktiiv (EL) 2019/1024 ja maarus (EL) 2022/868 kehtetuks ning
uhtlustada neid kaht korda ja koondada Gigusnormid ké&esoleva maaruse uhte peatukki.
See lahendus suurendab nende 6igusnormide Uhtlustamist kogu liidus, vahendab
riiklike @igusaktide tdlgendamise ja rakendamisega seotud halduskoormust ning
muudab ettevOtjate jaoks piirilileste teenuste ja toodete arendamise lihtsamaks.
Liikmesriigid peaksid padevate asutuste maaramisel tagama, et isegi kui maaratakse
sektoripdhised padevad asutused, oleksid I6ppkokkuvottes kaetud kdik asjaomased
sektorid. Kéesolevas maaruses esitatud muudatustega ei muudeta erinevate mdistete ja
terminite tdlgendust, kui seda ei ole selgelt margitud.
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Euroopa Parlamendi ja nfukogu 14.novembri 2018. aasta mé&arus (EL) 2018/1807, mis késitleb
isikustamata andmete Euroopa Liidus vaba liikumise raamistikku (ELT L 303, 28.11.2018, 1k 59, ELI:
http://data.europa.eu/eli/reg/2018/1807/0j).
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Andmed ja dokumendid, mida vGib teha taaskasutamiseks avalikult kattesaadavaks,
ning andmed ja dokumendid, mis on kaitstud &riteabe konfidentsiaalsuse, sealhulgas
ari-, kutseala- ja éarithingu saladuste, statistiliste andmete konfidentsiaalsuse,
kolmandate isikute intellektuaalomandi Giguste kaitse voOi isikuandmete kaitse alusel,
on sageli samade avaliku sektori asutuste valduses. Seetdttu on vaja kogu avaliku
sektori teabe suhtes kohaldatavad mdisted ja uhised pdhimotted Uhtlustada ning
tegeleda kahe normistiku vastastikuse méju kisimustega.

Kehtivad 6igusnormid tuleks Ghtlustada, et suurendada selgust ja jarjepidevust.
Sellegipoolest peaksid kaks andmete taaskasutamise korda jadma eraldiseisvateks ning
nende kohaldamisalad peaks jatkuvalt sltuma andmete vG6i dokumentide tunnustest ja
nende taaskasutamise kontekstist. Avaliku sektori asutused peaksid vdimaluse korral
rakendama avaandmete korda. Ainult siis, kui nad leiavad, et andmed vdi dokumendid
sisaldavad teatavatesse kategooriatesse kuuluvaid kaitstud andmeid, peaksid nad
piirama nende avalikku ké&ttesaadavust ja kaaluma nende taaskasutamiseks
kattesaadavaks tegemist kaitstud andmetena.

Idufirmadel, vdikeettevotjatel ja ettevOtjatel, kes kvalifitseeruvad komisjoni
soovituse 2003/361/EU*? lisa artikli 2 alusel keskmise suurusega ettevotjateks, ning
véiksema digivdimekusega sektorite ettevotjatel on raskusi andmete ja dokumentide
taaskasutamisega. Samal ajal on tekkinud mdned véga suured Uksused, kellel on
digimajanduses méarkimisvaarne majanduslik voim suurte andmemahtude kogumise ja
koondamise kaudu ning tehnoloogiline taristu nende pealt raha teenimiseks. Nende
vdga suurte ettevotjate hulka kuuluvad pohilisi platvormiteenuseid osutavad
aritihingud, kes on Euroopa Parlamendi ja ndukogu médruse (EL) 2022/1925%
kohaselt méaaratud péésuvalitsejateks ning kellel on erikohustused tasakaalustamatuse
kdrvaldamiseks. Sellise tasakaalustamatuse kdrvaldamiseks ning konkurentsi ja
innovatsiooni tugevdamiseks peaks avaliku sektori asutustel olema vdimalik seada
litsentsides eritingimused, mis késitlevad andmete ja dokumentide taaskasutamist véga
suurte ettevotjate poolt. Sellised tingimused peaksid olema proportsionaalsed ning
pdhinema objektiivsetel kriteeriumidel, milles vbetakse arvesse majanduslikku
vOimsust, tksuse voimet andmeid hankida vo6i méaramist paasuvalitsejaks maaruse
(EL) 2022/1925 alusel, ja vajaduse korral muudel sellistel kriteeriumidel. Sellised
eritingimused voivad muu hulgas olla seotud tasude ja I6ivudega voi taaskasutamise
eesmarkidega.

Pidades silmas innovatsiooni edendamist ja liidu digiturul ausa konkurentsi séilitamist,
on hadavajalik tagada, et juurdepdds avaliku sektori andmetele ja nende
taaskasutamine tooks kasu paljudele turuosalistele ega tugevdaks tahtmatult
olemasolevaid turgu valitsevaid seisundeid. Vdga suurtel ettevotjatel, eelkdige
maaruse (EL) 2022/1925 kohaselt paasuvalitsejaks madratud ettevotjatel, on siseturul
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Komisjoni 6. mai 2003. aasta soovitus mikro-, vdikeste ja keskmise suurusega ettevdtjate maaratluse
kohta (ELT L 124, 20.5.2003, Ik 36, ELI: http://data.europa.eu/eli/reco/2003/361/0j).

Euroopa Parlamendi ja ndukogu 14.septembri 2022. aasta ma&rus (EL) 2022/1925, mis késitleb
konkurentsile avatud ja Giglaseid turge digisektoris ning millega muudetakse direktiive (EL) 2019/1937
ja  (EL) 2020/1828 (digiturgude maérus) (ELT L 265, 12.10.2022, Ik 1, ELI:
http://data.europa.eu/eli/reg/2022/1925/0j).
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oluline vdim ja mdju. Valtimaks olukorda, kus sellised Uksused kasutavad oma
markimisvéarselt suuri vahendeid ausa konkurentsi ja innovatsiooni kahjustamiseks,
peaks avaliku sektori asutustel olema vdimalik kehtestada avaliku sektori avaandmete
ja kaitstud andmete taaskasutamiseks suuremaid tasusid ja ldive. Sellised suuremad
tasud ja I0ivud peaksid olema proportsionaalsed ja pdhinema objektiivsetel
kriteeriumidel, milles voetakse arvesse majanduslikku vdimsust ja tksuse voimet
andmeid hankida. See meede aitab Kkaitsta vaiksemate ettevotjate ja uute turuletulijate
vOimalusi teha uuendusi ja konkureerida digimajanduses.

Kéesoleva madrusega tehakse maéaarusesse (EL)2016/679 mitu sihtotstarbelist
muudatust selgitamise ja lihtsustamise eesmérgil, sailitades Uhtlasi samal tasemel
andmekaitse. Méaaruse (EL) 2016/679 artiklis 4 on satestatud, et isikuandmed on
igasugune teave tuvastatud vOi tuvastatava flusilise isiku kohta. Fudsilise isiku
tuvastatavuse kindlakstegemisel tuleks arvesse votta kbiki vahendeid, mida maoistliku
tdendosusega kasutatakse fiisilise isiku otseseks voi kaudseks tuvastamiseks. Vottes
arvesse Euroopa Liidu Kohtu praktikat isikuandmete mdiste kohta, on vaja selgitada,
millal tuleks fudsilist isikut pidada tuvastatavaks. Andmesubjekti tuvastamist
vOimaldava téiendava teabe olemasolu ei tédhenda iseenesest, et pseudondimitud
andmeid tuleb kdigil juhtudel ja iga isiku vdi Uksuse puhul kasitada mé&aruse
(EL) 2016/679 kohaldamisel isikuandmetena. Eelkdige tuleks selgitada, et teavet ei
loeta konkreetse Uksuse puhul isikuandmeteks, kui asjaomasel Uksusel puuduvad
vahendid, mida mdistliku tbendosusega kasutada selle fulsilise isiku tuvastamiseks,
keda teave puudutab. Kui see teave edastatakse hiljem kolmandatele isikutele, kellel
on vahendid, mis vdimaldavad neil mdistliku tbendosusega tuvastada selle fulsilise
isiku, keda teave puudutab, nditeks vorreldes seda teavet muude nende kasutuses
olevate andmetega, muutub see teave isikuandmeteks ainult nende kolmandate isikute
jaoks, kellel on sellised vahendid. Uksus, mille jaoks teave ei kujuta endast
isikuandmeid, ei kuulu pohimdtteliselt maaruse (EL) 2016/679 kohaldamisalasse.
Sellega seoses on Euroopa Liidu Kohus leidnud, et andmesubjekti tuvastamise
vahendit ei kasutata mdistliku téendolisega juhul, kui tuvastamise risk on tegelikult
ebaoluline, kuna andmesubjekti tuvastamine on seadusega keelatud voi praktikas
vOimatu, nditeks seetdttu, et see nduaks ebaproportsionaalselt palju aega, kulusid ja
to0d. Uks tagasituvastuse keelu ndide on Euroopa Parlamendi ja ndukogu méaaruse
(EL) 2025/327% artikli 61 13ikes 3 sétestatud terviseandmete kasutajate kohustused.
Komisjon peaks koos Euroopa Andmekaitsendukoguga toetama vastutavaid tootlejaid
selle ajakohastatud mdiste kohaldamisel, kehtestades rakendusaktiga tehnilised
Kriteeriumid.

Selleks et hinnata, kas teadusuuring vastab k&esoleva maaruse kohastele teadusuuringu
tingimustele, vOib arvesse votta selliseid elemente nagu konkreetses valdkonnas
teadusuuringu l&biviimisel kasutatav metoodiline ja sustemaatiline lahenemisviis.
Teadusuuringud ja tehnoloogia arendamine peaksid toimuma akadeemilises, t66stus-
ja muus keskkonnas, sealhulgas véikestes ja keskmise suurusega ettevotetes (ELi
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Euroopa Parlamendi ja nbukogu 11. veebruari 2025. aasta madrus (EL) 2025/327, mis kasitleb thtset
Euroopa terviseandmeruumi ning millega muudetakse direktiivi 2011/24/EL ja méa&rust (EL) 2024/2847
(ELT L, 2025/327, 5.3.2025, ELI: http://data.europa.eu/eli/reg/2025/327/0j).

ET



ET

(29)

(30)

(31)

(32)

toimimise lepingu artikli 179 18ige 2), ning need peaksid alati olema kdrge
kvaliteediga ja jargima usaldusvadrsuse, aususe, austuse ja vastutuse (kontrollitavuse)
pdhimaotteid.

Tuleb veel kord rdhutada, et edasist tootlemist avalikes huvides toimuva
arhiveerimise, teadus- voi ajaloouuringute voi statistilisel eesmargil tuleks kasitada
eesmérgile vastavate isikuandmete tootlemise seaduslike toimingutena. Sellistel
juhtudel ei ole vaja ké&esoleva maaruse artikli 6 16ike 4 alusel kindlaks teha, kas
edasise tootlemise eesmark on kooskdlas isikuandmete kogumise esialgse eesmargiga.

Usaldusvéarne tehisintellekt on oluline majanduskasvu tagamisel ja Uhiskonnale
kasuliku innovatsiooni toetamisel. Tehisintellektististeemide ja nende aluseks olevate
mudelite, nagu suurte keelemudelite ja generatiivsete videomudelite arendamine ja
kasutamine tugineb tehisintellekti elutsiikli erinevates etappides, nagu treenimis-,
testimis- ja valideerimisetapis, andmetele, sealhulgas isikuandmetele, ning need
andmed vdivad mdnel juhul j&ada tehisintellektisiisteemi voi -mudelisse. Sellega
seoses VvOib isikuandmete tootlemine toimuda asjakohasel juhul 6Gigustatud huvi
eesmargil madruse (EL) 2016/679 artikli 6 tdhenduses. See ei mdjuta vastutava
todtleja kohustust tagada, et tehisintellekti arendamine vdi kasutamine (juurutamine)
konkreetses olukorras vOi konkreetsetel eesmérkidel toimub kooskdlas muude liidu
vOi liikmesriigi Oigusaktidega, vOi tagada vastavus, kui selle kasutamine on
digusnormidega sonaselgelt keelatud. See ei mdjuta ka tema kohustust tagada, et kdik
muud maaruse (EL) 2016/679 artikli 6 I6ike 1 punktis f sétestatud tingimused on
taidetud ning et jargitakse kdiki muid kdnealuse maaruse ndudeid ja pohimdtteid.

Kui vastutav tootleja tasakaalustab enda vOi kolmanda isiku &igustatud huve
andmesubjekti  huvide, diguste ja vabadustega, pidades silmas riskipdhist
ldhenemisviisi, millele tugineb ké&esoleva maaruse kohaste kohustuste skaleeritavus,
tuleks kaaluda, kas vastutava tootleja huvi on andmesubjektile ja Ghiskonnale
tervikuna kasulik, mis vdib olla nii nditeks juhul, kui isikuandmete td6tlemine on
vajalik eelarvamuste avastamiseks ja korvaldamiseks, et kaitsta seeldbi andmesubjekte
diskrimineerimise eest, vOi kui isikuandmete téotlemise eesmark on tagada tépsed ja
turvalised tulemused, et neid saaks tulusalt kasutada, nditeks teatavate teenuste
kattesaadavuse parandamiseks. Lisaks tuleks muu hulgas arvesse votta andmesubjekti
mdistlikke ootusi, mis pdhinevad tema suhtel vastutava tootlejaga, ja selliseid
asjakohaseid  kaitsemeetmeid  andmesubjektide  Gigustele  avalduva  mdju
vahendamiseks nagu andmesubjektidele suurema l&bipaistvuse tagamine, tingimusteta
digus esitada vastuvditeid oma isikuandmete todtlemise suhtes, selliste teenuses
sisalduvate tehniliste naitajate jargimine, mis piiravad andmete kasutamist kolmandate
isikute poolt tehisintellekti arendamiseks, muu tehisintellekti treenimiseks kasutatava
privaatsust tagava tipptasemel tehnoloogia kasutamine ning asjakohased tehnilised
meetmed, et tulemuslikult védhendada riske, mis tulenevad nditeks andmete
kordamisest, andmelekkest ja muudest kavandatud vdi ettendhtavatest tegevustest.

Isikuandmete to6tlemine teadusuuringute eesmaérgil ja isikuandmete kaitse tldmaaruse
teadusuuringuid kasitlevate satete kohaldamise tingimuseks on, et andmesubjektide
diguste ja vabaduste tagamiseks vOetakse asjakohased kaitsemeetmed vastavalt
isikuandmete kaitse ldmé&aruse artikli 89 I6ikele 1. Selleks on isikuandmete kaitse
uldmaéruses tasakaalustatud Gigus isikuandmete kaitsele vastavalt Euroopa Liidu
pohidiguste harta artiklile 8 ja teaduse vabadus vastavalt harta artiklile 13.
Isikuandmete tootlemine teadusuuringute eesmargil toimub seega digustatud huvi
eesmargil maaruse (EL) 2016/679 artikli 6 16ike 1 punkti f tdhenduses, tingimusel et
sellised teadusuuringud ei ole vastuolus liidu voi liikmesriigi 6igusega. See ei mdjuta
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vastutava tootleja kohustust tagada, et kdik muud maéruse (EL) 2016/679 artikli 6
I6ike 1 punktis f satestatud tingimused on téidetud ning et jargitakse kdiki muid
kdnealuse mééruse ndéudeid ja pohimdbtteid.

Teatavate tehisintellektiststeemide ja -mudelite arendamine vdib hdlmata suure hulga
andmete, sealhulgas isikuandmete ja nende eriliikide kogumist. Isikuandmete eriliike
vOib j&anukina esineda treenimis-, testimis- voi valideerimisandmekogumites voi
séilida tehisintellektististeemis vdi -mudelis, kuigi need isikuandmete eriliigid ei ole
tootlemise eesmargi seisukohast vajalikud. Selleks et tehisintellekti arengut ja
kaitamist mitte ebaproportsionaalselt takistada ning vottes arvesse vastutava tootleja
suutlikkust tuvastada ja eemaldada isikuandmete eriliike, tuleks lubada erandit
maaruse (EL) 2016/679 artikli 9 I6ikes 2 sétestatud isikuandmete eriliikide to6tlemise
keelust. Erandit tuleks kohaldada ainult juhul, kui vastutav to6tleja on toimival viisil
rakendanud asjakohased tehnilised ja korralduslikud meetmed, et valtida selliste
andmete tootlemist, votab asjakohaseid meetmeid kogu tehisintellektisiisteemi voi -
mudeli elutsiikli jooksul ning eemaldab sellised andmed mdjusalt, kui need on
tuvastatud. Kui andmete eemaldamine nduaks ebaproportsionaalselt suuri
joupingutusi, eelkdige juhul, kui tehisintellektististeemis vdi -mudelis salvestatud
isikuandmete eriliikide eemaldamine nduaks tehisintellektisiisteemi vO6i -mudeli
umberprojekteerimist, peaks vastutav toétleja toimival viisil kaitsma selliseid andmeid
jarelduste tegemiseks kasutamise eest, avalikustamise eest vO6i muul viisil
kolmandatele isikutele kattesaadavaks tegemise eest. Seda erandit ei tohiks kohaldada,
kui isikuandmete eriliikide to6tlemine on vajalik to6tlemise eesmargi saavutamiseks.
Sellisel juhul peaks vastutav tootleja tuginema maéaruse (EL) 2016/679 artikli 9 18ike 2
punktides a—j satestatud eranditele.

Madruse (EL) 2016/679 artikli 4 punktis 14 madratletud biomeetriliste andmed
tdhendavad, et konkreetse tehnilise vahendi abil t66deldakse fusilise isiku teatavaid
omadusi ja see vdimaldab kdnealuse isiku kordumatult tuvastada vo6i Kinnitab selle
isiku tuvastamist. Biomeetriliste andmete mdiste hdlmab kahte erinevat funktsiooni,
nimelt flusilise isiku identifitseerimist ja tema véidetava identiteedi kontrollimist
(mida nimetatakse ka autentimiseks), mis mélemad tuginevad erinevatele tehnilistele
protsessidele. Identifitseerimisprotsess pdhineb andmesubjekti biomeetriliste andmete
,uks-mitmele“ otsingul andmebaasis, samas kui kontrollimisprotsess p&hineb
andmesubjekti poolt oma véidetava identiteedi kohta esitatud biomeetriliste andmete
,uks-iihele* vordlusel. Erandi tegemine biomeetriliste andmete to6tlemise keelust
maaruse artikli 9 I16ike 1 alusel peaks olema lubatud ka juhul, kui andmesubjekti
vadidetava identiteedi kontrollimine on vajalik vastutava todtleja poolt taotletava
eesmargi saavutamiseks ja kui rakendatakse sobivaid kaitsemeetmeid, mis
vOimaldavad andmesubjektil teostada kontrolliprotsessi (le ainukontrolli. Naiteks
juhul, kui biomeetrilised andmed on turvaliselt talletatud ainult andmesubjekti poolel
vOi on turvaliselt talletatud vastutava todtleja poolel tipptasemel krupteeritud kujul ja
kriipteerimisvoti voi samavéarne vahend on ainult andmesubjekti valduses, ei ole
tdendoline, et selline tootlemine kujutaks endast olulist ohtu andmesubjekti
pohibigustele ja -vabadustele. Vastutav tootleja ei saa biomeetrilistest andmetest teada
vOi saab neist teada ainult véga piiratud aja jooksul kontrollimise kéigus.

Mééruse (EL) 2016/679 artikliga1l5 on antud andmesubjektidele 0Oigus saada
vastutavalt tootlejalt kinnitus selle kohta, kas teda késitlevaid isikuandmeid
toodeldakse, ning juhul, kui neid toddeldakse, on tal &igus juurdepddsuks
isikuandmetele ja teatavale tdiendavale teabele. Andmetele juurdepaasu digus peaks
vOimaldama andmesubjektil olla teadlik andmete to6tlemise digusparasusest ja seda
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(36)

kontrollida ning v@imaldama tal kasutada oma muid &igusi, mis on satestatud
maaruses (EL) 2016/679. Madruse artiklis 12 tuleks seevastu tépsustada, et andmetele
juurdepdasu digust, mis on algusest peale andmesubjektide jaoks soodne, ei tohiks
kuritarvitada selles mottes, et andmesubjektid kasutavad seda muul eesmargil kui oma
andmete kaitsmiseks. Sellise andmetele juurdepdédsu Giguse Kkuritarvitamisega oleks
naiteks tegemist juhul, kui andmesubjekt kavatseb sundida vastutavat tootlejat
keelduma andmetele juurdepaasu taotluse rahuldamisest, et seejarel nduda hovitist,
voimalik et dhvardades esitada kahju huvitamise ndude. Muud kuritarvitamise ndited
hdlmavad olukordi, kus andmesubjektid kasutavad andmetele juurdepéasu &igust
ulemé&é&raselt ainsa eesmérgiga kahjustada vastutavat tootlejat voi kui isik esitab
taotluse, kuid pakub samal ajal, et votab selle tagasi, kui saab vastutavalt tootlejalt
vastutasuks mingi eelise. Et hoida vastutavate tootlejate koormus maistlikul tasemel,
peaks nende tGendamiskohustus olema taotluse llemaérasuse korral véiksem Kkui
taotluse ilmselge pohjendamatusega korral. Seda seetdttu, et taotluse ilmselge
pdhjendamatus soltub asjaoludest, mis kuuluvad peamiselt vastutava tootleja
vastutusalasse, samas kui taotluse Ulemdadrasus on seotud andmesubjekti poolse
vOBimaliku Kkuritarvitamisega, mis jaab peamiselt vastutava tdotleja mdojusfaarist
véljapoole, mistdttu voib juhtuda, et vastutav tOOtleja saab sellist kuritarvitamist
tbendada ainult mdistliku tasemeni. Igal juhul peaks andmesubjekt méaaruse
(EL) 2016/679 artikli 15 alusel juurdepadsu taotlemisel olema vdimalikult konkreetne.
Ulemaarasteks tuleks pidada ka liiga ulatuslikke ja diferentseerimata taotlusi.

Madruse (EL) 2016/679 artiklis 13 on ndutud, et vastutav tO0tleja esitaks
andmesubjektile teatava teabe tema isikuandmete tootlemise kohta ning teatava
taiendava teabe, mis on vajalik diglase ja l&bipaistva t06tlemise tagamiseks, nagu on
satestatud konealuse sétte 1digetes 1, 2 ja 3. Vastavalt maaruse (EL) 2016/679
artikli 13 IGikele 4 ei kohaldata seda kohustust, kui ja sel maaral, mil andmesubjektil
on see teave juba olemas. Selleks et veelgi vahendada vastutavate to6tlejate koormust,
kahjustamata seejuures andmesubjekti vdimalusi kasutada mé&éruse 11l peatikis
satestatud digusi, tuleks seda erandit laiendada olukordadele, kus tdotlemine ei
pbhjusta tbendoliselt suurt ohtu madruse artikli 35 tdhenduses ja on mdistlik alus
eeldada, et andmesubjektil on juba 18ike 1 punktides a ja c osutatud teave, vottes
arvesse isikuandmete kogumise tausta, eelkdige andmesubjektide ja vastutava tootleja
vahelisi suhteid. Need peaksid olema olukorrad, kus vastutava tootleja ja
andmesubjekti vahelise suhte kontekst on védga selge ja piiritletud ning vastutava
todtleja tegevus ei ole andmemahukas, naiteks kasitooettevotja ja tema klientide
vaheline suhe, kus tootlemise wulatus piirdub teenuse osutamiseks vajalike
miinimumandmetega. Vastutava to6tleja tegevus ei ole andmemahukas, kui ta kogub
véhe isikuandmeid ja tema t66tlemistoimingud ei ole keerulised, mis ei ole nii néiteks
toohoive valdkonnas. Sellistes olukordades, st kui to6tlemine ei ole andmemahukas
ega keeruline ja kui vastutav tootleja kogub vahe isikuandmeid, peaks olema mdistlik
eeldada néiteks seda, et andmesubjektil on teave vastutava tO6tleja identiteedi ja
kontaktandmete ning to6tlemise eesmargi kohta, kui to6tlemine toimub sellise lepingu
taitmiseks, mille osapool andmesubjekt on, v6i kui andmesubjekt on andnud oma
ndusoleku selliseks to6tlemiseks vastavalt mééruses (EL) 2016/679 sétestatud
nduetele. Sama peaks kehtima ka thingute ja spordiklubide puhul, kui isikuandmete
tootlemine piirdub liikmesuse haldamise, liikmetega suhtlemise ja tegevuste
korraldamisega. Sellest hoolimata ei piira see erand artiklis 13 satestatud kohustustest
vastutava to6tleja sdltumatuid kohustusi, mis tulenevad kdnealuse maaruse artiklist 15,
mida kohaldatakse juhul, kui andmesubjekt taotleb andmetejuurdepédédsu le viimati
nimetatud satte alusel. Kui erandit artiklis 13 s&testatud kohustustest ei kohaldata,
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(37)

(38)

(39)

vOivad vastutavad tootlejad andmete taielikkuse ja andmesubjekti jaoks arusaadavuse
ndude tasakaalustamiseks kasutada noutava teabe esitamisel mitmetasandilist
l&henemisviisi, vBimaldades kasutajatel liikuda edasi tdiendava teabe juurde.

Kui to6tlemine toimub teadusuuringute eesmargil ja andmesubjekti teavitamine osutub
vOBimatuks voi nBuaks ebaproportsionaalselt suuri jéupingutusi, ei peaks kaesoleva
maaruse artiklis 13 sdtestatud teabe edastamine olema vajalik. Vastutav tootleja peaks
tegema mdistlikke joupingutusi kontaktandmete hankimiseks, kui need on kergesti
kattesaadavad ja nende hankimine ei ndua ebaproportsionaalselt suuri jéupingutust.
Teabe esitamine nduaks ebaproportsionaalselt suuri joupingutusi eelkdige siis, Kkui
vastutav tootleja ei teadnud isikuandmete kogumise ajal ega osanud sel ajal ette néha,
et ta hakkab isikuandmeid hiljem teadusuuringute eesmargil todtlema, mistbttu
andmesubjektide kontaktandmed ei pruugi olla talle kergesti kattesaadavad. Sellises
olukorras peaks vastutav tootleja andmesubjekte teavitama kaudselt, naiteks teabe
avalikustamise teel. Sellise teabe esitamine peaks tagama, et joutakse vdimalikult
paljude asjaomaste andmesubjektideni. Asjakohased vahendid teabe avalikustamiseks
tuleks kindlaks méarata soltuvalt teadusprojektist ja asjaomastest andmesubjektidest.

Madruse (EL) 2016/679 artiklis 22 on satestatud Gigusnormid, mis reguleerivad
isikuandmete too6tlemist, kui vastutav to6tleja teeb ainult automatiseeritud totlemisele
tuginedes otsuseid, millel on andmesubjektile diguslikud tagajarjed vdi samavéarsed
olulised tagajérjed. Suurema Oiguskindluse tagamiseks tuleks selgitada, et ainult
automatiseeritud tootlemisel pohinevad otsused on lubatud, kui on téidetud
konkreetsed tingimused, nagu on satestatud maaruses (EL) 2016/679. Samuti tuleks
selgitada, et kui hinnatakse, kas otsus on vajalik andmesubjekti ja vastutava todtleja
vahelise lepingu sOlmimiseks vOi taitmiseks, nagu on s&testatud méaaruse
(EL) 2016/679 artikli 22 16ike 2 punktis a, ei tohiks nduda, et otsuse vdib teha tksnes
automatiseeritud tootlemise teel. See tdhendab, et asjaolu, et otsuse vOib teha ka
inimene, ei takista vastutaval todtlejal otsust teha ainult automatiseeritud to6tlemise
teel. Kui on olemas mitu vordselt toimivat automatiseeritud t66tlemise lahendust,
peaks vastutav tootleja kasutama vahem sekkuvat lahendust.

Selleks et véhendada vastutavate tootlejate koormust ning tagada samal ajal
jarelevalveasutustele juurdepédas asjakohasele teabele ja vdimaldada neil vétta
meetmeid madruse rikkumise korral, tuleks maaruse (EL) 2016/679 artikli 33 kohane
jarelevalveasutusele isikuandmetega seotud rikkumisest teatamise kiinnis viia
vastavusse sama madruse artikli 34 kohase isikuandmetega seotud rikkumisest
andmesubjektile teatamise kinnisega. Sellise andmetega seotud rikkumise korral, mis
tdendoliselt ei pdhjusta suurt ohtu fudsiliste isikute digustele ja vabadustele, ei peaks
vastutav tootleja olema kohustatud pdadevat jarelevalveasutust teavitama.
Isikuandmetega seotud rikkumisest jarelevalveasutusele teatamise kdrgem kinnis ei
mojuta vastutava tOotleja kohustust dokumenteerida rikkumine vastavalt méaaruse
(EL) 2016/679 artikli 33 10ikele 5 ega tema kohustust tdendada oma vastavust
kdnealusele méaé&rusele kooskdlas selle méaaruse artikli 5 16ikega 2. Selleks et
hdlbustada vastutavate tootlejate jaoks nduete jargimist ja tagada liidus Ghtlustatud
ldahenemisviis, peaks Euroopa Andmekaitsendukogu koostama uhtse vormi, millega
teatada pédevale jarelevalveasutusele andmetega seotud rikkumistest, ning (htse
loetelu asjaoludest, mille korral isikuandmetega seotud rikkumine vdib téené&oliselt
pbhjustada suurt ohtu flusilise isiku digustele ja vabadustele. Komisjon peaks votma
Euroopa Andmekaitsendukogu koostatud ettepanekut nduetekohaselt arvesse ja selle
vajaduse korral enne vastuvotmist 1&bi vaatama. Uute infoturbeohtude
arvessevotmiseks tuleks thtne vorm ja loetelu vdhemalt iga kolme aasta jarel labi
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vaadata ja vajaduse korral tuleks neid ajakohastada. Selliseid asjaolusid sisaldava
uhtse loetelu puudumine, mille korral isikuandmetega seotud rikkumine voib
tdendoliselt pdhjustada suurt ohtu fudsilise isiku digustele ja vabadustele, ei tohiks
mojutada vastutavate tootlejate kohustust sellistest rikkumistest teatada.

(40) Maaruse (EL) 2016/679 artikli 35 kohaselt peavad vastutavad tootlejad tegema
andmekaitsealase moju hindamise, kui isikuandmete tootlemisel tekib tden&oliselt suur
oht flusiliste isikute Oigustele ja vabadustele. Kdnealuse maaruse alusel loodud
jarelevalveasutused peavad koostama ja avalikustama selliste isikuandmete t06tlemise
toimingute tulpide loetelu, mille suhtes kohaldatakse néuet teha andmekaitsealane
mdjuhinnang. Lisaks on madruses satestatud, et jarelevalveasutus voib koostada ja
avaldada selliste isikuandmete té6tlemise toimingute tlupide loetelu, mille puhul ei
ole andmekaitsealane mdjuhinnang ndutav. Selleks et aidata tShusalt saavutada
liikmesriikide majanduste lahenemise eesmérki ja tagada reaalselt isikuandmete vaba
litkumine liikmesriikide vahel, suurendada oiguskindlust, hélbustada vastutavate
tootlejate poolset nduete jargimist ning tagada andmesubjektide digusi ja vabadusi
ahvardava suure ohu mdiste Uhtne tdlgendamine, tuleks ELi tasandil esitada Uhtne
todtlemistoimingute loetelu, mis asendaks olemasolevad riiklikud loetelud. Lisaks
tuleks muuta kohustuslikuks praegu vabatahtlikkuse alusel toimuv selliste
todtlemistoimingute loetelu avaldamine, mille puhul andmekaitsealane m&juhinnang ei
ole ndutav. Tootlemistoimingute  loetelud  peaks  koostama  Euroopa
Andmekaitsendukogu ja komisjon peaks need vastu vdtma rakendusaktina. Selleks et
holbustada vastutavate tootlejate jaoks nduete taitmist, peaks andmekaitsendukogu
koostama ka andmekaitsealase m6ju hindamise thtse vormi ja thtse metoodika, mille
komisjon vOtab vastu rakendusaktina. Komisjon peaks vdtma Euroopa
Andmekaitsendukogu koostatud ettepanekuid nduetekohaselt arvesse ja need vajaduse
korral enne vastuvotmist 1abi vaatama. Tehnoloogia arengu arvessevotmiseks tuleks
loetelud ning Uhtne vorm ja metoodika vahemalt iga kolme aasta jarel 1abi vaadata ja
vajaduse korral tuleks neid ajakohastada.

(41) Euroopa Parlamendi ja ndukogu maarust (EL)2018/1725% kohaldatakse liidu
institutsioonide, organite ja asutuste poolt teostatava isikuandmete to6tlemise suhtes.
Euroopa Parlamendi ja ndukogu direktiivi (EL) 2016/680%" kohaldatakse padevate
asutuste poolt teostatava isikuandmete tootlemise suhtes, mis toimub kuritegude
ennetamise, uurimise, avastamise ja nende eest vastutusele v&tmise VOi
kriminaalkaristuste taitmisele po&dramise eesmargil. Maarus (EL) 2018/1725 ja

36 Euroopa Parlamendi ja ndukogu 23. oktoobri 2018. aasta mdérus (EL) 2018/1725, mis késitleb

fudsiliste isikute kaitset isikuandmete to6tlemisel liidu institutsioonides, organites ja asutustes ning isikuandmete
vaba liikumist, ning millega tunnistatakse kehtetuks maarus (EU) nr45/2001 ja otsus nr 1247/2002/EU
(ELT L 295, 21.11.2018, Ik 39, ELI: http://data.europa.eu/eli/reg/2018/1725/0j).

37 Euroopa Parlamendi ja ndukogu 27. aprilli 2016. aasta direktiiv (EL) 2016/680, mis kasitleb fuisiliste

isikute kaitset seoses padevates asutustes isikuandmete tootlemisega stiitegude tdkestamise, uurimise,
avastamise ja nende eest vastutusele votmise vdi kriminaalkaristuste taitmisele pooramise eesmargil ning selliste
andmete vaba liikumist ning millega tunnistatakse kehtetuks ndukogu raamotsus 2008/977/JSK (ELT L 119,
4.5.2016, 1k 89, ELI: http://data.europa.eu/eli/dir/2016/680/0j).
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(42)

(43)

(44)

direktiiv (EL) 2016/680 tuleks viia vastavusse kdesoleva madrusega maarusesse
(EL) 2016/679 tehtud muudatustega.

Nagu on selgitatud maaruse (EL)2018/1725 pOhjenduses5, kui maaruse
(EL) 2018/1725 satted tuginevad samadele pShimdtetele kui maaruse (EL) 2016/679
sétted, tuleks mélemaid digusnormide kogumeid Euroopa Liidu Kohtu kohtupraktika
kohaselt tblgendada Uhetaoliselt. Maaruse (EL) 2018/1725 ulesehitust tuleks mdista
kui méaruse (EL) 2016/679 (Ulesehituse vastena. Seetdttu muudetakse kéesoleva
maarusega ka méaaruse (EL) 2018/1725 neid séatteid, mida puudutavad madruse
(EL) 2016/679 muudatused, kuivdrd viimati nimetatud muudatused on asjakohased ka
liidu institutsioonide, organite ja asutuste poolt isikuandmete tootlemise kontekstis.

Tugeva ja uhtse andmekaitseraamistiku loomiseks liidus tuleks parast kéesoleva
maaruse vastuvotmist teha direktiivi (EL) 2016/680 ja muudesse sellise isikuandmete
todtlemise suhtes kohaldatavatesse liidu digusaktidesse muudatused, et neid saaks
hakata kohaldama vOimalikult Kiiresti parast seda, kui on hakatud kohaldama maaruse
(EL) 2016/679 ja maaruse (EL) 2018/1725 muudatusi.

Isikuandmete talletamist |8ppseadmesse vOi juurdepadsu ldppseadmesse juba
talletatud isikuandmetele ning selliste andmete edasist td6tlemist juhul, Kui
elektroonilise side teenuse abonent vOi I8ppseadme kasutaja on fiidsiline isik, tuleks
reguleerida htse digusraamistikuga, nimelt méérusega (EL) 2016/679. Kéesolevas
maaruses esitatud muudatused tagavad jatkuvalt kdrgeima isikuandmete kaitse taseme,
lihtsustades samal ajal andmesubjektide jaoks nende Giguste kasutamist ja valikute
valjendamist veebis. Muudatused puudutavad eelkdige teabe talletamist asjaomastesse
seadmetesse, juurdepaasu sellele teabele vai teabe kogumist nendest seadmetest, mis
hdlmab isikuandmete tootlemist kupsiste vOi sarnase tehnoloogia abil, et
I6ppseadmetest teavet saada. Asjaomased normid peaksid kehtima ka s6ltumata
sellest, kas I6ppseadet omab konkreetne fldsiline isik vdi méni muu juriidiline voi
fudsiline isik.

Isikuandmete talletamine I6ppseadmesse vdi juurdepads 16ppseadmesse juba talletatud
isikuandmetele peaks olema lubatud ainult ndusoleku alusel. Sarnaselt direktiivis
2002/58/EU satestatud lahenemisviisiga ei tohiks see nbue vilistada isikuandmete
talletamist  fulsilise isiku I6ppseadmesse vOi juurdepadsu fldsilise isiku
I6ppseadmesse juba talletatud isikuandmetele, kui see pohineb liidu vdi litkmesriigi
digusaktidel maaruse (EL) 2016/679 artikli 6 tdhenduses ning kui see vastab kdigile
kdnealuses séttes esitatud Oiguspérasuse tingimustele ja toimub mé&&ruse
(EL) 2016/679 artikli 23 I6ikes 1 sdtestatud eesmarkidel.

Selleks et vdhendada nduete téitmisest tulenevat koormust ja tagada vastutavatele
tootlejatele OGigusselgus ning vottes arvesse, et teatavad tootlemise eesmargid
kujutavad endast véikest ohtu andmesubjektide Gigustele ja vabadustele voi et selline
tootlemine voib olla vajalik andmesubjekti taotletud teenuse osutamiseks, on vaja
kindlaks maéarata piiratud loetelu eesmarkidest, mille puhul peaks té6tlemine olema
lubatud ilma ndusolekuta. Kéesolevas maaruses tuleks seega satestada, et téotlemine
on diguspérane seoses isikuandmete talletamisega I6ppseadmesse vOi juurdepadsuga
I0ppseadmesse juba talletatud isikuandmetele ning edasise to6tlemisega, mis on
sellistel eesmérkidel vajalik. Vastutav tootleja, néiteks meediateenuse pakkuja, vdib
anda volitatud tootlejale, néiteks turu-uuringute ettevottele, diguse t6ddelda andmeid
enda nimel.

Isikuandmete edasiseks tootlemiseks muul kui piiratud loetelus kindlaks maaratud
eesmérgil tuleks kohaldada mé&éruse (EL) 2016/679 artiklit6 ja asjakohasel juhul
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(45)

(46)

(47)

artiklit 9. Pidades silmas vastutuse pShimdtet, on vastutava td6tleja tlesanne valida
kavandatava tootlemise jaoks sobiv Oiguslik alus. Selleks et isikuandmete edasise
tootlemise alusena oleks vdimalik tugineda Gigustatud huvile vastavalt maaruse
(EL) 2016/679 artikli 6 10ike 1 punktile f, peab vastutav tootleja nditama, et ta
tegutseb vastavalt vastutava to6tleja voi kolmandate isikute Gigustatud huvile, et
tootlemine on vajalik selle Oigustatud huvi eesmérgi saavutamiseks ning et
andmesubjekti huvid vai pdhidigused ei kaalu Ules vastutava tootleja huve. Sellega
seoses peaksid vastutavad tOotlejad votma eelkdige arvesse jargmisi asjaolusid: kas
andmesubjekt on laps; andmesubjekti mdistlikud ootused; mdju isikule kas
to0deldavate andmete ulatuse voi tundlikkuse tottu; kdnealuse tootlemise ulatus selles
mottes, et téotlemine ei saa olla kas andmete hulga vBi andmekategooriate arvu tottu
eriti ulatuslik; tootlemine peaks pdhinema ainult vajalikul andmehulgal ega tohi
pdhineda andmesubjektide veebitegevuse ulatuslikul jalgimisel ja muud asjakohased
tegurid vastavalt vajadusele. Tootlemine ei tohi pbhjustada andmesubjekti eraelu
pidevat jalgimist.

Kui vastutav to6tleja ei saa edasise tootlemise digusliku alusena tugineda digustatud
huvile, peaks to6tlemine p6hinema mdnel muul méaéruse (EL) 2016/679 artikli 6
IGikes 1 satestatud alusel, eelkdige artiklite 6 ja 7 kohasel ndusolekul, tingimusel et
jargitakse kdiki maaruse (EL) 2016/679 p&himbtteid.

Andmesubjektidelt, kes on keeldunud ndusoleku andmisest, kisitakse sageli uuesti
ndusolekut iga kord, kui nad kilastavad sama vastutava tootleja veebiteenust. See vaib
avaldada kahjulikku mdju andmesubjektidele, kes v@ivad anda ndusoleku ainult
selleks, et valtida korduvat ndusoleku kusimist. Seetdttu peaks vastutaval toétlejal
olema kohustus austada vahemalt teatava ajavahemiku jooksul andmesubjekti valikut
keelduda ndusoleku andmisest.

Andmesubjektidel peaks olema vdimalus tugineda automaatsete ja masinloetavate
margete abil tehtavale valikule, et anda ndusolek v@i keelduda ndusoleku andmisest
vOi esitada vastuvdide andmete tootlemisele. Sellised vahendid peaksid olema
kooskdlas tehnika arenguga. Need saab rakendada veebibrauseri seadetes voi ELi
digiidentiteedikukrus, nagu on séatestatud maé&ruses (EL) nr 914/2014, vi muul sobival
viisil. Kéesolevas maaruses satestatud normid peaksid toetama asjakohaste liidestega
turupdhiste lahenduste teket. Vastutav to6tleja peaks olema kohustatud vdtma arvesse
andmesubjekti valikut véljendavaid automatiseeritud ja masinloetavaid markeid, kui
asjakohased standardid on kéttesaadavaks tehtud. VOttes arvesse sdltumatu
ajakirjanduse tahtsust demokraatlikus Uhiskonnas ja et mitte kahjustada selle
majanduslikku alust, ei tohiks meediateenuste osutajad olla kohustatud jargima
andmesubjekti  valikut véljendavaid masinloetavaid markeid. Veebibrauserite
pakkujate kohustus pakkuda andmesubjektidele tehnilisi vahendeid andmete
tootlemisega seotud valikute tegemiseks ei tohiks kahjustada meediateenuste
pakkujate vBimalust kiisida andmesubjektidelt ndusolekut.

Direktiivis 2002/58/EU eraelu puutumatuse ja elektroonilise side kohta (e-privaatsuse
direktiiv), mis vaadati viimati labi 2009. aastal, on s&testatud eraelu puutumatuse
Oiguse, sealhulgas side konfidentsiaalsuse kaitse raamistik. Samuti on sellega
tdpsustatud maarust (EL) 2016/679 seoses isikuandmete tdotlemisega elektrooniliste
sideteenuste kontekstis. See kaitseb sellise side jaoks kasutatavate kasutaja vOi
abonendi 16ppseadmete puutumatust ja terviklikkust. Direktiivi 2002/58/EU artikli 5
IGike 3 praegune sdte peaks jadma kohaldatavaks, kui abonent vOi kasutaja ei ole
fudsiline isik ja talletatav vOi juurdepdédsetav teave ei kujuta endast isikuandmete
tootlemist ega vii selle tootlemiseni.
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Direktiivi 2002/58/EU artikkel 4 tuleks tunnistada kehtetuks. Direktiivi 2002/58/EU
artiklis4 on satestatud nduded, mida kohaldatakse Uldsusele kattesaadavate
elektroonilise side teenuste osutajate suhtes seoses nende teenuste turvalisuse
tagamisega, ja teavitamisnduded. Hiljem on direktiiviga (EL) 2022/2555 kehtestatud
nende teenuste osutajate suhtes uued nduded seoses kiberturvalisuse
riskijuhtimismeetmete ja intsidentidest teatamisega. Elektroonilise side sektoris
tegutsevate (iksuste kattuvate kohustuste vahendamiseks tuleks direktiivi 2002/58/EU
artikkel 4 kehtetuks tunnistada. Mis puudutab isikuandmete to6tlemise turvalisust
vastavalt kédesoleva direktiivi artikli 4 16igetele 1 ja 1a ning isikuandmetega seotud
rikkumistest teatamist vastavalt direktiivi 2002/58/EU artikli 4 1Gigetele 3-5, siis
maaruses (EL) 2016/679 on juba sétestatud terviklikud ja ajakohased normid. Seega
peaksid need normid kehtima uldkasutatavate elektroonilise side teenuste osutajate ja
uldkasutatavate sidevdrkude operaatorite suhtes, tagades sellega, et vastutavate
toGtlejate ja volitatud tootlejate suhtes kohaldatakse uiht korda.

Mitmes horisontaalses vdi valdkondlikus liidu Gigusaktis on ndéutud, et samast
sindmusest teatataks eri asutustele, kasutades selleks erinevaid tehnilisi vahendeid ja
kanaleid. Intsidentidest teatamise uhtne kontaktpunkt peaks andma (ksustele
vOimaluse tdita Uhes liideses teate esitamisega direktiivi (EL) 2022/2555, maaruse
(EL) 2016/679, maaruse (EL) 2022/2554, maaruse (EL) nr910/2014 ja direktiivi
(EL) 2022/2557 kohased teatamiskohustused. Lisaks peaks thtne kontaktpunkt andma
Uksustele vBimaluse otsida teavet, mille nad on varem (htse kontaktpunkti kaudu
esitanud, ning aitama Uksustel seega jalgida oma aruandluskohustuste taitmist seoses
konkreetsete intsidentidega.

Uhtse kontaktpunkti turvalisuse tagamiseks peaks ENISA votma asjakohaseid ja
proportsionaalseid tehnilisi, operatsioonilisi ja korralduslikke meetmeid, et hallata
Uhtse kontaktpunkti turvalisust ja thtse kontaktpunkti kaudu esitatavat voi levitatavat
teavet ohustavaid riske. Riske ning nimetatud meetmete asjakohasust ja
proportsionaalsust hinnates peaks ENISA vdtma arvesse asjaomaste liidu Gigusaktide
kohaselt esitatud vOi levitatud teabe tundlikkust. ENISA peaks Uhtse kontaktpunkti
loomiseks, haldamiseks ja turvaliseks toimimiseks vajalike tehniliste, operatsiooniliste
ja korralduslike meetmete valjatéotamisel konsulteerima asjaomaste liidu digusaktide
kohaste padevate asutustega, kasutades selleks kdnealuste digusaktide alusel loodud
liikmesriikide koostoorihmi ja vorgustikke.

Enne intsidentidest teatamise vdimaldamist peaks ENISA (htse kontaktpunkti
toimimist katsetama, mis peaks hdlmama asjaomaste liidu 6igusaktide kohaste teadete
isedrasuste ja nouete pdhjalikku testimist. Komisjon peaks katsetamise tulemuste
pohjal hindama (htse kontaktpunkti nduetekohast toimimist, usaldusvéarsust,
terviklust ja konfidentsiaalsust. Komisjon peaks hindamise kaigus konsulteerima
kiberintsidentidele reageerimise tksuste (CSIRTide) vOrgustiku ja asjaomaste liidu
Oigusaktide kohaste padevate asutustega, kasutades selleks konealuste Gigusaktide
alusel loodud liikmesriikide koostoorihmi ja vorgustikke. Kui komisjon leiab, et Uhtne
kontaktpunkt tagab nduetekohase toimimise, usaldusvaarsuse, tervikluse ja
konfidentsiaalsuse, peaks ta avaldama Euroopa Liidu Teatajas sellekohase teate. Kui
komisjon leiab, et nduetekohane toimimine, usaldusvéarsus, terviklus ja
konfidentsiaalsus ei ole tagatud, peaks ENISA votma kdik vajalikud
parandusmeetmed, mille jarel hindab komisjon olukorda uuesti.

Selleks et tagada vGimaluse piires jarjepidevus ja koostalitlusvdime olemasolevate
riiklike tehniliste lahendustega, mis hdlbustavad intsidentidest teatamist, peaks ENISA
vOtma uhtse kontaktpunkti loomiseks, haldamiseks ja turvaliseks toimimiseks vajalike
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tehniliste, operatsiooniliste  ja  korralduslike = meetmete  spetsifikatsioonide
véljatootamisel neid riiklikke tehnilisi lahendusi arvesse. Lisaks peaks ENISA
kaaluma tehnilisi protokolle ja vahendeid, nagu rakendusliideseid ja masinloetavaid
standardeid, mis vOimaldavad Uksustel integreerida aruandluskohustused
ariprotsessidesse ja ametiasutustel Uhendada Uhtse kontaktpunkti oma riiklike
aruandlussusteemidega.

Selleks et tagada, et Uhtne kontaktpunkt véimaldab asjaomastel (ksustel esitada
asjaomaste liidu Gigusaktide kohaselt ndutavat liiki teavet ndutavas vormingus, peaks
ENISA konsulteerima komisjoni ja konealuste 6Oigusaktide kohaste pédevate
asutustega. Kui mani liidu Oigusakt ei ole teabe liigi ja teate vormingu osas taielikult
uhtlustatud, peaksid liikmesriigid teavitama ENISA-t oma riiklikest satetest.

Tuginedes maéarusele (EL) 2022/2554, on finantssektor olnud dhtse, tervikliku ja
tbhusa raamistiku rakendamisel esirinnas, muu hulgas seoses intsidentidest
teatamisega. NOuete taitmise lihtsustamiseks on asjakohane viia mé&éaruse
(EL) 2022/2554 alusel kehtestatud intsidentidest teatamise raamistik kooskdlla Uhtse
kontaktpunktiga, tagades samal ajal olemasoleva intsidentidest teatamise raamistiku
jarjepidevuse ja stabiilsuse ning vottes arvesse, et tihtne kontaktpunkt hakkab toimima
pérast seda, kui on hinnatud, et see tagab nduetekohase toimimise, usaldusvaarsuse,
tervikluse ja konfidentsiaalsuse. Lisaks on madrusega (EL) 2022/2554 kehtestatud
standarditud aruandlusvormid, millega 0htlustatakse finantssektori tdsiste IKT
intsidentide kohta esitatavate teadete sisu. Nende vormide kasutuselevdtust saadud
kogemused annavad vaartuslikku teavet ja parimaid tavasid, mida tuleks arvesse votta,
kui direktiivi (EL) 2022/2555, direktiivi (EL) 2022/2557 v6i mééruse (EL) 2016/679
kohaselt thtsele kontaktpunktile teabe esitamise eesmérgil madratakse kindlaks teabe
liik vormingu ja teatamise kord. Selleks peaks komisjon vdtma nduetekohaselt arvesse
madruse (EL) 2022/2554 kohaselt vastu vOetud regulatiivseid tehnilisi standardeid,
milles on tapsustatud tdsiseid IKT intsidente kasitleva esialgse teate ning vahe- ja
I6pparuannete sisu. Selle lahenemisviisi eesmérk on tagada jarjepidevus, edendada
stinergiat ja vahendada (ksuste halduskoormust, véhendades miinimumini nende
andmevaljade arvu, mida Uksused peavad taitma, hdlbustades seel&bi
aruandlusprotsesse ja muutes need tdhusamaks.

Asjaomaste liidu digusaktide kohaselt tuleb teatavat intsidentide kohta kdivat teavet
hilisemas etapis pdadevate asutuste vahel jagada, et hdlbustada tulemuslikku
jarelevalvet ja koordineerimist. Seet6ttu tuleks Uhtne kontaktpunkt kavandada nii, et
see vOimaldaks ja toetaks selle tasandi teabevahetust iga asjaomase liidu digusakti
puhul, tagades asutustevahelise asjakohase andmevoo turvalise, digeaegse ja tGhusa
toimimise, juhul kui litkmesriigid otsustavad seda lisafunktsiooni kasutada.

Selleks et tagada intsidentidest teatamine (ihtse kontaktpunkti kaudu, tuleks direktiivi
(EL) 2022/2555, mé&arust (EL) 2016/679, mda&rust (EL) 2022/2554, maéarust (EL)
nr 910/2014 ja direktiivi (EL) 2022/2557 vastavalt muuta. Uhtset kontaktpunkti tuleks
hakata kasutama konealuste digusaktide kohaselt teadete esitamiseks 18 kuu jooksul
alates ké&esoleva maéruse joustumisest. Kui komisjon kéivitab teatamismehhanismid,
millega llkatakse kohaldamise kuupdev edasi 24 kuu vorra alates méaéruse
joustumisest, tuleks jatkata direktiivi (EL) 2022/2555, maaruse (EL) nr 910/2014,
mééruse (EL) 2022/2554 ja direktiivi (EL) 2022/2557 asjakohaste sétete kohaldamist,
et téita neis satestatud aruandluskohustusi.

Erandjuhul, kui tehnilised takistused ei vOimalda intsidendist teatada uhtse
kontaktpunkti kaudu, peaksid Uksused oma teatamiskohustuste téitmiseks kasutama
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muid vahendeid. Selleks peaksid asjaomaste liidu digusaktide kohase intsidentidest
teatamise adressaadid tagama, et nad saavad selliseid teateid vastu votta muul viisil,
ning tegema teabe selle muu viisi kohta avalikult k&ttesaadavaks.

Vastavalt Euroopa Parlamendi ja ndukogu mairuse (EL) 2018/1725% artikli 42
IGikele 1 konsulteeriti Euroopa Andmekaitseinspektoriga, kes esitas oma arvamuse
[kuupdev]. Vastavalt madruse (EL) 2018/1725 artikli 42 I6ikele 2 konsulteeriti
Euroopa Andmekaitsendukoguga, kes esitas arvamuse [kuupaev].

Madrusega (EL) 2019/1150 on liidu tasandil kehtestatud sihtotstarbeline kohustuslike
digusnormide kogum, et tagada siseturul 0&iglane, prognoositav, kestlik ja
usaldusvaarne  veebipOhine  drikeskkond.  Maarustega  (EL) 2022/2065 ja
(EL) 2022/1925 on kehtestatud kdigile veebiteenuste I6ppkasutajatele turvalise,
prognoositava ja usaldusvadrse veebikeskkonna jaoks terviklik digusraamistik ning
loodud digiturgudel ettevdtjatele vordsed konkurentsitingimused. Pidades silmas liidu
Oigusaktide lihtsustamist veebipdhiste vahendusteenuste ja veebiplatvormide
valdkonnas ning vottes arvesse, et platvormi ja ettevdtjate vaheliste suhete méaaruse
eesmérgid ja sisulised satted on suures osas hdlmatud digiteenuste méaéruse ja
digiturgude maarusega, tuleks maarus (EL) 2019/1050 kehtetuks tunnistada. Maarused
(EL) 2022/2065 ja (EL) 2022/1925 aitavad luua digiteenuste ja digiturgude taielikult
Uhtlustatud 6igusraamistikku, Uhtlustades riiklikke meetmeid, mis puudutavad
vahendusteenuste osutajate suhtes kohaldatavaid ndudeid ning paasuvalitsejate poolt
osutatavate pdhiliste platvormiteenuste konkurentsile avatust ja diglust. Oiguskindluse
tagamiseks jadvad madruse (EL) 2019/1150 artiklis 2 esitatud valitud mdisted,
artiklis 4 esitatud piiramist ja peatamist késitlevad satted ning artiklis 11 esitatud
ettevoOttesisest kaebuste menetlemise ststeemi késitlevad satted, millele viidatakse
teistes OGigusaktides, eelkdige platvormitdé tingimuste parandamist kasitlevas
direktiivis (EL) 2023/2831, ja Oigusaktide tditmise tagamist kasitlev artikkel 15
ajutiselt kehtima kuni algsete digusaktide muutmiseni.

Vottes arvesse kdaesolevas maéruses kavandatud muudatuste tehnilist laadi ja
lihtsustatud 6Gigusraamistiku loomise Kkiireloomulisust, peaks kaesolev maarus
joustuma kohe parast selle avaldamist Euroopa Liidu Teatajas. Vajaduse korral tuleks
lilkmesriikidele ja reguleeritud Uksustele vbimaldada Uleminekuperiood, et nad
saaksid normidega kohaneda,

ON VASTU VOTNUD KAESOLEVA MAARUSE:

Artikkel 1

Maaruse (EL) 2023/2854 muutmine

Madrust (EL) 2023/2854 muudetakse jargmiselt.

3 Euroopa Parlamendi ja ndukogu 23. oktoobri 2018. aasta maarus (EL) 2018/1725, mis kasitleb fiitsiliste
isikute kaitset isikuandmete to6tlemisel liidu institutsioonides, organites ja asutustes ning isikuandmete vaba
liilkumist, ning millega tunnistatakse kehtetuks maarus (EU) nr45/2001 ja otsus nr 1247/2002/EU
(ELT L 295, 21.11.2018, Ik 39, ELI: http://data.europa.eu/eli/reg/2018/1725/0j).
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1.

Artiklit 1 muudetakse jargmiselt:

(a) 10ikesse 1 lisatakse jargmised punktid:

,»ea) andmevahendusteenuste vabatahtlikku registreerimist;

eb) altruistlikel eesmarkidel kattesaadavaks tehtud andmete kogumise ja
tootlemisega tegelevate tiksuste vabatahtlikku registreerimist;

ec) Euroopa Andmeinnovatsioonindukogu asutamist;
ed) andmete asukoha ndudeid ja andmete kattesaadavust padevatele asutustele;

ee) avaliku sektori asutuste vOi teatavate riigi osalusega aritihingute valduses olevate
teatavate andmete ja dokumentide ning teadusandmete taaskasutamist.*;

(b) 18ikesse 2 lisatakse jargmised punktid:

,»g) Vlla peatiikki kohaldatakse isikuandmete ja isikustamata andmete suhtes;
h) VIIb peatlkki kohaldatakse kdigi isikustamata andmete suhtes;

1) Vllc peatlkki kohaldatakse isikuandmete ja isikustamata andmete, nimelt jargmise
suhtes:

1) dokumendid, mis on litkmesriikide avaliku sektori asutuste valduses, nagu on
osutatud

1) artikli 32i I6ike 1 punktis a, vdi riigi osalusega &ritihingute valduses, nagu on
osutatud

2)  artikli 32i 16ike 1 punktis b;
il) teadusandmed, nagu on osutatud artikli 32i I6ike 1 punktis c;

iii) teatavatesse kategooriatesse kuuluvad kaitstud andmed, nagu on osutatud
artikli 32i 16ike 1 punktis a.*;

(c) 16ike 3 punkt g asendatakse jargmisega:

,»g) andmeruumides osalejate suhtes.*;

(d) 18ige 7 jaetakse valja;
(e) lisatakse jargmised 1diked 11, 12 ja 13:

,11. Kiesoleva mdéidruse VIIb peatiikk ei piira liikmesriikide sisemist
korraldust kasitlevaid Gigus- ja haldusnorme, millega ndhakse ametiasutustele
ja avalik-0iguslikele isikutele ette andmete tootlemise volitused ja kohustused
ilma eradiguslike isikute lepingulise tasustamiseta, ega liikmesriikide digus- ja
haldusnorme, millega néhakse ette selliste volituste ja kohustuste rakendamine.

12. Juhul kui avaliku sektori asutused, andmevahendusteenuse osutajad voi
tunnustatud andmealtruismiorganisatsioonid peavad sektoripbhise liidu voi
liilkmesriigi 6iguse kohaselt taitma Vlla ja VIIb peatlikiga seotud konkreetseid
tehnilisi, halduslikke voi korralduslikke lisandudeid, muu hulgas tulenevalt
loaandmise voi sertifitseerimise korrast, kohaldatakse samuti konealuse
sektoripdhise liidu voi liikmesriigi diguse asjaomaseid satted. Koik sellised
konkreetsed lisanduded peavad olema mittediskrimineerivad, proportsionaalsed
ja objektiivselt pdhjendatud.
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13. Seoses VIlic peatiki 1l jao kohaldamisalasse kuuluvate andmete ja
dokumentidega ei mojuta kaesoleva maaruse VIlc peatukk liikmesriikide
vBimalust votta vastu Uksikasjalikumad voi rangemad digusnormid, tingimusel
et need Oigusnormid vdimaldavad andmete ja dokumentide ulatuslikumat
taaskasutamist.*

Artiklit 2 muudetakse jargmiselt:
(@) lisatakse jargmised punktid 4a, 4b ja 4c:

,4a) ,nousolek — madruse (EL) 2016/679 artikli 4 punktis 11 madratletud
nousolek;

4b) ,luba“ — andmekasutajatele isikustamata andmete kasutamise Oiguse
andmine;

4¢) ,,juurdepads — andmete kasutamine kooskdlas konkreetsete tehniliste,
Oiguslike vdi korralduslike nduetega, ilma et see tahendaks ilmtingimata
andmete edastamist voi allalaadimist;*

(b) punkt 13 asendatakse jargmisega:

,»13) ,,andmevaldaja“ — fldsiline voi juriidiline isik, kellel on k&esoleva maaruse,
kohaldatava liidu diguse voi liidu diguse alusel vastu voetud riigisiseste digusaktide
kohaselt digus vdi kohustus kasutada vdi teha kattesaadavaks andmeid, sealhulgas
lepingu korral toote kasutamisel loodud andmeid voi seotud teenuse kasutamisel
loodud andmeid, mis ta on vélja v6tnud vdi loonud seotud teenuse osutamise
kaigus;*

(c) lisatakse jargmised punktid 28a ja 28b:

,,28a) ,,avalik-oiguslik isik“ — isik, mis vastab kdigile jargmistele tingimustele:

a) see on asutatud konkreetse eesmargiga rahuldada vajadusi uldistes
huvides ning sellel ei ole to6stuslikku ega &rilist iseloomu;

b)  see on juriidiline isik;

c) seda rahastavad pohiliselt riik, piirkondlikud v&i kohalikud
omavalitsused vB8i muud avalik-6iguslikud isikud vo@i selle juhtimine
toimub konealuste omavalitsuste vOi isikute jarelevalve all voi selle
haldus-, juhtimis- vdi jarelevalveorgani liikmetest (ile poole on maaranud
riik, piirkondlik v6i kohalik omavalitsus vdi muud avalik-Giguslikud
isikud,;

28b) ,,riigi osalusega driithing™ — mis tahes &rithing, mille suhtes avaliku sektori
asutusel voib otseselt voi kaudselt olla valitsev mdju, mis tuleneb sellest, et &ritihing
on tema omanduses vOi tal on selles finantsosalus vo6i ariiihingu suhtes kehtivatest

digusnormidest. Eeldatakse, et avaliku sektori asutustel on valitsev mdju jargmistel
juhtudel, kui need asutused otseselt vdi kaudselt

a)  omavad enamust aritihingu margitud kapitalist;
b)  kontrollivad enamust ariithingu emiteeritud aktsiatega seotud haaltest;

c) vdivad nimetada rohkem kui poole érilhingu haldus-, juht- vGi
jarelevalveorgani litkmetest;*;

(d) lisatakse jargmised punktid 38a ja 38b:
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,,38a) ,,andmevahendusteenus® — teenus, mille eesmérk on luua tehniliste,
Oiguslike v6i muude vahendite abil majandussuhted andmete jagamiseks
méaaramata arvu andmesubjektide vOi andmevaldajate ja -kasutajate vahel,
sealhulgas  andmesubjektide  diguste  kasutamise  eesmargil  seoses
isikuandmetega, ning

1) mille peamine eesmark ei ole autoridigusega kaitstud sisu vahendamine;

2)  mida mitu juriidilist isikut ei ole Uhiselt hankinud Uksnes omavaheliseks
kasutamiseks;

38b) ,,andmealtruism® — andmete vabatahtlik jagamine, mis p6hineb
andmesubjektide ndusolekul, et nende kohta kaivaid isikuandmeid
toddeldakse, vOi andmevaldajate loal kasutada nende isikustamata
andmeid litkmesriigi Oiguses ette ndhtud tldhuvi eesmargil, kui see on
kohaldatav, néiteks tervishoiu, kliimamuutuste vastase voitluse, liikuvuse
parandamise, ametliku statistika arendamise, tegemise ja levitamise,
hdlbustamise, avalike teenuste osutamise parandamise, avaliku poliitika
kujundamise voi ldhuviga seotud teadusuuringute eesmargil, soovimata
vOi saamata selle eest tasu, mis Uletab nende andmete kattesaadavaks
tegemise tulemusena neile tekkinud kuludega seotud kompensatsiooni;

(e) lisatakse jargmised punktid 44-63:

,44) , keskmise suurusega ettevdtja“ — soovituse 2003/361/EU 1 lisa artiklis 2
maéaratletud keskmise suurusega ettevotja;

45) ,viike keskmise turukapitalisatsiooniga ettevotja®— komisjoni soovituse
(EL) 2025/1099 lisa artiklis 2 maaratletud vaike keskmise
turukapitalisatsiooniga ettevotja;

46) ,ulikool“ — avaliku sektori asutus, mis pakub akadeemilise kraadi
omandamiseni viivat keskharidusjargset kdrgharidust;

47) ,standardlitsents — eelnevalt madratletud taaskasutamise tingimused
digitaalses vormingus, mis eelistatavalt Uhildub veebis ké&ttesaadavate
standardsete avalike litsentsidega;

48) ,,dokument* —

a) igasugune mittedigitaalne sisu mis tahes andmekandjal (paberil v0i
heli-, visuaal- v0i audiovisuaalsalvestisena) vOi

b) osa sellisest sisust;

50) ,,diinaamilised andmed* — digikujul olevad andmed ja dokumendid, mida
ajakohastatakse sageli vOi reaalajas eelkdige seetdttu, et nad muutuvad pidevalt
vOi aeguvad Kkiiresti; andurite abil saadud andmeid kasitatakse tavaliselt
dunaamiliste andmetena;

51) ,teadusandmed“ — andmed, v.a teaduslikud publikatsioonid, mida
kogutakse vOi mis koostatakse teadustdd kaigus ning mida kasutatakse
teadusprotsessis tdendusmaterjalina vOi peetakse teadusringkondades Gldiselt
vajalikuks, et tdestada teadustdo kéigus tehtud avastusi ja teadustoo tulemusi;

52) ,taaskasutamine® — jargmiste dokumentide kasutamine fldsiliste ja
juriidiliste isikute poolt:
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a) dokumendid, mis on avaliku sektori asutuste valduses arilisel voi
mittedrilisel eesmérgil, mis ei lange kokku algse eesmaérgiga, mille
taitmiseks dokumendid avalik-6igusliku Glesande raames loodi,
vélja arvatud avaliku sektori asutuste vaheline dokumentide
vahetamine puhtalt avalik-Giguslike tlesannete taitmiseks, voi

b)  dokumendid, mis on VIic peatiki 2.jao kohaselt riigi osalusega
arithingute valduses aérilisel vOi mittedrilisel eesmérgil, mis ei
lange kokku algse eesmérgiga osutada uldhuviteenuseid, mille
jaoks dokumendid koostati, valja arvatud riigi osalusega
arithingute ja avaliku sektori asutuste vaheline dokumentide
vahetamine puhtalt avaliku sektori asutuste avalik-Giguslike
ulesannete taitmiseks;

53) ,,vadrtuslikud andmestikud“ — andmed ja dokumendid, mille taaskasutamist
seostatakse Uhiskonnale, keskkonnale ja majandusele oluliste hivedega
eelkdige tanu nende sobivusele lisavaartusega teenuste ja rakenduste ning uute
kdrge kvaliteediga ja inimvéérsete tookohtade loomiseks ja tanu nende
inimeste arvule, kes vOiksid saada kasu sellistel andmetel ja dokumentidel
pdhinevatest lisavéartusega teenustest ja rakendustest;

54) ,teatavatesse kategooriatesse kuuluvad kaitstud andmed* — avaliku sektori
asutuste valduses olevad andmed ja dokumendid, mis on kaitstud jargmistel
alustel:

a)  é&riteabe konfidentsiaalsus, sealhulgas ari-, kutseala- ja &riuhingu
saladused;

b)  statistiliste andmete konfidentsiaalsus;
c) kolmandate isikute intellektuaalomandi diguste kaitse voi

d) isikuandmete kaitse, kui sellised andmed jadvad valjapoole
Vllc peatiiki 2. jao kohaldamisala;

56) ,turvaline tootlemiskeskkond™ — flusiline voi virtuaalne keskkond ja
korralduslikud vahendid, millega tagatakse vastavus liidu Gigusele, eelkdige
seoses andmesubjektide diguste, intellektuaalomandi diguste ning &riteabe ja
statistiliste andmete konfidentsiaalsuse, tervikluse ja kattesaadavusega ning
litkmesriigi  Oigusele ning vOimaldatakse turvalist tootlemiskeskkonda
pakkuval (ksusel fikseerida ja kontrollida kdiki andmetddtlemistoiminguid,
mida tehakse muu hulgas andmete kuvamiseks, salvestamiseks, allalaadimiseks
ja eksportimiseks ning arvutialgoritmide abil tuletisandmete saamiseks;

57) ,taaskasutaja“ — flusiline vOi juriidiline isik, kellele on antud digus
taaskasutada VIlc peatuki alusel avaliku sektori asutuse voi riigi osalusega
aridhingu valduses olevaid andmeid vdi dokumente voi teadusandmeid vOi
teatavatesse kategooriatesse kuuluvaid kaitstud andmeid;

58) ,,masinloetav vorming* — failivorming, mis on struktureeritud selliselt, et
tarkvararakendused suudavad spetsiifilisi andmeid, sealhulgas Uksikuid
faktivditeid, ja nende sisemist struktuuri kergelt tuvastada, dra tunda ja teha
andmetest véljavotteid;

59) ,avatud vorming“ — platvormist sdltumatu failivorming, mis tehakse
uldsusele kéttesaadavaks ilma dokumentide taaskasutamise piiranguteta;
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60) ,,ametlik avatud standard“ — Kirjalikult kehtestatud standard, mis sisaldab
Uksikasjalikke noudeid selle kohta, kuidas tagada andmehaldustarkvara
koostalitlusvdime;

61) ,moistlik investeeringutulu“ — protsentides véljendatav osa uldistest
tasudest, mis lisandub tingimustele vastavate kulude katmiseks vajalikule
summale; see osa ei tohi olla suurem kui viis protsendipunkti tle Euroopa
Keskpanga fikseeritud intressimaara;

62) ,,andmete asukoha ndue* — kohustus, keeld, tingimus, piirang vdi muu
liilkmesriigi digus- vdi haldusnormides satestatud voi liikmesriigi ja avalik-
Oiguslike isikute (sealhulgas riigihangete valdkonnas) uldisest ja jarjepidevast
haldustavast tulenev ndue, mis ei piira direktiivi 2014/24/EL kohaldamist ja
millega néhakse ette andmete t6otlemine teatava litkmesriigi territooriumil voi
millega takistatakse andmetdotlust teises liikmesriigis;

63) ,,pseudoniiiimimine” — maaruse (EL) 2016/679 artikli 4 punktis 5 osutatud
pseudoniiiimimine.

3. Artikli 4 16ige 8 asendatakse jargmisega:

,,8. Erandlikel asjaoludel, kui andmevaldaja, kes on é&risaladuse omaja, suudab
tdendada, et hoolimata kasutaja poolt k&esoleva artikli 10ike 6 kohaselt vdetud
tehnilistest ja korralduslikest meetmetest on védga tdendoline, et d&risaladuste
avalikustamine pdohjustab talle suurt majanduslikku kahju voi et darisaladuste
avalikustamine kasutajale tekitab suure ohu, et need vdidakse ebaseaduslikult
omandada, neid kasutada voi need avalikustada kolmandate riikide uksustele voi
liidus asutatud tksustele, mis on selliste Uksuste otsese vdi kaudse kontrolli all ja
mille suhtes kohaldatakse liidu digusega vorreldes nérgemat voi mitte samavéarset
kaitset, vdib andmevaldaja kdnealustele konkreetsetele andmetele juurdepéésu
taotluse igal Uksikjuhul eraldi rahuldamata jatta. Selline tdendamine peab olema
igakilgselt pdhjendatud, tuginedes objektiivsetele asjaoludele, néiteks &risaladuse
kaitse jOustamisele kolmandates riikides, taotletud andmete konfidentsiaalsuse
laadile ja tasemele ning Ghendatud toote ainulaadsusele ja uudsusele. See esitatakse
kasutajale kirjalikult ja pohjendamatu viivituseta. Kui andmevaldaja keeldub
andmete jagamisest kdesoleva I8ike alusel, teavitab ta artikli 37 kohaselt méaaratud
padevat asutust.*

4. Artikli 5 16ige 11 asendatakse jargmisega:

,,11. Erandlikel asjaoludel, kui andmevaldaja, kes on &risaladuse omaja, suudab
tdbendada, et hoolimata kolmanda isiku poolt ké&esoleva artikli 16ike 9 kohaselt
vOetud tehnilistest ja korralduslikest meetmetest on vaga tdenéoline, et &risaladuste
avalikustamine pdhjustab talle suurt majanduslikku kahju vOi et &risaladuste
avalikustamine kolmandale isikule tekitab suure ohu, et need vdidakse
ebaseaduslikult omandada, neid kasutada v6i need avalikustada kolmandate riikide
uksustele vdi liidus asutatud tksustele, mis on selliste Uksuste otsese voi kaudse
kontrolli all ja mille suhtes kohaldatakse liidu Gigusega vorreldes ndrgemat voi
mitte samavéérset kaitset, vOib andmevaldaja konealustele konkreetsetele
andmetele juurdepdasu taotluse igal Uksikjuhul eraldi rahuldamata jatta. Selline
tdendamine peab olema igakilgselt pdhjendatud, tuginedes objektiivsetele
asjaoludele, néiteks arisaladuse kaitse joustamisele kolmandates riikides, taotletud
andmete konfidentsiaalsuse laadile ja tasemele ning Ghendatud toote ainulaadsusele
ja uudsusele. See esitatakse kolmandale isikule Kirjalikult ja pohjendamatu
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viivituseta. Kui andmevaldaja keeldub andmete jagamisest kéesoleva Iike alusel,
teavitab ta artikli 37 kohaselt maaratud padevat asutust.*

V peatiiki pealkiri asendatakse jargmisega:
»AVALIKU SEKTORI ASUTUSTELE, KOMISJONILE, EUROOPA

KESKPANGALE JA LIIDU ORGANITELE ULDISE HADAOLUKORRA TOTTU

ANDMETE KATTESAADAVAKS TEGEMINE<.

Artiklid 14 ja 15 jaetakse vélja.
Lisatakse jargmine artikkel 15a:

,Artikkel 15a
Andmevaldajate kohustus teha andmed kattesaadavaks uldise hadaolukorra téttu

Kui avaliku sektori asutus, komisjon, Euroopa Keskpank voi liidu organ tdendab
erakorralist vajadust kasutada teatavaid andmeid oma seadusjargsete kohustuste
taitmiseks avalikes huvides, et reageerida uldisele hédaolukorrale, seda leevendada
vOi toetada sellest taastumist, vdib ta nduda, et andmevaldajad, kes on juriidilised
isikud, vélja arvatud avaliku sektori asutused, teeksid need andmed, sealhulgas nende
andmete tdlgendamiseks ja kasutamiseks vajalikud metaandmed, kattesaadavaks.
Parast sellise pOhjendatud taotluse saamist teevad andmevaldajad andmed ja
metaandmed taotluse esitanud avaliku sektori asutusele, komisjonile, Euroopa
Keskpangale vdi liidu organile kéttesaadavaks. Selliseid taotlusi vOib esitada ka siis,
kui seoses uldise haddaolukorraga on vaja koostada ametlikku statistikat.

Kui taotletud andmed on vajalikud uldisele h&daolukorrale reageerimiseks ning
vastavalt 18ikele 1 taotluse esitanud asutus ei saa selliseid andmeid samavéérsetel
tingimustel mdnel muul moel digel ajal ja tulemuslikult hankida, kasitleb taotlus
isikustamata andmeid. Kui tldise hadaolukorra lahendamiseks ei piisa isikustamata
andmete esitamisest, vdib nduda ka isikuandmete esitamist ning need vdidakse
vBimaluse korral teha kattesaadavaks pseudonuimitud kujul, tingimusel et nende
kaitseks on vOetud asjakohased tehnilised ja korralduslikud meetmed.

Kui taotletavad andmed on vajalikud Gldise hadaolukorra leevendamiseks voi sellest
taastumise toetamiseks, voib 10ike 1 kohaselt taotluse esitanud asutus, kes tegutseb
liidu voi litkmesriigi diguse alusel, taotleda konkreetseid isikustamata andmeid, mille
puudumine takistab tal Gldise hadaolukorra leevendamist vGi sellest taastumise
toetamist. Selliseid taotlusi ei esitata mikro- ja viikeettevotjatele.

Artikli 16 10ige 2 asendatakse jargmisega:

,2. Kédesolevat peatiikki ei kohaldata avaliku sektori asutuste, komisjoni, Euroopa
Keskpanga ega liidu organite tegevuse suhtes, mis on seotud kuritegude vO0i
haldusrikkumiste tOkestamise, uurimise, avastamise ja nende eest vastutusele
votmise voi kriminaalkaristuste taitmisele poéramisega, ega tolli- v6i maksuametite
suhtes. Ké&esolev peatlikk ei mojuta sellist tegevust reguleerivat liidu voi liikmesriigi
oigust.*

Artiklit 17 muudetakse jargmiselt:

a)  10iget 1 muudetakse jargmiselt:
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10.

11.

1) sissejuhatav osa asendatakse jargmisega:

,Artikli 15a kohaselt andmeid taotledes teeb avaliku sektori asutus, komisjon,
Euroopa Keskpank voi liidu organ jargmist:*;

ii) alapunktid b ja c asendatakse jargmisega:

,b) tdendab, et artikli 15a kohase taotluse esitamise tingimused on
taidetud,;

c) selgitab taotluse eesmaérki, taotletavate andmete kavandatavat kasutust,
sealhulgas asjakohasel juhul kolmanda isiku poolt kooskdlas kdesoleva
artikli ldikega 4, ja kasutamise kestust, ning asjakohasel juhul seda,
kuidas isikuandmete tOotlemisega seda  dldist  hadaolukorda
lahendatakse;*;

b)  I6iget 2 muudetakse jargmiselt:
i) punkt ¢ asendatakse jargmisega:

,C) olema lldise hiddaolukorraga proportsionaalne ja pdhjendatud, nii
taotletud andmete (ksikasjalikkuse ja mahu kui ka taotletud andmetele
juurdepaisu sageduse osas;";

ii) punkt e jaetakse vilja;
c)  10iked 5 ja 6 jaetakse valja.
Acrtiklit 18 muudetakse jargmiselt:
a)  l0ike 2 sissejuhatav osa asendatakse jargmisega:

,,2. Ilma et see piiraks liidu voi liilkmesriigi diguses kindlaks méaratud andmete
kattesaadavusega seotud erivajadusi, vOib andmevaldaja kaesoleva peatuki
kohase andmete kéattesaadavaks tegemise taotluse tagasi likata vdi paluda selle
muutmist pShjendamatu viivituseta ja igal juhul mitte hiljem kui viie td6paeva
jooksul parast seda, kui ta on saanud katte artikli 15a I6ike 2 kohase taotluse, ja
pdhjendamatu viivituseta ning igal juhul mitte hiljem kui 30 t60péeva jooksul
parast seda, kui ta on saanud katte artikli 15a 18ike 3 kohase taotluse, Uhel
jargmisel pohjusel:*;

b)  IBige 5 jaetakse vilja.
Artiklit 19 muudetakse jargmiselt:
a) I6ike 1 sissejuhatav osa asendatakse jargmisega:

,JArtikli 15a alusel esitatud taotluse pohjal andmeid vastu vottev avaliku sektori
asutus, komisjon, Euroopa Keskpank voi liidu organ®;

b) 16ige 3 asendatakse jargmisega:

, 3. Arisaladuste avalikustamine avaliku sektori asutusele, komisjonile,
Euroopa Keskpangale vdi liidu organile on ndutav uksnes sellises ulatuses, mis
on artikli 15a kohase taotluse eesmargi saavutamiseks véltimatult vajalik.
Andmevaldaja vOi drisaladuse omaja, kui tegemist ei ole sama isikuga, teeb
sellisel juhul kindlaks andmed, mis on kaitstud &risaladusena, sealhulgas
asjaomastes metaandmetes. Avaliku sektori asutus, komisjon, Euroopa
Keskpank voi lildu organ votab enne drisaladuste avalikustamist nende
konfidentsiaalsuse séilitamiseks k&ik vajalikud ja asjakohased tehnilised ja
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12.

13.

14.

korralduslikud meetmed, sealhulgas kasutades kohasel juhul lepingu
naidistingimusi, tehnilisi standardeid ning tegevusjuhendeid.*

Artikkel 20 asendatakse jargmisega:

,Artikkel 20
V peatiki kohaselt andmete kéttesaadavaks tegemise hlvitamine

1. Andmevaldajad teevad tasuta kattesaadavaks andmed, mis on artikli 15a
IGike 2 kohaselt vajalikud dldisele hadaolukorrale reageerimiseks. Avaliku
sektori asutus, komisjon, Euroopa Keskpank voi liidu organ, kes on saanud
andmeid, tunnustab andmevaldajat avalikult, kui andmevaldaja seda nGuab.

2. Andmevaldajal on digus saada artikli 15a 18ike 3 kohaselt esitatud taotluse
rahuldamisel andmete kattesaadavaks tegemise eest Oiglast hlvitist. Hivitis
katab taotluse rahuldamiseks kantud tehnilised ja korralduslikud kulud,
sealhulgas, kui see on kohaldatav, anoniimimise, pseudoniidmimise,
koondamise ja tehnilise kohandamise kulud ning madistlikus suuruses
marginaali. Andmevaldaja esitab avaliku sektori asutuse, komisjoni, Euroopa
Keskpanga voi liidu organi taotluse alusel teabe kulude ja mdistliku marginaali
arvutamise aluste kohta.

3. Erandina ké&esoleva artikli 16ikest 1 v@ib andmevaldaja, kes on mikro- v0i
vdikeettevdtja, taotleda hivitist andmete kéttesaadavaks tegemise eest
vastusena artikli 15a 10ike 2 kohasele taotlusele vastavalt k&esoleva artikli
IGikes 2 satestatud tingimustele.

4. Andmevaldajatel ei ole digust nduda artikli 15a I6ike 3 kohaselt esitatud
taotluse rahuldamisel andmete kéttesaadavaks tegemise eest huvitist, kui
avalikes huvides téidetav eritilesanne on ametliku statistika tegemine ning kui
andmete ostmine ei ole liikmesriigi digusega lubatud. Liikmesriigid annavad
komisjonile teada, kui andmete ostmine ametliku statistika tegemiseks ei ole
litkmesriigi digusega lubatud.*

Artiklit 21 muudetakse jargmiselt:
a) pealkiri asendatakse jargmisega:

,,Uldise hadaolukorra kontekstis saadud andmete jagamine teadusasutuste voi

statistikaasutustega“;

b) 16ige 5 asendatakse jargmisega:

,»>. Kui avaliku sektori asutus, komisjon, Euroopa Keskpank vdi liidu organ
kavatseb 16ike 1 alusel andmeid edastada vOi kéttesaadavaks teha, teavitab ta
sellest pdhjendamatu viivituseta andmevaldajat, kellelt andmed saadi,
tdpsustades jargmist:

a) andmeid saava organisatsiooni vdi isiku nimi ja kontaktandmed;
b)  andmete edastamise vOi kattesaadavaks tegemise eesmaérk;
c) andmete kasutamise ajavahemik ja tehniline kaitse;

d)  voOetud korralduslikud meetmed, sealhulgas siis, kui tegemist on
isikuandmete voi drisaladustega.‘

VI peatiikki ette lisatakse jargmine artikkel 22a:
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,2Artikkel 22a
Oigus esitada kaebus

Kui tekib vaidlus seoses artikli 15a kohase andmete taotlusega, sealhulgas selle
rahuldamata j&tmisega, muutmisega, huvitise suurusega vOi andmete
edastamise vOi kattesaadavaks tegemisega, voib andmevaldaja, avaliku sektori
asutus, komisjon, Euroopa Keskpank voi liidu organ esitada kaebuse artikli 37
kohaselt méaratud padevale asutusele andmevaldaja asukohaliikmesriigis.*

15. Artiklisse 31 lisatakse jargmised 18iked 1a ja 1b:

,,1a. VI peatiikis (v.a artikkel 29) ja artiklis 34 satestatud kohustusi ei kohaldata
muude andmetdotlusteenuste suhtes kui artikli 30 16ikes 1 osutatud teenused,
kui selliste teenuste osutamine pdhineb 12. septembril 2025 vdi enne seda
kuupdeva sOlmitud lepingul ja kui teenuseosutaja on enamiku
andmetdotlusteenuse  omadusi  ja  funktsioone  kohandanud  Kliendi
konkreetsetele vajadustele.

Kui leping oli sdlmitud 12. septembril 2025 v6i enne seda, ei ole selliste
andmetdotlusteenuste osutaja kohustatud nimetatud teenuste osutamise lepingu
ule enne selle kehtivuse I6ppemist uuesti 1abi rddkima ega lepingut muutma.
Kdik sellise lepingu satted, mis on vastuolus artikli 29 16ikega 1, 2 vdi 3,
loetakse digustihiseks.

1b. Andmetd6tlusteenuse osutaja vdib lisada andmetddtlusteenuste osutamise
kindlaksméaratud tahtajaga lepingusse satted proportsionaalsete ennetéhtaegse
I6petamise trahvide kohta, valja arvatud artikli 30 10ikes 1 viidatud teenuste
korral.

Juhul kui andmet6otlusteenuse osutaja on vaike- vOi keskmise suurusega
ettevotja voi vaike keskmise turukapitalisatsiooniga ettevdtja, ei kohaldata
VI peatikis (v.a artikkel 29) ja artiklis 34 sétestatud kohustusi muude
andmetodtlusteenuste suhtes kui artikli 30 I6ikes 1 osutatud teenused, kui
selliste teenuste osutamine poOhineb 12. septembril 2025 vdi enne seda
kuupéeva s6lmitud lepingul.

Juhul kui andmet6otlusteenuse osutaja on vdike- vOi keskmise suurusega
ettevdtja vOi vaike keskmise turukapitalisatsiooniga ettevdtja, ei ole
teenuseosutaja  kohustatud muu  kui  artikli 30  16ikes 1 viidatud
andmetdotlusteenuse osutamise lepingu le enne selle kehtivuse I6ppemist
uuesti labi radkima ega lepingut muutma, kui see leping oli sdlmitud
12. septembril 2025 voi enne seda. Kdik selle lepingu sétted, mis on vastuolus
artikli 29 I6ikega 1, 2 v0i 3, loetakse digustiihiseks.*

16. Artiklit 32 muudetakse jargmiselt:
a) 10iked 1 ja 2 asendatakse jargmisega:

,»1. Andmet0otlusteenuste osutajad, VIlIc peatiiki 3. jao kohaselt andmeid voi
dokumente kéttesaadavaks tegev avaliku sektori asutus, VIlc peatiki 3. jao
kohaselt andmete vdi dokumentide taaskasutamise Giguse saanud fldsiline voi
juriidiline  isik,  andmevahendusteenuse  osutaja  vO0i  tunnustatud
andmealtruismiorganisatsioon  votavad  kOik  asjakohased  tehnilised,
korralduslikud ja Giguslikud meetmed, sealhulgas sdlmivad lepingud, et hoida
ara rahvusvaheline ja kolmandate riikide valitsusasutuste juurdepéés liidus
hoitavatele isikustamata andmetele ja nende andmete edastamine, kui selline
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17.
18.

edastamine vOi juurdepads oleks vastuolus liidu diguse vOi asjaomase
litkmesriigi Gigusega, ilma et see piiraks 18ike 2 voi 3 kohaldamist.

2. Kolmanda riigi kohtu ja haldusasutuse otsust, millega ndutakse
andmetdotlusteenuste osutajalt, VIIc peatiki 3. jao kohaselt andmeid voi
dokumente kattesaadavaks tegevalt avaliku sektori asutuselt, Vlic peatuki
3.jao kohaselt andmete vOi dokumentide taaskasutamise diguse saanud
fudsiliselt vOi juriidiliselt isikult, andmevahendusteenuse osutajalt v0i
tunnustatud andmealtruismiorganisatsioonilt, et ta edastaks kdesoleva méaruse
kohaldamisalasse kuuluvaid liidus hoitavaid isikustamata andmeid v6i annaks
neile juurdepé&su, peab tunnustama voi selle mis tahes viisil taitmisele
po6rama Uksnes siis, kui kdnealune otsus pohineb ndude esitanud kolmanda
riigi ja liidu vahelisel kehtival rahvusvahelisel lepingul, naiteks vastastikuse
digusabi lepingul, vdi ndude esitanud kolmanda riigi ja liikmesriigi vahelisel
mistahes sellisel lepingul.*;

b) 16ike 3 esimese I6igu sissejuhatav osa asendatakse jargmisega:

3. Kéesoleva artikli 16ikes 2 osutatud rahvusvahelise lepingu puudumisel, kui
andmetdotlusteenuste osutaja, VIIc peatiki 3. jao kohaselt andmeid voi
dokumente kéattesaadavaks tegev avaliku sektori asutus, VIlc peatiki 3. jao
kohaselt andmete vdi dokumentide taaskasutamise diguse saanud fudsiline voi
juriidiline  isik,  andmevahendusteenuse  osutaja  vOi  tunnustatud
andmealtruismiorganisatsioon on sellise kolmanda riigi kohtu Vvoi
haldusasutuse otsuse adressaadiks, mille kohaselt on kohustus edastada
kdesoleva méaaruse kohaldamisalasse kuuluvaid liidus asuvaid isikustamata
andmeid vOi anda neile juurdep&as, ja selle otsuse tditmine tingiks otsuse
adressaadi jaoks ohu minna vastuollu liidu digusega vdi asjaomase liikmesriigi
Oigusega, toimub selliste andmete edastamine kdnealusele kolmanda riigi
asutusele voi tema juurdepéds neile ainult juhul, kui:*;

c) 16iked 4 ja 5 asendatakse jargmisega:

4. Kui 16ikes 2 vOi 3 satestatud tingimused on tdidetud, esitab
andmetdotlusteenuste osutaja, VIIc peatiiki 3. jao kohaselt andmeid voi
dokumente kéttesaadavaks tegev avaliku sektori asutus, VIlc peatiki 3. jao
kohaselt andmete vdi dokumentide taaskasutamise diguse saanud fulsiline voi
juriidiline  isik,  andmevahendusteenuse  osutaja  vOi  tunnustatud
andmealtruismiorganisatsioon taotlusele vastates minimaalse lubatud koguse
andmeid, vottes aluseks teenuseosutaja voi I0ike 3 teises 16igus osutatud
asjaomase riigiorgani v0i asutuse taotlust puudutava maistliku tlgenduse.

5. AndmetOdtlusteenuste osutaja, VIlc peatiiki 3. jao kohaselt andmeid voi
dokumente kéttesaadavaks tegev avaliku sektori asutus, VIlc peatiki 3. jao
kohaselt andmete vdi dokumentide taaskasutamise Giguse saanud flusiline voi
juriidiline  isik,  andmevahendusteenuse  osutaja  v0i  tunnustatud
andmealtruismiorganisatsioon teavitab fhdsilist voi juriidilist isikut, kelle
digusi ja huve vbib mdjutada kolmanda riigi asutuse taotlus saada juurdepaas
tema andmetele, enne konealuse taotluse taitmist, valja arvatud juhul, Kkui
taotlus on esitatud Oiguskaitse eesmérgil, ja nii kaua, kui see on vajalik
oiguskaitsealase tegevuse tulemuslikkuse tagamiseks.*

Artikkel 36 jaetakse vélja.
Lisatakse Vlla, VI1Ib ja VlIc peatukk:
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,Vlila PEATUKK
ANDMEVAHENDUSTEENUSED
JA ANDMEALTRUISMIORGANISATSIOONID

Artikkel 32a
Liidu avalikud registrid
Komisjon peab ja uuendab korrapéraselt jargmisi liidu avalikke registreid:
a)  tunnustatud andmevahendusteenuse osutajate register ja
b)  tunnustatud andmealtruismiorganisatsioonide register.

LOike 1l  punktisa  osutatud liidu  avalikus  registris  registreeritud
andmevahendusteenuse osutajad vdivad oma kirjalikus ja suulises suhtluses kasutada
margist ,,liidus tunnustatud andmevahendusteenuse osutaja“ ning 15ikes 4 osutatud
uhist logo.

LOike 1  punktisb  osutatud  liidu  avalikus  registris  registreeritud
andmealtruismiorganisatsioonid vdivad oma Kirjalikus ja suulises suhtluses kasutada
margist ,liidus tunnustatud andmealtruismiorganisatsioon” ning 1dikes 4 osutatud
uhist logo.

Selleks et liidus tunnustatud andmevahendusteenuse osutajad oleksid kogu liidus
kergesti &ratuntavad, on komisjonil 0Oigus votta vastu rakendusakte, millega
kehtestatakse Uhtse logo kujundus. Nimetatud rakendusaktid vdetakse vastu
kooskdlas artikli 46 16ikes 1a osutatud nduandemenetlusega.

Artikkel 32b

Andmevahendusteenuse osutajate ja andmealtruismiorganisatsioonide registreerimiseks

padevad asutused

Iga litkmesriik mé&arab artikli 37 18ike 1 kohaselt Gihe vOi mitu padevat asutust, kes
vastutavad kaesoleva peatiiki kohaldamise ja tditmise tagamise eest.

Padevad asutused luuakse viisil, mis tagab nende séltumatuse koigist tunnustatud
andmevahendusteenuse osutajatest ja tunnustatud andmealtruismiorganisatsioonidest.

Artikkel 32c
Tunnustatud andmevahendusteenuse osutajate registreerimise tldnéuded

Artikli 32a 10ike 1 punktisa osutatud liidu avalikus registris registreerimiseks peab
andmevahendusteenuse osutaja vastama kodikidele jargmistele nduetele:

a)

b)

ta el kasuta andmeid, millega seotud andmevahendusteenuseid ta osutab, muul
eesmargil kui selleks, et anda need andmed andmekasutajate k&sutusse;

andmeid, mida ta kogub fudsilise voi juriidilise isiku mis tahes tegevuse kohta
eesmargiga osutada andmevahendusteenust, sealhulgas kuupdev, kellaaeg ja
asukohaandmed, tegevuse kestus ning andmevahendusteenust kasutava isiku seosed
muude flusiliste voi juriidiliste isikutega, kasutatakse ainult nimetatud
andmevahendusteenuse arendamiseks;

kui ta pakub andmevaldajatele voi andmesubjektidele lisavahendeid ja -teenuseid,
mille erieesmédrk on hdlbustada andmete vahetamist, naiteks andmete ajutine
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d)

séilitamine, hooldamine, teisendamine, krlpteerimine, anoniimimine ja
pseudonliumimine, kasutatakse selliseid vahendeid ja teenuseid tiksnes andmevaldaja
vOi andmesubjekti sdnaselgel taotlusel v6i ndusolekul;

kui andmevahendusteenuse osutajad, kes ei ole mikro- ega véikeettevotjad, pakuvad
oma Kklientidele muid lisavéartusega teenuseid kui punktis ¢ osutatud teenused,
peavad nad tditma jargmised tingimused:

i)  kasutaja on lisavaartusega teenuseid sdnaselgelt soovinud;

i) andmeid ei kasutata muul eesmargil kui lisavadrtusega teenuse
osutamiseks;

i) lisavadrtusega teenuseid pakutakse funktsionaalselt eraldiseisva Uksuse
kaudu;

iIv) lisavaartusega teenuseid pakkuda sooviv d&ritihing ei ole ma&ratud
paasuvalitsejaks vastavalt méaaruse (EL) 2022/1925 artiklile 3;

v) andmevaldajale v6i andmekasutajale andmevahendusteenuste osutamise
aritingimused, sealhulgas hinnakujundus, ei sdltu sellest, kas
andmevaldaja vdi andmekasutaja kasutab andmevahendusteenuse osutaja
vOi sellega seotud Uksuse osutatavaid lisavaartusega teenuseid;

andmesubjektidele teenuseid osutav andmevahendusteenuse osutaja tegutseb
andmesubjektide parimates huvides, kui ta nende diguste kasutamist hdlbustab,
ennekdike andes andmesubjektidele, enne kui nad oma ndusoleku annavad,
kokkuvaotlikul, labipaistval, arusaadaval ja kergesti kattesaadaval kujul teavet ja
vajadusel néu andmete andmekasutajate poolse kavandatud kasutamise kohta ning
sellise kasutamisega seotud tldptingimuste kohta.

Artikkel 32d
Tunnustatud andmealtruismiorganisatsioonide registreerimise tldnduded

Artikli 32a 16ike 1 punktis b osutatud liidu avalikus registris registreerimiseks peab
andmealtruismiorganisatsioon vastama kdikidele jargmistele nduetele:

a)
b)

c)

d)

1)

ta tegeleb andmealtruismiga;

ta on liikmesriigi diguse kohaselt asutatud juriidiline isik liikmesriigi diguses ette
néhtud Gldhuvi eesmarkide saavutamiseks, kui see on kohaldatav;

ta tegutseb mittetulunduslikul alusel ja on diguslikult sdltumatu mis tahes ksusest,
kes tegutseb tulunduslikul alusel;

ta viib ellu oma andmealtruismi tegevusi muudest tema tegevustest funktsionaalselt
eraldiseisva struktuuri kaudu.

Artikkel 32e
Registreerimine

Andmevahendusteenuse osutaja, kes vastab artiklis 32c satestatud nduetele, voib
esitada taotluse registreerimiseks tunnustatud andmevahendusteenuse osutajate
avalikus liidu registris artiklis 32b osutatud péadevale asutusele selles litkmesriigis,
kus on tema peamine tegevuskoht.

Andmealtruismiorganisatsioon, kes vastab artiklis 32d s&testatud ndouetele, vdib
esitada taotluse registreerimiseks tunnustatud andmealtruismiorganisatsioonide
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(3)
(4)

(5)

(6)

(")

1)

avalikus liidu registris artiklis 32b osutatud padevale asutusele selles liikmesriigis,
kus on tema peamine tegevuskoht.

Andmevahendusteenuse osutajad ja andmealtruismiorganisatsioonid, kelle peamine
tegevuskoht ei ole liidus, ma&aravad seadusliku esindaja Uhes liitkmesriigis.
Seaduslikule esindajale antakse sellised volitused, et padevad asutused Vi
andmesubjektid ja andmevaldajad vOivad poO6rduda tema poole lisaks
andmevahendusteenuse  osutaja  v8i  andmealtruismiorganisatsiooni  poole
poordumisele voi selle asemel, et poorduda nende poole. Seaduslik esindaja teeb
padeva asutusega koost6dd ja tdendab talle taotluse korral pd&hjalikult
andmevahendusteenuse osutaja vOi andmealtruismiorganisatsiooni poolt k&esoleva
maéaruse jargimise tagamiseks voetud meetmeid ja kehtestatud norme.

Andmevahendusteenuse osutaja vOi andmealtruismiorganisatsioon loetakse selle
liilkmesriigi jurisdiktsiooni alla kuuluvaks, kus on seadusliku esindaja asukoht.
Seadusliku esindaja maaramine ei piira kohtumenetlusi, mida vdidakse algatada
andmevahendusteenuse osutaja vG8i andmealtruismiorganisatsiooni enda vastu.

Padevad asutused kehtestavad vajalikud taotlusvormid.

Kui andmevahendusteenuse osutaja on esitanud kogu kaesoleva artikli 16ikes 3
ndutud teabe ja vastab artiklis 32c satestatud nduetele, teeb padev asutus 12 nadala
jooksul parast registreerimistaotluse saamist otsuse selle kohta, kas teenuseosutaja
vastab artiklis 32c  satestatud kriteeriumidele. Kui teenuseosutaja vastab
kriteeriumidele, esitab pédev asutus asjakohase teabe komisjonile, kes registreerib
teenuseosutaja tunnustatud andmevahendusteenuse osutajana liidu avalikus registris.

Esimest 16iku kohaldatakse ka juhul, kui andmealtruismiorganisatsioon on esitanud
kogu I8ikes 2 ndutud teabe ja vastab artiklis 32d sétestatud registreerimisnduetele.

Liidu avalikus registris registreerimine kehtib kdikides liikmesriikides.

Padev asutus voib registreerimise eest votta tasu vastavalt liikmesriigi Oigusele.
Selline tasu peab olema proportsionaalne ja objektiivne ning pdhinema
halduskuludel, mis on seotud jarelevalvega nduete taitmise le. Vaikestelt keskmise
turukapitalisatsiooniga ettevotjatelt, vaikestelt ja keskmise suurusega ettevotjatelt
ning idufirmadelt voib p&dev asutus votta vaiksemat tasu voi loobuda tasu votmisest.

Registreeritud Uksused teavitavad padevat asutust kdigist hilisemast muudatustest
taotlemisprotsessi  kdigus esitatud teabes vOi kui nad IGpetavad liidus
andmevahenduse vdi andmealtruismi tegevuse.

Padev asutus teavitab komisjoni viivitamata ja elektrooniliselt koigist Ibike 6
kohastest teadetest. Komisjon ajakohastab liidu avalikku registrit pdhjendamatu
viivituseta.

Artikkel 32f
Tunnustatud andmealtruismiorganisatsioonide tilesanded

Tunnustatud  andmealtruismiorganisatsioonid  teavitavad andmesubjekte  vdi
andmevaldajaid enne nende andmete to6tlemist selgel ja hdlpsasti arusaadaval viisil
jargmisest:

a) Uldhuvi eesmargid, ja kui see on asjakohane, isikuandmete to6tlemise tépselt
kindlaksméaratud ning digusparane eesmaérk ja milleks ta lubab andmekasutajal
nende andmeid to6delda;
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(4)
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3)

(4)

()

b) tdotlemise asukoht ja Uldhuvi eesmargid, milleks ta lubab to6tlemist
kolmandas riigis, kui andmeid tootleb tunnustatud
andmealtruismiorganisatsioon.

Tunnustatud andmealtruismiorganisatsioonid ei kasuta andmeid muul eesmargil kui
uldhuvi eesmérgid, milleks andmevaldaja vdi andmesubjekt tdotlemist lubab.
Tunnustatud andmealtruismiorganisatsioon ei tohi andmete esitamise Uleskutsetes
kasutada eksitavaid turundusvotteid.

Tunnustatud andmealtruismiorganisatsioonid pakuvad elektroonilisi vahendeid
andmesubjektide ndusoleku vdi andmevaldajate poolt kattesaadavaks tehtud andmete
tootlemise lubade saamiseks ning sellise ndusoleku voi loa tagasivotmiseks.

Tunnustatud andmealtruismiorganisatsioonid teavitavad andmevaldajaid viivituseta
igast enda jagatud isikustamata andmete loata edastamisest, neile loata juurdepé&sust
vOi nende loata kasutamisest.

Kui tunnustatud andmealtruismiorganisatsioonid hdlbustavad andmete tootlemist
kolmandate isikute poolt, muu hulgas pakkudes vahendeid, et saada andmesubjektide
ndusolek voi et saada luba andmevaldajate poolt k&ttesaadavaks tehtud andmete
tootlemiseks, tapsustavad nad vajaduse korral, millises kolmandas riigis on kavas
andmeid kasutada.

Artikkel 329
Jarelevalve nduete taitmise Ule

Acrtiklis 32b osutatud padevad asutused jélgivad ja kontrollivad omal algatusel voi
futsilise voi juriidilise isiku taotlusel, kas tunnustatud andmevahendusteenuse
osutajad ja tunnustatud andmealtruismiorganisatsioonid taidavad kaesolevas peatikis
satestatud ndudeid, sealhulgas kas nad jatkuvalt tdidavad selles satestatud
registreerimisndudeid.

Padevatel asutustel on 6igus nduda tunnustatud andmevahendusteenuse osutajatelt
vOi tunnustatud andmealtruismiorganisatsioonidelt vi nende seaduslikelt esindajatelt
kogu teavet, mis on vajalik, et kontrollida k&esolevas peatiikis satestatud nduete
taitmist. Iga teabendue peab olema Ulesande taitmise seisukohast proportsionaalne ja
pdhjendatud.

Kui péadev asutus leiab, et tunnustatud andmevahendusteenuse osutaja VOi
tunnustatud andmealtruismiorganisatsioon ei taida iht voi mitut kdesolevas peatukis
sdtestatud nduet, teavitab ta konealust Uksust vdi tema seaduslikku esindajat neist
jareldustest ja annab talle voimaluse esitada 30 pdeva jooksul pérast teavituse saamist
oma seisukohad.

Padeval asutusel on digus nduda, et IGikes 3 osutatud rikkumine IBpetataks
viivitamatult voi mdistliku aja jooksul, ning ta votab nduete taitmise tagamiseks
asjakohaseid ja proportsionaalseid meetmeid.

Kui tunnustatud andmevahendusteenuse osutaja vOi tunnustatud
andmealtruismiorganisatsioon ei tdida tht voi mitut k&esolevas peatiikis satestatud
nduet ka parast seda, kui teda on 18ike 3 kohaselt teavitatud, siis see tksus

a) kaotab diguse kasutada kirjalikus ja suulises suhtluses artiklis 32a osutatud
margist;

b) kustutatakse artiklis 32a osutatud avalikust liidu registrist.
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Padev asutus avaldab esimese 18igu punktis a osutatud otsuse maérgise kasutamise
diguse tiihistamise kohta.

VIlb PEATUKK

Isikustamata andmete vaba litkumine liidus

Artikkel 32h
Isikustamata andmete asukoha nduete keeld liidus

1) Isikustamata andmete asukoha nduded on keelatud, valja arvatud juhul, kui need on
pohjendatud avaliku julgeoleku kaalutlustel kooskdlas proportsionaalsuse
pdhimdttega voi on kehtestatud liidu 6iguse alusel.

2 Liikmesriigid teavitavad komisjoni viivitamata igast Oigusakti eelndust, millega
kehtestatakse uus andmete asukoha ndue vOi muudetakse olemasolevat andmete
asukoha nduet, vastavalt Euroopa Parlamendi ja nGukogu direktiivi (EL) 2015/1535
artiklites 5, 6 ja 7 satestatud korrale.

Vllc peatukk

Avaliku sektori asutuste valduses olevate andmete ja dokumentide

taaskasutamine
1. JAGU
ULDSATTED
Artikkel 32i
Reguleerimisese ja kohaldamisala
1) Ké&esoleva peatilikiga kehtestatakse digusnormid, mis reguleerivad jargmiste andmete
ja dokumentide taaskasutamist, ja nende taaskasutamist soodustav praktiline kord:
a) liikmesriikide avaliku sektori asutuste valduses olevad olemasolevad andmed
ja dokumendid, sealhulgas teatavatesse kategooriatesse kuuluvad kaitstud
andmed,

b)  olemasolevad andmed ja dokumendid, mis on sellise riigi osalusega aritihingu
valduses, kes

i)  tegutseb Euroopa Parlamendi ja ndukogu direktiivi 2014/25/EL
Il peatukis osutatud valdkondades;

i) tegutseb avaliku teenuse pakkujana vastavalt Euroopa Parlamendi ja
ndukogu maaruse (EU) nr 1370/2007 artiklile 2;

iii) tegutseb lennuettevOtjana, kes tdidab avaliku teenindamise kohustust
vastavalt Euroopa Parlamendi ja ndukogu méaaruse (EU) nr 1008/2008
artiklile 16, voi
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3)

c)

iv)  tegutseb tihenduse laevaomanikuna, kes taidab avaliku teenuse osutamise
kohustust vastavalt ndukogu méaruse (EMU) nr 3577/92 artiklile 4;

teadusandmed artiklis 32t satestatud tingimustel.

Kéaesolevat peattikki ei kohaldata jargmise suhtes:

a)

b)

d)

andmed ja dokumendid, mille véljastamine ei kuulu asjaomaste avaliku sektori
asutuste avalik-Oiguslike (lesannete alla, mis on madratletud liikmesriigi
diguses vBi muudes siduvates digusnormides, vdi selliste normide puudumisel
kdnealuse liikmesriigi Uldise haldustava kohaselt tingimusel, et avalik-
diguslike ulesannete ulatus on labipaistev ja see vaadatakse labi;

riigi osalusega ariihingute valduses olevad andmed ja dokumendid,

i)  mille koostamine ei kuulu liikmesriigi 6iguses vdi muudes siduvates
Oigusnormides madratletud tldhuviteenuste pakkumise alla;

i)  mis on seotud tegevusega, mis on otseselt avatud konkurentsile ja mille
suhtes ei kohaldata seetttu hanke-eeskirju vastavalt direktiivi
2014/25/EL artiklile 34;

andmed ja dokumendid, nditeks tundlikud andmed, millele juurdepdas on
liilkmesriigi juurdepaasukorra kohaselt keelatud riikliku julgeoleku (st riigi
julgeoleku) kaitse, riigikaitse voi avaliku julgeoleku kaitse eesmargil;

andmed ja dokumendid, mis on avalik-Giguslike ringhdélingute ja nende
filiaalide ning muude asutuste vOi nende filiaalide valduses avaliku
ringhaalinguteenuse osutamise eesmargil.

Ké&esoleva peatiiki 2. jagu ei kohaldata jargmise suhtes:

a)

b)

andmed vdi dokumendid, nditeks tundlikud andmed v6i dokumendid, millele
juurdepads on litkmesriikide juurdepddsukorra kohaselt keelatud, sealhulgas
jargmistel pohjustel:

i)  statistiliste andmete konfidentsiaalsus;

i) éariteabe konfidentsiaalsus (sealhulgas dari-, kutseala- v&i aridhingu
saladused);

andmed vOi  dokumendid, millele juurdepdds on liikmesriikide
juurdepdadsukorraga piiratud,

i)  sealhulgas juhud, kus dokumentidele juurdepddsu saamiseks peavad
kodanikud vo&i juriidilised isikud tdendama oma konkreetse huvi
olemasolu;

i) isikuandmete kaitse tottu, ning andmete v6i dokumentide osad, mis on
selle korra kohaselt juurdepadsetavad ja sisaldavad isikuandmeid, mille
taaskasutamine on Oiguses madaratletu kohaselt vastuolus 6igusaktiga,
millega reguleeritakse tksikisikute kaitset isikuandmete tootlemisel, voi
mis kahjustab Uksikisiku eraelu puutumatust ja isikupuutumatust,
eelkbige isikuandmete kaitset kasitleva liidu voi liikmesriigi diguse
kohaselt; logod, vapid ja simbolid;

andmed vOi dokumendid, mille intellektuaalomandidigused kuuluvad
kolmandatele isikutele;
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(5)

(6)

(7)

(8)

(9)

1)

d) andmed vOi dokumendid, mis on muude kultuuriasutuste kui raamatukogude,
sealhulgas tlikooliraamatukogude, muuseumide ja arhiivide valduses;

e) andmed vdi dokumendid, mis on kuni teise taseme haridusasutuste valduses,
ning koigi teiste haridusasutuste puhul muud kui 16ike 1 punktis ¢ nimetatud
andmed,;

f)  muud kui I6ike 1 punktisc nimetatud andmed vOi dokumendid, mis on
teadustdoga tegelevate organisatsioonide ja teadustodd rahastavate
organisatsioonide, sealhulgas teadustod tulemuste edasiandmiseks loodud
organisatsioonide valduses;

g) andmed vOi dokumendid, millele juurdepdds on valistatud vo&i piiratud
direktiivi (EL) 2022/2557 artikli 2 punktides 1 ja4 maéaratletud elutdhtsa
teenuse osutaja vOi elutéhtsa taristu kaitsega seotud teabe tottu.

Kéesoleva peatiki 3. jagu ei kohaldata jargmise suhtes:

a) andmed ja dokumendid, mis ei ole teatavatesse kategooriatesse kuuluvad
kaitstud andmed;

b)  riigi osalusega &ritihingute valduses olevad andmed ja dokumendid;
c)  kultuuriasutuste ja haridusasutuste valduses olevad andmed ja dokumendid;
d)  ké&esoleva peatiiki 2. jaoga hdlmatud andmed ja dokumendid.

Kéesolev peatiikk tugineb liidu ja liikmesriikide juurdepaasukordadele, eelk@ige
seoses juurdepadsu andmisega ametlikele dokumentidele ja nende avalikustamisega,
ega piira nende kohaldamist.

Ké&esoleva peatliki kohaselt kehtestatud kohustusi tuleks rakendada tksnes niivord,
kuivord need on kooskdlas intellektuaalomandi kaitset kasitlevate rahvusvaheliste
lepingute, eelkdige Berni kirjandus- ja kunstiteoste kaitse konventsiooni (Berni
konventsioon), intellektuaalomandi 6Giguste kaubandusaspektide lepingu (TRIPS-
leping) ning Maailma Intellektuaalse Omandi Organisatsiooni (WIPO) autoridiguse
lepingu satetega.

Avaliku sektori asutused ei kasuta direktiivi 96/9/EU artikli 7 I8ikes 1 satestatud
andmebaasi tegija digust, et takistada andmete ja dokumentide taaskasutamist vdi
piirata taaskasutamist rohkem, kui see on kdesoleva peatiiki satete kohaselt voimalik.

Kéesolev peatiikk reguleerib liikmesriikide avaliku sektori asutuste ja riigi osalusega
aridhingute valduses olevate andmete ja dokumentide taaskasutamist ning hélmab
muu hulgas andmeid ja dokumente, mille suhtes kohaldatakse Euroopa Parlamendi ja
ndukogu direktiivi 2007/2/EU.

Kéesolev peatikk ei piira liidu ega litkmesriigi Oiguse voi selliste liidu voi
liilkmesriikide osalusega rahvusvaheliste lepingute kohaldamist, mis késitlevad
artikli 2 punktis 54 osutatud andmete v6i dokumentide kategooriate kaitset.

Artikkel 32j
Diskrimineerimiskeeld

Andmete vOi dokumentide taaskasutamise suhtes kohaldatavad tingimused peavad
olema mittediskrimineerivad, labipaistvad, proportsionaalsed ja objektiivselt
pbhjendatud andmete vdi dokumentide kategooriate, taaskasutamise eesmarkide ja
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selliste andmete v6i dokumentide iseloomu seisukohast, mille taaskasutamine on
lubatud. Kdnealuseid tingimusi ei kasutata konkurentsi piiramiseks. See pohimote
kehtib samamoodi vdrreldavate taaskasutamisviiside suhtes, sealhulgas piiritilese
taaskasutamise suhtes.

Kui avaliku sektori asutus kasutab andmeid vdi dokumente oma &ritegevuses, mis ei
kuulu tema avalik-Giguslike Ulesannete hulka, kohaldatakse selleks tegevuseks
andmete v6i dokumentide valjastamise suhtes samu tasusid ja muid tingimusi, mis
kehtivad teistele taaskasutajatele.

Artikkel 32k
Ainudigused

Andmete vOi dokumentide taaskasutamine on avatud koigile potentsiaalsetele
turuosalistele, isegi juhul, kui vdhemalt (ks turuosaline juba pakub nendel andmetel
vOi dokumentidel péhinevaid lisavaartusega tooteid. Keelatud on andmete voi
dokumentide taaskasutamist kasitlevad kokkulepped ja muud korraldused vdi tavad,
mille eesméark voi tulemus on ainubiguste andmine v6i andmete v6i dokumentide
taaskasutamise piiramine selliste isikute puhul, kes ei ole kdnealuste kokkulepete,
korralduste voi tavade osalised.

Erandina I8ikest 1, kui ainudigus on vajalik tldhuviteenuse osutamiseks, voib sellise
Oiguse anda teenuse osutamiseks voi toote tarnimiseks vajalikul maaral jargmistel
tingimustel:

a) ainubigus antakse haldusakti vOi lepingupdhise kokkuleppega vastavalt
kohaldatavale liidu ja liikmesriigi digusele ning koosk6las labipaistvuse,
vordse kohtlemise ja mittediskrimineerimise pdhimdttega;

b)  ainudiguse andmise kokkulepe, sealhulgas pdhjendus selle kohta, miks on vaja
selline Bigus anda, on labipaistev ja see tehakse veebis avalikult kattesaadavaks
vormis, mis on vastavuses asjakohase riigihankeid kasitleva liidu 6igusega ja
liilkmesriigi Gigusega;

c) vaélja arvatud juhul, kui on tegemist kultuurivarade digiteerimisega seotud
ainudigustega, tuleb 2.jao kohaldamisalasse kuuluvate andmete ja
dokumentide suhtes ainudiguste andmise po6hjendatus korrapéraselt labi
vaadata ning igal juhul vaadatakse see 1abi iga kolme aasta jarel;

d)  16. juulil 2019 vOi pdrast seda kuupéeva sdlmitud ainudiguste kokkulepped
tehakse veebis avalikult kattesaadavaks vahemalt kaks kuud enne nende
joustumist. Selliste kokkulepete 16plikud tingimused peavad olema l&bipaistvad
ja need tehakse veebis avalikult kattesaadavaks.

Erandina 10ikest 1 ei Uleta kultuurivarade digiteerimisega seotud ainudiguse kestus
uldiselt kiimmet aastat. Kui see ajavahemik tletab kiimmet aastat, peab selle kestus
olema kooskdlas kohaldatava liidu ja litkmesriigi digusega ning see vaadatakse 1abi
11. aastal ja vajaduse korral seejarel iga seitsme aasta tagant.

Kui kultuurivarade digiteerimiseks on antud 18ikes 3 osutatud ainudigus, antakse
asjaomasele avaliku sektori asutusele kokkuleppe osana digiteeritud kultuurivarade
tasuta koopia. Konealune koopia tehakse ainudiguse kestuse 16ppemisel
taaskasutamiseks kattesaadavaks.
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Teatavatesse kategooriatesse kuuluvate kaitstud andmete taaskasutamise ainudiguse
kestus ei tohi olla pikem kui 12 kuud. Lepingu sdlmimise korral on lepingu kestus
vordne ainudiguse kestusega.

Kokkulepped vo6i muud korraldused voi tavad, millega ei anta kill selgelt ainudigust,
kuid mille eesmérk on piirata vdi mille puhul v6ib p8hjendatult eeldada, et need
piiravad 2. jaoga hdlmatud andmete ja dokumentide kattesaadavust taaskasutamiseks
muude isikute poolt kui sellise kokkuleppe osalised, tehakse veebis avalikult
kattesaadavaks vahemalt kaks kuud enne nende joustumist. Nimetatud Giguslike
meetmete ja praktiliste vahendite mdju andmete taaskasutamiseks kéttesaadavusele
vaadatakse labi korrapéaraselt ja igal juhul iga kolme aasta tagant. Selliste meetmete
I6plikud tingimused peavad olema labipaistvad ja need tehakse veebis avalikult
kattesaadavaks.

Olemasolevate ainudiguslike kokkulepete suhtes kohaldatakse jargmist:

a) 2.jao kohaldamisalasse kuuluvate andmete ja dokumentide suhtes 17. juulil
2013 kehtinud ainudigused, mis ei vasta IGigetes 2 ja 3 satestatud erandite
tingimustele ja mille on sélminud avaliku sektori asutused, I6petatakse lepingu
I6ppemisel ja igal juhul hiljemalt 18. juulil 2043;

b)  2.jao kohaldamisalasse kuuluvate andmete ja dokumentide suhtes 16. juulil
2019 kehtinud ainudigused, mis ei vasta IGigetes 2 ja 3 satestatud erandite
tingimustele ja mille on sGlminud riigi osalusega &ritihingud, IOpetatakse
lepingu 18ppemisel ja igal juhul hiljemalt 17. juulil 2049.

Artikkel 321
Tasu vétmisega seotud Gldp&himotted

2. vOi 3.jao kohaselt voetav tasu peab olema l&bipaistev, mittediskrimineeriv,
proportsionaalne ja objektiivselt p6hjendatud ning see ei tohi piirata konkurentsi.

Andmete voi dokumentide taaskasutamise standardtasude puhul méaaratakse eelnevalt
kindlaks ja avaldatakse, kui see on vb6imalik ja asjakohane, siis elektrooniliselt, tasu
kohaldamise tingimused ja tasu tegelik summa, sealhulgas tasu arvutamise alus.

Kui tegemist on muude taaskasutamise tasudega kui IGikes 1 osutatud tasud,
teatatakse eelnevalt, milliseid tegureid vdetakse nende tasude arvutamisel arvesse.
Taotluse korral teatab selliste andmete vdi dokumentide valdaja ka seda, kuidas need
tasud konkreetse taaskasutamistaotluse puhul arvutati.

Avaliku sektori asutused tagavad, et tasusid saab maksta ka internetis, kasutades
laialdaselt  kattesaadavaid  piiritleseid  makseteenuseid, ilma et kedagi
diskrimineeritaks makseteenuse osutaja asukoha, makseinstrumendi véljastamise
koha vdi maksekonto asukoha péhjal liidus.

Artikkel 32m
Teave Oiguskaitsevahendite kohta

Avaliku sektori asutused tagavad, et andmete vdi dokumentide taaskasutamise taotlejaid
teavitatakse diguskaitsevahenditest, mis on seotud neid mdjutavate otsuste vdi tavadega.
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2. JAGU

AVALIKU SEKTORI AVAANDMETE TAASKASUTAMINE

1. alajagu. Kohaldamisala ja Gldpdhimdtted

Artikkel 32n
Avaliku sektori avaandmete taaskasutamise tldpdhimdtted

Ké&esoleva jao kohaldamisalasse kuuluvaid andmeid ja dokumente v@ib taaskasutada
arilistel voi mitteérilistel eesmarkidel vastavalt 1. jaole ja 2. jao 3. alajaole.

Kui tegemist on andmete vdi dokumentidega, mille intellektuaalomandidigused
kuuluvad raamatukogudele, sealhulgas Ulikoolide raamatukogudele, muuseumidele
ja arhiividele, ning riigi osalusega drithingute valduses olevate andmete v0i
dokumentidega ja kui selliste andmete vdi dokumentide taaskasutamine on lubatud,
vOib neid andmeid v6i dokumente taaskasutada arilistel voi mittedrilistel eesmarkidel
vastavalt 1. jaole ja 2. jao 3. alajaole.

2. alajagu
Taaskasutamistaotlused

Artikkel 320
Taaskasutamistaotluste menetlemine

Avaliku sektori asutused menetlevad taaskasutamistaotlusi elektrooniliselt, kui see
on v@imalik ja asjakohane, ning teevad dokumendi taotlejale taaskasutamiseks
kattesaadavaks, vOi kui on vaja litsentsi, esitavad taotlejale litsentsipakkumise
moistliku aja jooksul, mis peab olema vastavuses andmetele vdi dokumentidele
juurdepaasu taotluste menetlemiseks kehtestatud tahtaegadega.

Kui tahtaegu voi muid andmete v6i dokumentide digeaegset esitamist reguleerivaid
norme ei ole kehtestatud, menetlevad avaliku sektori asutused taotlust ja annavad
andmed vOi dokumendid taotlejale taaskasutamiseks, v&i kui on vaja litsentsi,
esitavad taotlejale litsentsipakkumise niipea kui v@imalik ja igal juhul 20 t66paeva
jooksul alates taotluse saamisest. Seda ajavahemikku vdib mahukate vdi keerukate
taotluste korral pikendada 20 to6pédeva vdrra. Sellistel juhtudel teatatakse taotlejale
niipea kui voimalik ja igal juhul kolme n&dala jooksul alates esialgse taotluse
saamisest, et selle menetlemiseks on vaja lisaaega, ja pohjendatakse seda vajadust.

Araitleva otsuse korral teatavad avaliku sektori asutused taotlejale keeldumise
pbhjused vastavalt asjaomase liikmesriigi juurdepadsukorra asjakohastele satetele voi
kaesoleva mééruse sétetele, eelkdige artikli 32i 18ike 2 punktidele a—c ja artikli 32i
I6ike 3 punktidele a—d voi artiklile 32n (avaliku sektori avaandmete taaskasutamise
uldp6himote). Kui draltleva otsuse aluseks on artikli 32i 18ike 3 punkt d, viitavad
avaliku sektori asutused flusilisele voi juriidilisele isikule, kellele digus kuulub, kui
see on teada, vOi litsentsiandjale, kellelt avaliku sektori asutus on asjakohase
materjali saanud. Raamatukogud, sealhulgas tlikoolide raamatukogud, muuseumid ja
arhiivid, ei ole kohustatud sellist viidet lisama.

Oiguskaitsevahendid hélmavad voéimalust, et otsuse vaatab labi asjakohaste
eriteadmistega erapooletu asutus, nditeks litkmesriigi konkurentsiasutus, asjaomane
andmetele vOi dokumentidele juurdepddsu eest vastutav asutus, maaruse
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(EL) 2016/679 kohaselt loodud jarelevalveasutus voi liikmesriigi kohtuasutus, kelle
otsused on asjaomasele avaliku sektori asutusele siduvad.

Kéesoleva artikli kohaldamiseks votavad liikmesriigid kasutusele praktilised
vahendid, et hdlbustada andmete vOi dokumentide toimivat taaskasutamist. Need
vahendid voivad eelkdige hdlmata viise piisava teabe esitamiseks kéesolevas
madruses satestatud diguste kohta ning vajaliku abi ja juhiste pakkumiseks.

Kéesolevat artiklit ei kohaldata jargnevate (iksuste suhtes:
a)  riigi osalusega aritihingud,

b)  haridusasutused, teadustédga tegelevad organisatsioonid ja teadustood
rahastavad organisatsioonid.

3. alajagu
Taaskasutamise tingimused

Artikkel 32p
Pakutavad vormingud

IIma et see piiraks 5. alajao kohaldamist, teevad avaliku sektori asutused ja riigi
osalusega é&rithingud oma andmed vdi dokumendid ké&ttesaadavaks juba olemas
olevas vormingus v0i keeles, ning kui see on vdimalik ja asjakohane, elektrooniliste
vahendite abil vormingus, mis on avatud, masinloetav, juurdepédésetav, leitav ja
taaskasutatav, koos nende metaandmetega. Nii vorming kui ka metaandmed peavad
vOimaluse korral vastama ametlikele avatud standarditele.

Liikmesriigid julgustavad avaliku sektori asutusi ja riigi osalusega darithinguid
koostama ja kéttesaadavaks tegema kdesoleva jao kohaldamisalasse kuuluvaid
andmeid ja dokumente, jargides kavandatud ja vaikimisi avatuse pdhimaotet.

Ldikest 1 ei tulene avaliku sektori asutustele kohustust luua v6i mugandada andmeid
vOi dokumente v@i teha véljavetteid, et jargida kdnealust I6iget, kui see nduaks
ebaproportsionaalseid joupingutusi, mis ei ole pelgalt lihtsad toimingud.

Avaliku sektori asutustelt ei nduta teatavat liiki dokumentide koostamise ja
talletamise jatkamist selleks, et avaliku vOi erasektori organisatsioon saaks selliseid
andmeid v&i dokumente taaskasutada.

Avaliku sektori asutused teevad dunaamilised andmed taaskasutamiseks
kattesaadavaks kohe parast kogumist selleks sobiva rakendusliidese kaudu ning
asjakohasel juhul hulgiallalaaditud andmetena.

Kui dinaamiliste andmete taaskasutamiseks kattesaadavaks tegemine kohe pérast
nende kogumist, nagu on osutatud 18ikes 5, kéiks avaliku sektori asutusele rahaliselt
ja tehniliselt Ule jou, eeldades seega ebaproportsionaalsete joupingutuste tegemist,
tehakse need dinaamilised andmed taaskasutamiseks kéttesaadavaks sellise aja
jooksul voi selliste ajutiste tehniliste piirangutega, mis ei kahjusta pdhjendamatult
nende andmete majandusliku ja sotsiaalse potentsiaali kasutamist.

Loikeid 1-6 kohaldatakse riigi osalusega &ritihingute valduses olevate olemasolevate
andmete ja dokumentide suhtes, mis on taaskasutamiseks kattesaadavad.

Véartuslikud andmestikud, mis on loetletud vastavalt artikli 32v I6ikele 1, tehakse
taaskasutamiseks kattesaadavaks masinloetavas vormingus selleks sobiva
rakendusliidese kaudu ja asjakohasel juhul hulgiallalaaditud andmestikuna.
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Artikkel 329
Avaliku sektori avaandmete eest tasu votmise pdhimdotted

Ké&esoleva jao kohaldamisalasse kuuluvate andmete ja dokumentide taaskasutamise
eest tasu ei voeta. Avaliku sektori asutusel, kelle valduses andmed on, vdib olla siiski
lubatud selliste andmete vdi dokumentide paljundamisest, esitamisest ja levitamisest
ning isikuandmete anonulmimisest ja driliselt konfidentsiaalse teabe kaitsmiseks
voetud meetmetest tulenevad piirkulud tagasi nduda.

LOiget 1 ei kohaldata jargmiste Uksuste suhtes:

a) avaliku sektori asutused, kes peavad teenima tulu, et katta oluline osa oma
avalik-0iguslike tlesannete tditmisest tulenevatest kuludest;

b)  raamatukogud, sealhulgas tlikoolide raamatukogud, muuseumid ja arhiivid;
c)  riigi osalusega aritihingud.

Liikmesriigid avaldavad 18ike 2 punktis a osutatud avaliku sektori asutuste loetelu
veebis.

Ldike 2 punktides a jac osutatud juhtudel arvutatakse tasude kogusumma vélja
objektiivsete, labipaistvate ja kontrollitavate kriteeriumide alusel. Konealused
kriteeriumid kehtestatavad liikmesriigid. Andmete v6i dokumentide valjastamisest ja
taaskasutamise lubamisest asjaomasel arvestusperioodil saadav kogutulu ei tohi
uletada nende kogumisest, koostamisest, paljundamisest, levitamisest ja andmete
talletamisest tulenevaid kulusid, millele lisandub mdistlik investeeringutulu, ning
asjakohasel juhul isikuandmete anonulmimisest ja ariliselt konfidentsiaalse teabe
kaitsmiseks vOetud meetmetest tulenevaid kulusid. Tasu arvutatakse vastavalt
kohaldatavatele arvestuspdhimaotetele.

Kui tasu votavad 18ike 2 punktis b osutatud avaliku sektori asutused, ei tohi andmete
vOi dokumentide véljastamisest ja taaskasutamise lubamisest asjaomasel
arvestusperioodil saadav kogutulu dletada kulusid, mis tulenevad andmete vOi
dokumentide kogumisest, koostamisest, paljundamisest, levitamisest, andmete
talletamisest, séilitamisest ja diguste valjaselgitamisest ning asjakohasel juhul
isikuandmete anontumimisest ja ariliselt konfidentsiaalse teabe kaitsmiseks vdetud
meetmetest, millele lisandub mdistlik investeeringutulu. Tasu arvutatakse vastavalt
asjaomaste avaliku sektori asutuste suhtes kohaldatavatele arvestuspdhimaotetele.

Avaliku sektori asutused vdivad kehtestada véga suurtele ettevGtjatele andmete ja
dokumentide taaskasutamise eest tasud, mis on ldigetes 1, 4 ja 5 satestatud tasudest
suuremad. Sellised tasud peavad olema proportsionaalsed ja pdohinema objektiivsetel
kriteeriumidel, vottes arvesse majanduslikku voimsust voi tksuse voimet andmeid
hankida, sealhulgas eelkdige maaramist péaasuvalitsejaks méaéruse (EL) 2022/1925
alusel. Lisaks kéaesoleva artikli 16ikes 1 loetletud elementidele vdivad sellised tasud
hdlmata andmete v6i dokumentide kogumise, koostamise, taasesitamise, levitamise
ja séilitamise kulusid ning asjakohasel juhul andmete vG6i dokumentide
anonutmimisest voi nende konfidentsiaalsuse kaitsmiseks voetud meetmetest
tulenevaid kulusid, millele lisandub maistlik investeeringutulu.

Jargmiste andmete taaskasutamine on kasutaja jaoks tasuta:

a)  voOttes arvesse artikli 32v 18ikeid 3, 4 ja 5, vaartuslikud andmestikud, mis on
loetletud vastavalt nimetatud artikli 18ikele 1;

b) artikli 32i I6ike 1 punktis ¢ osutatud teadusandmed.
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Artikkel 32r
Standardlitsentsid

Andmete vBi dokumentide taaskasutamisele ei seata tingimusi, valja arvatud juhul,
kui need tingimused on objektiivsed ja proportsionaalsed, ei ole diskrimineerivad
ning neid saab pdhjendada avaliku huvi eesmargiga.

Kui taaskasutamisele seatakse tingimused, ei tohi need tingimused taaskasutamist
pdhjendamatult piirata ning neid ei tohi kasutada konkurentsi piiramiseks.

Liikmesriikides, kus kasutatakse litsentse, tagavad avaliku sektori asutused, et
avaliku sektori andmete v6i dokumentide taaskasutamise standardlitsentsid, mida
saab konkreetse litsentsitaotluse jaoks kohandada, on ké&ttesaadavad digivormingus
ning neid on voimalik elektrooniliselt tédelda.

Avaliku sektori asutused vdivad kehtestada véga suurtele ettevOtjatele andmete ja
dokumentide taaskasutamise eritingimused. Sellised tingimused peavad olema
proportsionaalsed ja pohinema objektiivsetel kriteeriumidel. Need tingimused
kehtestatakse, vottes arvesse majanduslikku vdimsust v6i Uksuse vdimet andmeid
hankida, sealhulgas eelkdige maaramist péaasuvalitsejaks méaéruse (EL) 2022/1925
alusel.

Artikkel 32s
Praktilised vahendid

Liikmesriigid kasutavad taaskasutamiseks kéattesaadavate andmete ja dokumentide
otsingu hdlbustamiseks praktilisi vahendeid, nditeks peamiste andmete Vvoi
dokumentide loetelusid koos asjaomaste metaandmetega, mis on kattesaadavad
veebis ja masinloetavas vormingus, kui see on vBimalik ja asjakohane, ja portaale,
milles on lingid sellistele loeteludele. VVdimaluse korral hélbustavad liikmesriigid
andmete ja dokumentide keeltevahelist otsingut, vdimaldades eelkdige metaandmete
koondamist liidu tasandil.

Liikmesriigid innustavad ka avaliku sektori asutusi kasutama praktilisi vahendeid,
mis holbustaksid taaskasutamiseks kéttesaadavate andmete vOi dokumentide
séilitamist.

Liikmesriigid jatkavad koostdts komisjoniga joupingutuste tegemist, et lihtsustada
juurdepaasu andmestikele, eelkdige luues Uhtse juurdepddsupunkti ning tehes jark-
jargult kattesaadavaks avaliku sektori asutuste valduses olevad sobivad andmestikud
koikidest andmetest voi dokumentidest, mille suhtes k&esolevat jagu kohaldatakse,
samuti liidu institutsioonide valduses olevatele andmetele, seda vormingus, mis on
juurdepdaéasetav, kergesti leitav ja taaskasutatav elektrooniliste vahendite abil.

4. alajagu
Teadusandmed
Artikkel 32t
Teadusandmed

Liikmesriigid toetavad teadusandmete kattesaadavust ning kehtestavad selleks
riigisisesed pohimdtted ja asjaomased meetmed, et muuta avaliku sektori rahastatud
teadusandmed vaikimisi avatuse pohimotet jargides vabalt kittesaadavaks (,,avatud
juurdepddsu pohimote™) ja FAIR-pGhimotetega Uhilduvaks. Seejuures voetakse
intellektuaalomandi Oigusi, isikuandmete kaitset, konfidentsiaalsust, turvalisust ja
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Oigustatud arihuvisid arvesse kooskolas pohimoéttega ,,nii avatud kui voimalik, nii
suletud kui wvajalik”. Avatud juurdepddsu pdohimdte on suunatud teadustdoga
tegelevatele organisatsioonidele ja teadust6od rahastavatele organisatsioonidele.

IIma et see piiraks artikli 32n 18ike 3 punkti d kohaldamist, peavad teadusandmed
olema vastavalt 1. jaole ning 2. jao 3. alajaole &rilistel ja mittedrilistel eesmarkidel
taaskasutatavad, juhul kui nende andmete loomist on rahastanud avalik sektor ning
teadlased, teadustédga tegelevad organisatsioonid vOi teadustddd rahastavad
organisatsioonid on need institutsiooni- vOi teemapdhise hoidla kaudu juba avalikult
kattesaadavaks teinud. Seejuures vOetakse arvesse diguspéraseid arihuve,
teadmussiirde valdkonna tegevust ja varem olemas olnud intellektuaalomandidigusi.

5. alajagu
Vaartuslikud andmestikud

Artikkel 32u
Véaartuslike andmestike temaatilised kategooriad
Vaartuslike andmestike temaatilised kategooriad on satestatud I lisas.

Komisjonil on 0Oigus votta kooskolas artikli 45 10ikega 2a vastu delegeeritud
digusakte I lisa muutmiseks, et lisada sinna vaartuslike andmestike uusi temaatilisi
kategooriaid, mis kajastavad tehnoloogia ja turgude arengut.

Artikkel 32v

Teatavad vaartuslikud andmestikud ning nende avaldamise ja taaskasutamise kord

Komisjon votab vastu rakendusaktid, milles satestatakse loetelu teatavatest
vaartuslikest andmestikest, mis kuuluvad | lisas esitatud kategooriatesse ning on
avaliku sektori asutuste ja riigi osalusega arithingute valduses nende andmete voi
dokumentide hulgas, mille suhtes kohaldatakse kdesolevat jagu.

Konealused vaartuslikud andmestikud peavad olema
a) tasuta kattesaadavad, kui l8ikest 3, 4 vOi 5 ei tulene teisiti;
b)  masinloetavad;
c)  rakendusliideste kaudu esitatavad ja
d) asjakohasel juhul hulgiallalaaditavad.

Rakendusaktidega vdidakse tépsustada véartuslike andmestike avaldamise ja
taaskasutamise  korda. Konealune kord peab olema kooskdlas avatud
standardlitsentsidega.

See kord vOib hdlmata taaskasutamise, andmevormingute ja metaandmete suhtes
kohaldatavaid tingimusi ning levitamise tehnilist korda. Liikmesriikide tehtud
investeeringuid avaandmete l&henemisviisidesse, nditeks teatavate standardite
arendamisse ja kasutuselevotmisse tehtud investeeringuid, vOetakse arvesse ja
hinnatakse vorreldes loetellu kaasamisest tuleneva vdimaliku kasuga.

Nimetatud rakendusaktid voetakse vastu kooskdlas artikli 46 16ikes 2 osutatud
kontrollimenetlusega.

Teatavate vaartuslike andmestike kindlaksmadramine vastavalt 18ikele 1 pdhineb
nende potentsiaalil
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a) luua olulisi sotsiaal-majanduslikke voi keskkonnaga seotud huvesid ja
innovaatilisi teenuseid;

b)  tuua kasu suurele arvule kasutajatele, eelkdige VKEdele ja vdikestele
keskmise turukapitalisatsiooniga ettevotjatele;

c) aidata saada tulu ja
d)  kombineerida neid teiste andmestikega.

Komisjon korraldab selliste véartuslike andmestike valjaselgitamise eesmérgil
asjakohaseid konsultatsioone, sealhulgas eksperditasandil, viib 1dbi m&juhindamise
ning tagab andmete ja dokumentide taaskasutamise kusimuses taiendavuse
olemasolevate Gigusaktide, naiteks Euroopa Parlamendi ja ndukogu direktiiviga
2010/40/EL. Mdjuhinnangus tuleb esitada kulude-tulude analiitis ning analts selle
kohta, kas vaartuslike andmestike tasuta pakkumisel selliste avaliku sektori asutuste
poolt, kes peavad teenima tulu, et katta oluline osa oma avalik-diguslike Ulesannete
taitmisest tulenevatest kuludest, oleks oluline mdju asjaomaste asutuste eelarvele.
Riigi osalusega éritihingute valduses olevate vaartuslike andmestike puhul
pOoratakse moju hindamise kaigus erilist tdhelepanu riigi osalusega &ritihingute
rollile konkurentsip&hises majanduses.

Erandina 10ike 1 teise 10igu punktista tuleb konealuses [6ikes nimetatud
rakendusaktides satestada, et vaartuslike andmestike tasuta kéttesaadavust ei
kohaldata riigi osalusega drilihingute valduses olevate teatavate vaartuslike
andmestike suhtes, kui see pdhjustaks asjaomastel turgudel konkurentsimoonutusi.

LOike 1 teise 18igu punkti a kohast vadrtuslike andmestike tasuta k&ttesaadavaks
tegemise nduet ei kohaldata raamatukogude, sealhulgas ulikooliraamatukogude,
muuseumide ja arhiivide puhul.

Juhul kui vaartuslike andmestike tasuta kéttesaadavaks tegemine selliste avaliku
sektori asutuste poolt, kes peavad teenima tulu, et katta oluline osa oma avalik-
Oiguslike (lesannete taitmisest tulenevatest kuludest, avaldaks olulist mdju
asjaomaste asutuste eelarvele, voivad liikmesriigid vabastada need asutused kuni
kaheks aastaks parast I6ike 1 kohaselt vastu vodetud asjakohase rakendusakti
joustumist kohustusest teha vaartuslikud andmestikud tasuta kattesaadavaks.

3. jagu

Avaliku sektori asutuste valduses olevate teatavatesse kategooriatesse kuuluvate

1)

kaitstud andmete taaskasutamine

Artikkel 32w
Taaskasutamise tingimused

Avaliku sektori asutused, kes on liikmesriigi 0Oiguse alusel padevad andma
taaskasutamise eesmargil juurdepddsu teatavatesse kategooriatesse kuuluvatele
kaitstud andmetele vdi dokumentidele v6i juurdepéédsu andmisest keelduma, teevad
artiklis 32aa osutatud Uhtse teabepunkti kaudu Uldsusele kattesaadavaks sellise
taaskasutamise lubamise tingimused ja taaskasutamise taotlemise korra. Neid vdivad
taaskasutamise eesmargil juurdepadsu andmisel voi sellest keeldumisel aidata
artikli 32z 16ikes 1 osutatud padevad asutused.

Liikmesriigid tagavad, et avaliku sektori asutused on varustatud kaesoleva artikli ja
artikli 32x jargimiseks vajalike ressurssidega.

44

ET



ET

(2)

©)

(4)

Andmete vOi dokumentide taaskasutamine ei mdjuta nende andmete VvOi
dokumentide kaitstust ja on lubatud tksnes:

a)  kooskdlas intellektuaalomandi 6igustega;

b)  juhul, kui taaskasutamise lubamise tulemusena ei avalikustata andmeid, mida
kasitatakse drisaladust voi statistiliste andmete konfidentsiaalsust kasitlevate
liidu voi liikmesriigi Gigusaktide kohaselt konfidentsiaalsena, vélja arvatud
juhul, kui selline taaskasutamine on lubatud andmesubjekti ndusolekul vdi
andmevaldaja loal vastavalt 16ikele 5;

C) kooskdlas méérusega (EL) 2016/679.

Selleks et tagada lGikes 2 osutatud Kaitstuse sailimine, vOivad avaliku sektori
asutused kehtestada jargmised néuded:

a) andmete vOi dokumentide taaskasutamiseks antakse Oigus vaid juhul, kui
avaliku sektori asutus voi padev asutus on taaskasutamise taotluse saamisel
taganud, et

i) need andmed v6i dokumendid on anonlumitud, Kkui tegemist on
isikuandmetega;

i)  need andmed vdi dokumendid on isikuandmete osas muul viisil ette
valmistatud;

iii) neid andmeid v6i dokumente on muudetud, koondatud v&i nende suhtes
on rakendatud muud aimatavuse kontrolli meetodit, kui tegemist on
ariliselt  konfidentsiaalse teabega, sealhulgas é&risaladustega Vvoi
intellektuaalomandi Gigustega kaitstud sisuga;

b)  andmetele vBi dokumentidele juurdepéés ja nende taaskasutamine vérgu kaudu
peab toimuma turvalises tootlemiskeskkonnas, mida pakub vdi kontrollib
avaliku sektori asutus;

c)  kui kaugjuurdepdésu ei saa vdimaldada kolmandate isikute digusi ja huvisid
ohtu seadmata, peab andmetele vdi dokumentidele juurepdds ja nende
taaskasutamine toimuma ruumides, kus asub turvaline tootlemiskeskkond,
kooskdlas rangete turvastandarditega.

Esimese 10igu punktia alapunktisi lubatud taaskasutamise korral kohaldatakse
andmete vOi dokumentide taaskasutamise suhtes 2. jaos sétestatud avaliku sektori
avaandmeid kasitlevaid norme. See ei piira artikli 32y kohaldamist, mis on
vastuolude korral Glimuslik.

Esimese 10igu punktide b jac kohaselt lubatud taaskasutuse puhul kehtestavad
avaliku sektori asutused tingimused, mis tagavad Kkasutatava turvalise
tootlemiskeskkonna tehniliste susteemide toimimise tervikluse.

Avaliku sektori asutus jatab endale OGiguse andmete vOi dokumentide Kaitse
tervikluse sdilitamiseks kontrollida taaskasutaja poolt andmete vdi dokumentide
tootlemise protsessi, vahendeid ja koOiki tulemusi. Samuti jatab ta endale Giguse
keelata selliste tulemuste kasutamine, milles sisalduv teave seab ohtu kolmandate
isikute digused ja huvid. Otsus keelata tulemuste kasutamine peab olema taaskasutaja
jaoks arusaadav ja l&bipaistev.

Kui litkmesriigi digus ei née ette konkreetseid kaitsemeetmeid seoses teatavatesse
kategooriatesse kuuluvate kaitstud andmete taaskasutamise puhul kohaldatavate
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konfidentsiaalsuskohustustega, siis seab avaliku sektori asutus 10ike 3 kohaselt
esitatud andmete vGi dokumentide taaskasutamise tingimuseks, et taaskasutaja peab
jargima konfidentsiaalsuskohustust, millega keelatakse sellise kolmandate isikute
Oigusi ja huve ohustava teabe avalikustamine, mille taaskasutaja voib olla saanud
hoolimata kehtestatud kaitsemeetmetest. Isikustamata andmete loata taaskasutamise
puhul on taaskasutaja kohustatud viivituseta teavitama futsilisi voi juriidilisi isikuid,
kelle digusi voi huvisid see vBib mdjutada, kasutades vajaduse korral avaliku sektori
asutuse abi.

Kui andmete v6i dokumentide taaskasutamist ei saa vastavalt l8igetele 3 ja 4
vOimaldada, on taaskasutamine vdimalik ainult jargmistel juhtudel:

a)  andmesubjekti ndusolekul, kui andmete edastamiseks ei ole muud Giguslikku
alust kui andmesubjekti ndusolek vastavalt méérusele (EL) 2016/679;

b)  selliste andmevaldajate loal, kelle Gigusi ja huve v@ib selline taaskasutamine
mdjutada.

Avaliku sektori asutus teeb kooskdlas liidu ja liikmesriigi digusega kOik endast
oleneva, et osutada abi vdimalikele taaskasutajatele selliste andmesubjektide
ndusoleku voi selliste andmevaldajate loa taotlemisel, kelle Gigusi ja huvisid vib
niisugune taaskasutamine mojutada, kui see on vdimalik ilma, et sellest tuleneks
ebaproportsionaalne koormus avaliku sektori asutusele.

Kui avaliku sektori asutus osutab sellist abi, vdivad teda aidata artiklis 32z osutatud
padevad asutused.

Artikkel 32x

Nduded seoses isikustamata andmete edastamisega taaskasutajate poolt kolmandatesse

riikidesse

Kui taaskasutaja kavatseb edastada teatavatesse kategooriatesse kuuluvaid kaitstud
isikustamata andmeid kolmandasse riiki, siis teavitab ta avaliku sektori asutust oma
kavatsusest edastada sellised andmed ja sellise edastamise eesmaérgist andmete
taaskasutamise taotlemise ajal. Andmevaldaja loal toimuva taaskasutamise korral
teavitab taaskasutaja fulsilist vdi juriidilist isikut, kelle digusi ja huve
taaskasutamine voib mdjutada, kdnealusest kavatsusest, eesmargist ja asjakohastest
kaitsemeetmetest, kasutades vajaduse korral avaliku sektori asutuse abi. Avaliku
sektori asutus lubab taaskasutamist tksnes juhul, kui fliusiline voi juriidiline isik
annab edastamiseks loa.

Avaliku sektori asutused edastavad isikustamata konfidentsiaalseid Vi
intellektuaalomandi Gigustega kaitstud andmeid taaskasutajale, kes kavatseb edastada
need andmed kolmandasse riiki, mis ei kuulu 18ike 7 kohaselt kindlaks maé&ratud
riikide hulka, tksnes juhul, kui taaskasutaja votab lepingulise kohustuse

a) tdita vastavalt intellektuaalomandi digustele ning &risaladust voi statistiliste
andmete konfidentsiaalsust kasitlevale liidu v6i liikmesriigi  digusele
kehtestatud kohustusi isegi pérast seda, kui andmed on edastatud kolmandasse
riiki;

b) tunnistada andmeid edastava avaliku sektori asutuse liikmesriigi kohtute
padevust mis tahes vaidluse puhul, mis puudutab intellektuaalomandi Giguste
ning arisaladust ja statistiliste andmete konfidentsiaalsust kasitleva liidu voi
liikmesriigi Giguse jargimist.
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Komisjon vdib votta vastu rakendusakte, milles sétestatakse standardsed
lepingutingimused kaesoleva artikli 18ikes 2 osutatud kohustuste taitmiseks.
Nimetatud rakendusaktid voetakse vastu kooskdlas artikli 46 8ikes 2 osutatud
kontrollimenetlusega.

Avaliku sektori asutused annavad vajaduse korral ja oma vlimete piires
taaskasutajatele suuniseid ja abi seoses I6ikes 2 osutatud kohustuste tditmisega.

Kui seda Gigustab markimisvadrne arv taotlusi kogu liidus seoses isikustamata
andmete taaskasutamisega teatavates kolmandates riikides, vdib komisjon votta vastu
rakendusakte, milles kinnitatakse, et kolmanda riigi Gigus- ja jarelevalve- ning
taitmise tagamise kord vastab jargmistele tingimustele:

a) see tagab intellektuaalomandi ja drisaladuste kaitse viisil, mis on sisuliselt
samavaarne liidu diguse kohaselt tagatud kaitsega;

b)  seda kohaldatakse ja taidetakse tdhusalt ning
c) sellega on ette ndhtud tdhusad diguskaitsevahendid.

Nimetatud rakendusaktid voetakse vastu kooskdlas artikli 46 10ikes 2 osutatud
kontrollimenetlusega.

Konkreetsete liidu seadusandlike aktidega vOidakse lugeda teatavad avaliku sektori
asutuste valduses olevad isikustamata andmete kategooriad kaesoleva artikli
kohaldamisel véga tundlikeks, kui nende edastamine kolmandatesse riikidesse v@ib
seada ohtu liidu avaliku poliitika eesmérgid (nditeks ohutuse ja rahvatervise) voi
pdhjustada isikustamata ja anonliumitud andmete tagasituvastuse riski. Kui selline
Oigusakt vastu voetakse, votab komisjon kooskdlas artikliga 45 vastu delegeeritud
Oigusakte, et tdiendada kéesolevat maarust, sdtestades eritingimused, mis kehtivad
selliste andmete kolmandatesse riikidesse edastamise puhul.

Kui esimeses 18igus osutatud konkreetse liidu seadusandliku aktiga seda ndutakse,
siis vOivad sellised eritingimused hdlmata edastamise suhtes kohaldatavaid tingimusi
vOi sellega seotud tehnilist korda, piiranguid seoses andmete taaskasutamisega
kolmandates riikides voi isikute kategooriatega, kellel on digus selliseid andmeid
kolmandatesse riikidesse edastada, VvOi erandjuhtudel piiranguid seoses
kolmandatesse riikidesse edastamisega.

Taaskasutaja, kellele on antud digus isikustamata andmeid taaskasutada, v@ib
andmeid edastada ainult neisse kolmandatesse riikidesse, mille puhul on tdidetud
IGigetes 2, 4 ja 5 satestatud tingimused.

Artikkel 32y
Tasud

Teatavatesse kategooriatesse kuuluvate kaitstud andmete taaskasutamist lubavad
avaliku sektori asutused vOivad votta tasu selliste andmete taaskasutamise lubamise
eest.

Kui avaliku sektori asutused kohaldavad tasusid, votavad nad meetmeid, et pakkuda
stiimuleid teatavatesse kategooriatesse kuuluvate kaitstud andmete taaskasutamiseks
mittedrilistel eesmarkidel, nditeks teadusuuringuteks, ning idufirmade, VKEde ja
vaikeste keskmise turukapitalisatsiooniga ettevdtjate poolt kooskdlas riigiabi
eeskirjadega. Sellega seoses voOivad avaliku sektori asutused teha andmed
kattesaadavaks ka vaiksema tasu eest v0i tasuta, eelkdige idufirmadele, VKEdele ja
vaikestele keskmise turukapitalisatsiooniga ettevdtjatele, kodanikulihendustele ning
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teadus- ja haridusasutustele. Selleks voivad avaliku sektori asutused koostada loetelu
selliste taaskasutajate kategooriatest, kellele tehakse andmed vdi dokumendid
kattesaadavaks véiksema tasu eest vOi tasuta. Loetelu ja selle koostamise
kriteeriumid avalikustatakse.

Tasud tulenevad kuludest, mis on seotud teatavatesse kategooriatesse kuuluvate
kaitstud andmete taaskasutamise taotluste menetlemisega, ja piirduvad vajalike
kuludega seoses

a)  andmete reprodutseerimise, esitamise ja levitamisega;
b)  Giguste saamisega;

c) isikuandmete ja &risaladuse alla kuuluvate andmete anontumimise vdi muul
viisil ettevalmistamisega, nagu on satestatud artikli 32w (,,Taaskasutamise
tingimused*) 16ikes 3;

d) turvalise tootlemiskeskkonna séilitamisega;

e) avaliku sektori valistelt kolmandatelt isikutelt k&esoleva jao kohaselt
taaskasutamise lubamise 0Giguse omandamisega ning taaskasutajate
abistamisega selliste andmesubjektide ndusoleku ja andmevaldajate loa
taotlemisel, kelle 6igusi ja huve vBib kdnealune taaskasutamine mdjutada.

Liikmesriigid kehtestavad tasude arvutamise kriteeriumid ja metoodika ning
avaldavad need. Avaliku sektori asutus avaldab kulude poéhikategooriate ja kulude
jaotamisel kasutatud reeglite kirjelduse.

Avaliku sektori asutused vdivad nduda véga suurtelt ettevotjatelt kdesoleva artikli
I6igete 2 ja3 kohaselt lubatust suuremaid tasusid, tuginedes objektiivsetele
kriteeriumidele ja vOttes arvesse ettevotja majanduslikku voimsust vBi vOimet
andmeid hankida, sealhulgas eelkdige mé&aramist péaésuvalitsejaks madruse
(EL) 2022/1925 alusel. Ko&ik selliselt arvutatud tasud peavad olema
proportsionaalsed. Lisaks kaesoleva artikli I6ikes 3 loetletud elementidele voivad
sellised tasud hdlmata andmete kogumise ja koostamise kulusid, millele lisandub
maistlik investeeringutulu.

Artikkel 32z
Padevad asutused

Iga liikmesriik maérab kéesolevas artiklis osutatud Glesannete téitmiseks artikli 37
IGike 1 kohaselt ihe v6i mitu pé&devat asutust, kes vdivad olla padevad konkreetses
sektoris, kuid peavad Uhiselt h6lmama koiki sektoreid, et abistada avaliku sektori
asutusi, kes annavad taaskasutamise eesmaérgil juurdepddsu teatavatesse
kategooriatesse kuuluvatele kaitstud andmetele voi keelavad sellise juurdepaasu.
Liikmesriigid vOivad asutada the vOi mitu uut padevat asutust vOi tugineda
olemasolevatele avaliku sektori asutustele voi avaliku sektori asutuste sisetalitustele,
mis vastavad kéesolevas jaos satestatud tingimustele.

Padevatele asutustele vdidakse anda samuti digus anda taaskasutamise eesmérgil
juurdepads teatavatesse kategooriatesse kuuluvatele kaitstud andmetele kooskdlas
liidu vdi liikmesriigi 6igusega, mis ndeb ette sellise juurdepddsu andmise. Kui need
padevad asutused annavad taaskasutamise eesmargil juurdepéésu voi keelavad selle,
kohaldatakse nende suhtes artikleid 32k, 32w, 32x, 32y ja 32ab.

Padevatel asutustel peavad olema piisavad 8iguslikud, rahalised ja tehnilised
vahendid ning inimressursid, et tdita neile méaératud tlesandeid, sealhulgas vajalikud
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tehnilised teadmised, mis vdimaldavad jargida asjakohast liidu v@i liikmesriigi digust
seoses artikli 2 punktis 54 osutatud teatavatesse kategooriatesse kuuluvatele kaitstud
andmetele juurdepaasu korraga.

LOikes 1 osutatud abistamise raames vdidakse vastavalt vajadusele

a)  pakkuda tehnilist tuge, tehes kattesaadavaks turvalise todtlemiskeskkonna, et
vOimaldada juurdepaasu andmete voi dokumentide taaskasutamise eesmargil,

b) anda juhiseid ja tehnilist tuge selle kohta, kuidas andmeid kdige paremini
struktureerida ja séilitada, et teha need andmed vOi dokumendid kergesti
kattesaadavaks;

c) pakkuda anontimimise, pseudonliumimise ja eraelu puutumatuse séilitamise
tipptasemel meetodite jaoks tehnilist tuge, mis ei piirdu isikuandmetega, vaid
hdlmab ka dariliselt konfidentsiaalset teavet, sealhulgas drisaladusi voi
intellektuaalomandi Gigustega kaitstud sisu;

d) osutada avaliku sektori asutustele vajaduse korral abi taaskasutajate toetamisel
seoses andmesubjektidelt ndusoleku v6i andmevaldajatelt loa taotlemisega
andmete taaskasutamiseks kooskdlas nende konkreetsete otsustega, muu hulgas
seoses jurisdiktsiooniga, kus andmete tootlemist kavandatakse, ning osutada
avaliku sektori asutustele abi tehniliste mehhanismide loomisel, mis
vBimaldavad edastada taaskasutajate taotlusi ndusolekuks vdi loaks, kui see on
praktiliselt teostatav;

e) osutada avaliku sektori asutustele abi seoses taaskasutaja poolt artikli 32x
IGike 2 kohaselt voetud lepinguliste kohustuste piisavuse hindamisega.

Artikkel 32aa
Uhtne teabepunkt

Iga litkmesriik madrab Uhtse teabepunkti. See teabepunkt teeb kattesaadavaks
kergesti juurdepaasetava teabe artiklite 32w, 32x ja 32y kohaldamise kohta.

Uhtne teabepunkt on padev votma vastu paringuid voi taotlusi teatavatesse
kategooriatesse kuuluvate kaitstud andmete taaskasutamiseks ja edastab need — kui
see on vOimalik ja kohane, siis automaatsete vahenditega — pdadevatele avaliku
sektori asutustele voi artikli 32z 16ikes 1 osutatud padevatele asutusele, kui see on
asjakohane.

Uhtne teabepunkt vib VKEde, viikeste keskmise turukapitalisatsiooniga ettevdtjate,
idufirmade ja teadusasutuste jaoks luua eraldi, lihtsustatud ja hasti dokumenteeritud
teabekanali, et tegeleda nende vajaduste ja vOimalustega artikli 2 punktis 54 osutatud
andmekategooriate taaskasutamise taotlemise puhul.

Uhtne teabepunkt teeb elektrooniliste vahendite kaudu kattesaadavaks otsinguid
vOimaldava peamiste dokumentide loetelu, mis sisaldab (ilevaadet kdigi
olemasolevate dokumentide allikate kohta, sealhulgas vajaduse korral selliste
dokumentide allikate kohta, mis on kattesaadavad valdkondlikest, piirkondlikest voi
kohalikest teabepunktidest, ning kus on esitatud olemasolevaid andmeid voi
dokumente kirjeldav asjakohane teave, sealhulgas vahemalt andmete vormingu,
mahu ja nende taaskasutamise tingimuste kohta.
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(5)

1)

()

(3)

19.

(1)

(2)
(3)

20.

Komisjon loob Euroopa (htse juurdepdasupunkti, mis pakub riiklikes Uhtsetes
teabepunktides kattesaadavate andmete vOi dokumentide otsinguid vOimaldavat
elektroonilist registrit ja lisateavet selle kohta, kuidas nende uhtsete riiklike
teabepunktide kaudu andmeid vdi dokumente taotleda.

Artikkel 32ab
Taaskasutamistaotluste menetlemine

Kui liikmesriigi Oiguse kohaselt ei ole kehtestatud luhemaid tahtaegu, votavad
padevad avaliku sektori asutused vdi artikli 32z 18ikes 1 osutatud pédevad asutused
teatavatesse kategooriatesse kuuluvate kaitstud andmete taaskasutamise taotlust
késitleva otsuse vastu kahe kuu jooksul alates taotluse kattesaamise kuupaevast.

Aarmiselt ulatuslike ja keerukate taaskasutamistaotluste puhul voidakse kdnealust
kahekuulist téhtaega pikendada kuni 30 pdeva vorra. Sellisel juhul teatatavad
padevad avaliku sektori asutused vdi artikli 32z 18ikes 1 osutatud p&devad asutused
taotlejale esimesel vdimalusel, et menetlemiseks vajatakse rohkem aega, ning
lisatakse viivituse pGhjendused.

Koigil fadsilistel ja juriidilistel isikutel, keda 18ikes 1 osutatud otsus otseselt
mdjutab, on Gigus mdjusale diguskaitsele asjaomase asutuse asukoha liikmesriigis.
Oigus 6Giguskaitsele sétestatakse liikmesriigi Giguses ja see hdlmab vdimalust, et
otsuse vaatab l&bi asjakohaste eriteadmistega erapooletu asutus, nditeks litkmesriigi
konkurentsiasutus, asjaomane dokumentidele juurdepddsu eest vastutav asutus,
méaaruse (EL) 2016/679 kohaselt loodud jarelevalveasutus vOi liikmesriigi
kohtuasutus, kelle otsused on asjaomasele avaliku sektori asutusele voi péadevale
asutusele siduvad.

Artikkel 38 asendatakse jargmisega:

ollma et see piiraks muude haldus- vOi Oiguskaitsevahendite kohaldamist, on
fldsilistel ja juriidilistel isikutel digus esitada kas individuaalselt v8i kohasel juhul
kollektiivselt kaebus

a) oma alalise elukoha, to6koha vdi asukoha liikmesriigi asjaomasele péadevale
asutusele, kui nad on leiavad, et nende kdesolevast méarusest tulenevaid digusi
on rikutud;

b)  kdigis k&esoleva madruse kohaldamisalasse kuuluvates kiisimustes konkreetselt
tunnustatud andmevahendusteenuse osutaja vOi tunnustatud
andmealtruismiorganisatsiooni vastu andmevahendusteenuste registreerimise
eest vastutavale asjaomasele padevale asutusele vOi
andmealtruismiorganisatsioonide registreerimise eest vastutavale asjaomasele
péadevale asutusele.

Andmekoordinaator esitab taotluse korral fulsilistele ja juriidilistele isikutele kogu
teabe, mis on neile vajalik kaebuse esitamiseks asjaomasele padevale asutusele.

Padev asutus, kellele kaebus esitati, teavitab kooskdlas litkmesriigi 6igusega kaebuse
esitajat

a)  menetlemise kaigust ja tehtud otsusest ning
b) artikliga 39 ette ndhtud diguskaitsevahenditest.*
Artiklisse 40 lisatakse 18ige 6:
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21.

22.

1)

)

(3)
(4)

23.

1)

24,

,,0. Kéesolevat artiklit ei kohaldata VIic peatiiki suhtes.*

Artikli 41 jarele lisatakse jargmine pealkiri:
,JXa PEATUKK

Euroopa Andmeinnovatsiooninbukogu“.
Lisatakse jargmine artikkel 41a:
,Artikkel 41a
Euroopa Andmeinnovatsioonindukogu

Euroopa Andmeinnovatsioonindukogu luuakse, et see ndustaks ja abistaks komisjoni
kéesoleva méaruse téitmise tagamise koordineerimisel ning tegutseks Euroopa
andmemajanduse ja -poliitika arendamisel aruteluplatvormina.

Euroopa Andmeinnovatsioonindukogu koosseisu kuuluvad véhemalt andmetega
seotud kusimustes p&devad liikmesriikide esindajad, k&esoleva mééaruse II, 111, V,
Vlla ja Vllc peatiki tditmise tagamise eest vastutavate padevate asutuste, Euroopa
Andmekaitsendukogu, Euroopa Andmekaitseinspektori ja ENISA esindajad ning ELi
VKEde saadik v8i VKEde saadikute vdrgustiku nimetatud esindaja. Komisjon vdib
otsustada lisada tdiendavaid liikmete kategooriaid. Uksikekspertide nimetamisel
pluab komisjon saavutada konealuse rihma liikmete soolise ja geograafilise
tasakaalu.

Komisjon otsustab erinevate koosseisude (le, kes tdidavad Euroopa
Andmeinnovatsioonindukogu tlesandeid.

Euroopa Andmeinnovatsioonindukogu koosolekute eesistuja on komisjon.*
Artikkel 42 asendatakse jargmisega:
»Artikkel 42
Euroopa Andmeinnovatsioonindukogu roll

Euroopa Andmeinnovatsiooninbukogu toetab kéaesoleva madruse jarjepidevat
kohaldamist sellega, et teeb jargmist:

a) toimib andmepoliitika, andmehalduse, rahvusvaheliste andmevoogude ja
Euroopa andmemajandusega seotud valdkondadevaheliste suundumuste (le
peetavate strateegiliste arutelude foorumina;

b) ndustab ja abistab komisjoni seoses péadevate asutuste jarjepidevate tavade
valjatootamisega I, 111, V, VII, Vlla ja VlIc peatlki taitmise tagamisel;

c) holbustab pé&devate asutuste vahelist koostédd suutlikkuse suurendamise ja
teabevahetuse kaudu;

d) edendab liikmesriikide vahel kogemuste ja heade tavade vahetamist avaliku
sektori teabe taaskasutamise valdkonnas koost0ts teiste asjaomaste
valitsusasutustega.

Artiklit 45 muudetakse jargmiselt:
a)  10ige 2 asendatakse jargmisega:
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25.

26.

b)

,,2. Artikli 29 18ikes 7, artikli 32u 18ikes 2 ja artikli 33 18ikes 2 osutatud digus
votta vastu delegeeritud digusakte antakse komisjonile médramata ajaks.*;

I6ige 3 asendatakse jargmisega:

,»3. Euroopa Parlament ja ndoukogu vodivad artikli 29 18ikes 7, artikli 32u
IGikes 2 ja artikli 33 I6ikes 2 osutatud volituste delegeerimise igal ajal tagasi
vOtta. TagasivOotmise otsusega lOpetatakse otsuses nimetatud volituste
delegeerimine. Otsus joustub jargmisel paeval pérast selle avaldamist Euroopa
Liidu Teatajas vOi otsuses nimetatud hilisemal kuupdeval. See ei mdjuta juba
joustunud delegeeritud digusaktide kehtivust.*;

IGige 6 asendatakse jargmisega:

,,0. Artikli 29 16ike 7, artikli 32u 16ike 2 vOi artikli 33 18ike 2 alusel vastu
voetud delegeeritud Gigusakt joustub tksnes juhul, kui Euroopa Parlament ega
ndukogu ei ole kolme kuu jooksul parast digusakti teatavakstegemist Euroopa
Parlamendile ja ndukogule esitanud selle suhtes vastuvaidet v6i kui Euroopa
Parlament ja ndukogu on enne selle tahtaja méddumist komisjonile teatanud, et
nad ei esita vastuvdidet. Euroopa Parlamendi v6i ndukogu algatusel
pikendatakse seda tidhtaega kolme kuu vorra.*

Aurtiklit 46 muudetakse jargmiselt:

a)

b)

IGike 1 esimene lause asendatakse jargmisega:

,Komisjoni abistab komitee. Nimetatud komitee on komitee madruse (EL)
nr 182/2011 tdhenduses.*;

lisatakse jargmine 16ige la:

,»la. Kéesolevale 1dikele viitamisel kohaldatakse médruse (EL) nr 182/2011
artiklit 4.

Acrtiklit 49 muudetakse jargmiselt:

a)

b)

I6iget 1 muudetakse jargmiselt:
i)  sissejuhatav osa asendatakse jargmisega:

,1. Hiljemalt 12. septembriks 2028 hindab komisjon I, 111, IV, V, VI,
VIl ja VIII peatikki ning esitab peamiste jarelduste kohta aruande
Euroopa Parlamendile ja ndukogule ning Euroopa Majandus- ja
Sotsiaalkomiteele. Hindamise kdigus analiiiisitakse eelkdige jargmist:*;

il) punkt m asendatakse jargmisega:

»m) kdesoleva mddruse mdju VKEdele ja viikestele keskmise
turukapitalisatsiooniga ettevotjatele Seoses nende
innovatsioonisuutlikkusega ning seoses andmet6otlusteenuste
kattesaadavusega liidu kasutajate jaoks ja uute kohustuste taitmise
koormusega.*;

lisatakse jargmine 16ige 2a:

,,2a. Hiljemalt [kuupédev: joustumise kuupdev pluss 5 aastat] hindab komisjon
kéesoleva maaruse Vlla, VIIb ja Vlic peatiikki ning esitab peamiste jarelduste
kohta aruande Euroopa Parlamendile ja ndukogule ning Euroopa Majandus- ja
Sotsiaalkomiteele.

Aruandes anallisitakse eelkdige jargmist:
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a) andmevahendusteenuse osutajate registreerimise seis ja nende
pakutavate teenuste liik;

b)  registreeritud andmealtruismiorganisatsioonide liik ja Ulevaade
uldhuvi eesmérkidest, mille puhul andmeid jagatakse, et kehtestada
sellekohased selged kriteeriumid,;

c)  Vlic peatiki 2. jao kohaldamisala ning sotsiaalne ja majanduslik
mdju, sealhulgas

d)  Vlic peatiki 2.jao kohaldamisalasse kuuluvate avaliku sektori
dokumentide taaskasutamise kasvu ulatus, eelkdige VKEde ja
vaikeste keskmise turukapitalisatsiooniga ettevotjate poolt;

e)  véartuslike andmestike moju;
f)  andmekaitse-eeskirjade ja taaskasutusvGimaluste koostoime;

g) liikmesriigid esitavad komisjonile kdnealuse aruande koostamiseks
vajaliku teabe.;
c) IBige 5 asendatakse jargmisega:

,,5. Loigetes 1, 2 ja2a osutatud aruannete alusel vdib komisjon asjakohasel juhul
esitada Euroopa Parlamendile ja ndukogule seadusandliku ettepaneku kaesoleva
madruse muutmiseks.*

27. Lisatakse I lisa, nii nagu on esitatud kéesoleva maaruse 11 lisas.

Artikkel 2
Maaruse (EL) 2018/1724 muutmine

Méaruse (EL) 2018/1724 Il lisa tabelis asendatakse kanne ,,Ettevotte asutamine, juhtimine ja
tegevuse lopetamine* jirgmisega:

Elustindmused Menetlused Oodatav tulemus, mille
puhul  padev  asutus
hindab taotlust kooskdlas
liilkmesriigi digusega, kui
see on asjakohane

Ettevotte Majandustegevusest teavitamine,Kinnitus teate, muudatusi
asutamine, majandustegevusega seotud load, muudatusedpuudutava teate  VOi
juhtimine  jamajandustegevuses ning majandustegevusemajandustegevuse loa
tegevuse I6petamine pohjustel, mis ei hdlma maksejduetusttaotluse kattesaamise
IOpetamine  ega likvideerimismenetlust, valja  arvatudkohta

majandustegevuse  esmakordne  registreerimine
ariregistris  ning vélja arvatud menetlused
ariihingute (ELi toimimise lepingu artikli 54 teise
I6igu  t&henduses) asutamiseks vdi  hiljem
asutamisdokumentides muudatuste tegemiseks

Tooandja (fhusilise isiku) registreerimineKinnitus  registreerimise

kohustuslikus pensioni- ja kindlustusskeemis kohta vOi
sotsiaalkindlustuse
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registreerimisnumber

T60tajate registreerimine kohustuslikus pensioni- jaKinnitus registreerimise

kindlustusskeemis kohta vOi
sotsiaalkindlustuse
registreerimisnumber

Ettevotte tuludeklaratsiooni esitamine Deklaratsiooni
kattesaamise kinnitus

Sotsiaalkindlustussusteemide teavitamine tOotajaTeatise kéattesaamise
lepingu 18ppemisest, valja arvatud tdolepingukinnitus
kollektiivse Idpetamise menetlused

Tdotajate sotsiaalmaksete tasumine Kéttesaamistdend VOi
muu  Kinnitus tO6tajate
sotsiaalmaksete tasumise
kohta

Registreerimine andmevahendusteenuse osutajana  Registreerimise kinnitus

Registreerimine liidus tunnustatudRegistreerimise kinnitus
andmealtruismiorganisatsioonina

Artikkel 3
Maaruse (EL) 2016/679 (isikuandmete kaitse tldmaarus) muutmine
Madrust (EL) 2016/679 muudetakse jargmiselt.
1. Artiklit 4 muudetakse jargmiselt:
(@) punkti 1 lisatakse jargmised laused:

,Fllsilise isikuga seotud teave ei kujuta endast kdigi teiste isikute voi liksuste
jaoks tingimata isikuandmeid lihtsalt seetfttu, et teine Uksus suudab selle
fllsilise isiku tuvastada. Teavet ei loeta konkreetse Uksuse puhul
isikuandmeteks, kui asjaomane Uksus ei suuda seda fudsilist isikut tuvastada,
keda teave puudutab, vottes arvesse vahendeid, mida see Uksus mdistliku
tdendosusega kasutab. Selline teave ei muutu asjaomase uUksuse jaoks
isikuandmeteks lihtsalt seetdttu, et potentsiaalsel jargneval andmesaajal on
vahendid, mida madistliku tdendosusega kasutatakse selle filsilise isiku
tuvastamiseks, keda teave puudutab.*;

(b) lisatakse jargmised punktid:
,32) ,loppseade” — direktiivi 2008/63/EU artikli 1 punktis 1 satestatud
IGppseade;

33) ,.elektroonilise side vork™ — direktiivi (EL) 2018/1972 artikli 2 punktis 1
maaratletud elektroonilise side vork;

34) ,,veebibrauser* — maaruse (EL) 2022/1925 artikli 2 punktis 11 méératletud
veebibrauser;
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35) ,,meediateenus — méaaruse (EL) 2024/1083 artikli 2 punktis 1 madratletud
meediateenus;

36) ,,meediateenuse osutaja“— madruse (EL) 2024/1083 artikli 2 punktis 2
méaratletud meediateenuse osutaja;

37) ,internetipdhine kasutajaliides”— madruse (EL) 2022/2065 artikli 3
punktis m méératletud internetipdhine kasutajaliides;

38) ,teadusuuringud“— mis tahes uuringud, mis vdivad toetada ka
innovatsiooni, naiteks tehnoloogia arendamine ja tutvustamine. Need
tegevused edendavad olemasolevaid teaduslikke teadmisi vdi rakendavad
olemasolevaid teadmisi uuenduslikul viisil, need viiakse ellu eesmérgiga
toetada Uhiskonna (ldiste teadmiste ja heaolu kasvu ning need jérgivad
asjaomase teadusvaldkonna eetikastandardeid. See ei vélista, et uuringute
eesmark voib olla ka ariliste huvide edendamine.*

2. Artikli 5 I6ike 1 punkt b asendatakse jargmisega:

,»isikuandmeid kogutakse tépselt ja selgelt kindlaksméératud ning diguspérastel
eesmérkidel ning neid ei toddelda hiljem viisil, mis on nende eesmérkidega
vastuolus; isikuandmete edasine tootlemine avalikes huvides toimuva
arhiveerimise, teadus- vOi ajaloouuringute voi statistilisel eesmargil loetakse
artikli 89 16ike 1 kohaselt algsete eesmarkidega koosk6las olevaks sGltumata
kadesoleva méaaruse artikli 6 10ikes 4 sitestatud tingimustest (,,eesmargi
piirang‘);*.
3. Artiklit 9 muudetakse jargmiselt:
(a) 18ikesse 2 lisatakse jargmised punktid:

,K) tootlemine toimub seoses mddruse (EL) 2024/1689 artikli 3 punktis 1
maéaratletud tehisintellektistusteemi voi tehisintellektimudeli arendamise ja
kasutamisega vastavalt 18ikes 5 osutatud tingimustele;

I) biomeetriliste andmete todtlemine on vajalik andmesubjekti identiteedi
kinnitamiseks  (kontrollimiseks),  kusjuures  kontrollimiseks vajalikud
biomeetrilised andmed voi vahendid on andmesubjekti ainukontrolli all.*;

(b) lisatakse jargmine IGige:

,,5. Loike 2 punktis k osutatud toodtlemise puhul rakendatakse asjakohaseid
korralduslikke ja tehnilisi meetmeid, et véltida isikuandmete eriliikide
kogumist ja muul viisil todtlemist. Kui vastutav tOotleja tuvastab selliste
meetmete rakendamisest hoolimata tehisintellektisiisteemi v6i -mudeli
treenimiseks, testimiseks vOi valideerimiseks kasutatavates andmestikes vOi
tehisintellektististeemis v6i -mudelis isikuandmete eriliigid, peab vastutav
tootleja sellised andmed eemaldama. Kui nende andmete eemaldamine nduab
ebaproportsionaalseid joupingutusi, kaitseb vastutav tootleja igal juhul
viivitamata ja mojusalt selliseid andmeid, et neid ei kasutataks valjundite
loomiseks, neid ei avalikustataks ega tehtaks muul viisil kolmandatele isikutele
kattesaadavaks.*

4. Artikli 12 16ige 5 asendatakse jargmisega:

,,5. Artiklite 13 ja 14 kohase teabe esitamine ning artiklite 15-22 ja 34 kohane
teavitamine ja meetmete vOtmine on tasuta. Kui andmesubjekti taotlused on
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ilmselgelt pdhjendamatud voi Ulemé&arased, eelkdige nende korduva iseloomu
tottu, vOi artikli 15 kohaste taotluste puhul ka seetdttu, et andmesubjekt
kuritarvitab kdesoleva maarusega antud 6igusi, kasutades neid muul eesmargil
kui oma andmete kaitseks, vOib vastutav tootleja:

a)  kosida mdistlikku tasu, vottes arvesse halduskulu, mis kaasneb teabe
esitamise vOi teavitamise vOi taotletud meetmete votmisega, vOi

b)  keelduda taotletud meetmete votmisest.

Vastutav tootleja peab tdendama, et taotlus on ilmselgelt pohjendamatu voi et
on moistlik alus arvata, et see on iilemééirane.*

5. Artikli 13 16ige 4 asendatakse jargmisega:

4. Loikeid1, 2 ja3 ei kohaldata, kui isikuandmed on kogutud
andmesubjektide ja vastutava tootleja vahelise selge ja tapselt piiritletud suhte
raames, kus vastutav tootleja tegeleb tegevusega, mis ei ole andmemahukas,
ning on maistlik alus eeldada, et andmesubjektil on juba Idike 1 punktides a
ja c osutatud teave, vélja arvatud juhul, kui vastutav todtleja edastab andmed
teistele andmesaajatele vOi andmesaajate kategooriatele, edastab andmed
kolmandasse riiki, teeb artikli 22 16ikes 1 osutatud automatiseeritud otsuseid,
sealhulgas profiilianaltiisi, voi kui to6tlemine voib pohjustada andmesubjekti
digustele ja vabadustele suurt ohtu artikli 35 tdhenduses.*

6. Artiklisse 13 lisatakse 16ige 5:

5. Kui todtlemine toimub teadusuuringute eesmirgil ning ldigetes 1, 2 ja 3
osutatud teabe esitamine osutub v@imatuks v6i nduaks ebaproportsionaalseid
jOupingutusi, vottes arvesse artikli 89 18ikes 1 osutatud tingimusi ja
kaitsemeetmeid, vOi kui ké&esoleva artikli 16ikes 1 nimetatud kohustus vdib
muuta selle to6tlemise eesmérkide saavutamise vOimatuks voi seda tdsiselt
takistada, ei pea vastutav tootleja 18igetes 1, 2 ja 3 osutatud teavet esitama.
Sellistel juhtudel vdtab vastutav tootleja asjakohased meetmed andmesubjekti
diguste, vabaduste ja digustatud huvide kaitsmiseks, sealhulgas teeb teabe
avalikult kéttesaadavaks.*

7. Artikli 22 16iked 1 ja 2 asendatakse jargmisega:

»1. Otsus, millel on andmesubjektile diguslikud tagajérjed vdi mis avaldab talle
samamoodi maérkimisvaarset moju, voib pdhineda ainult automatiseeritud
tootlemisel, sealhulgas profiilianaludsil, Uksnes siis, kui see otsus

a) on vajalik andmesubjekti ja vastutava tootleja vahelise lepingu
sOlmimiseks vdi taitmiseks, sdltumata sellest, kas otsuse vdiks teha muul
viisil kui ainult automatiseeritud vahenditega;

b) on lubatud vastutava tootleja suhtes kohaldatava liidu voi litkmesriigi
Oigusega, milles on sdtestatud ka asjakohased meetmed andmesubjekti
diguste ja vabaduste ning 6igustatud huvide kaitsmiseks, vOi

c)  pohineb andmesubjekti sonaselgel ndusolekul.*
8. Artiklit 33 muudetakse jargmiselt:
(a) 18ige 1 asendatakse jargmisega:

,»1. Kui on toimunud isikuandmetega seotud rikkumine, mis vdib tdenéoliselt
kaasa tuua suure ohu flusiliste isikute digustele ja vabadustele, teatab vastutav
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tootleja sellest viivitamata ja voimaluse korral hiljemalt 96 tunni jooksul pérast
rikkumisest teada saamist direktiivi (EL) 2022/2555 artikli 23a kohaselt loodud
uhtse  kontaktpunkti  kaudu artiklite 55 ja56 kohaselt pédevale
jarelevalveasutusele. Kui jarelevalveasutust teavitatakse hiljem kui 96 tunni
jooksul, esitatakse teates viivituse kohta pdhjendus.*;

(b) lisatakse jargmine I0ige:

,1a. Kuni iihtse kontaktpunkti loomiseni vastavalt direktiivi (EL) 2022/2555
artiklile 23a teatavad vastutavad to6tlejad isikuandmetega seotud rikkumistest
jatkuvalt otse artiklite 55 ja 56 kohaselt padevale jarelevalveasutusele.*;

(c) lisatakse jargmised ldiked:

,,0. Andmekaitsendukogu koostab ja esitab komisjonile ettepaneku iihise vormi
kohta, mida kasutatakse I6ikes1 osutatud pédevale jarelevalveasutusele
isikuandmetega seotud rikkumisest teatamiseks, ning ettepaneku selliseid
asjaolusid sisaldava loetelu kohta, mille Kkorral isikuandmetega seotud
rikkumine voib tdendoliselt kaasa tuua suure ohu fldsilise isiku digustele ja
vabadustele. Ettepanekud esitatakse komisjonile [véljaannete talitus: palun
lisada kuupéev: Uheksa kuud pérast k&esoleva méaruse joustumist]. Komisjon
vaatab ettepaneku parast selle néuetekohast kaalumist vajaduse korral labi ja
tal on Oigus see rakendusaktina vastu votta kooskdlas artikli 93 16ikes 2
séatestatud kontrollimenetlusega.

7. Loikes 6 osutatud vorm ja loetelu vaadatakse l&bi vahemalt iga kolme aasta
tagant ning vajaduse korral neid ajakohastatakse. Andmekaitsendukogu esitab
komisjonile 0Oigeaegselt oma hinnangu ja vdimalikud ajakohastamise
ettepanekud. Komisjon vaatab ettepanekud péarast nende ndéuetekohast
kaalumist I&bi ja tal on 6igus mis tahes ajakohastused I0ikes 6 sédtestatud korra
kohaselt vastu votta.*

9. Artiklit 35 muudetakse jargmiselt:
(a) 18iked 4, 5 ja 6 asendatakse jargmistega:

4. Andmekaitsendukogu koostab ja esitab komisjonile ettepaneku selliste
tootlemistoimingute loetelu kohta, mille suhtes kohaldatakse 18ike 1 kohast
andmekaitsealase mdju hindamise nduet.

5. Andmekaitsendukogu koostab ja esitab komisjonile ettepaneku selliste
tootlemistoimingute  loetelu  kohta, mille  puhul  andmekaitsealast
maojuhinnangut ei nduta.

6. Andmekaitsendukogu koostab ja esitab komisjonile ettepaneku
andmekaitsealase mojuhinnangu tegemise htse vormi ja Uhtse metoodika
kohta.*;

(b) lisatakse jargmised l8iked:
,0a. LOigetes4 ja5 osutatud loetelude ning IGikes 6 osutatud vormi ja
metoodika ettepanekud esitatakse komisjonile [véljaannete talitus: palun lisada

kuupdev: 9 kuud pérast kdesoleva madruse joustumist]. Komisjon vaatab
ettepanekud pérast nende nduetekohast kaalumist vajaduse korral 1abi ja tal on
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10.

(1)

)

(3)
(4)

(5)

11.

12.
13.
14.

digus need rakendusaktina vastu votta koosk6las artikli 93 16ikes 2 sétestatud
kontrollimenetlusega.

6b. Ldikes 6a osutatud loetelud, vorm ja metoodika vaadatakse labi véhemalt
iga kolme aasta tagant ning vajaduse korral neid ajakohastatakse.
Andmekaitsendukogu esitab komisjonile 6igeaegselt oma hinnangu ja
vOimalikud ajakohastamise ettepanekud. Komisjon vaatab ettepanekud pérast
nende nduetekohast kaalumist labi ja tal on digus mis tahes ajakohastused
IGikes 6a satestatud korra kohaselt vastu votta.

6¢. Jarelevalveasutuste kehtestatud ja avalikustatud selliste to6tlemistoimingute
loetelud, mille suhtes kohaldatakse andmekaitsealase m&ju hindamise nduet,
ning selliste tootlemistoimingute loetelud, mille puhul ei ole andmekaitsealane
mdjuhinnang ndutav, jaavad kehtima, kuni komisjon votab vastu 18ikes 6a
osutatud rakendusakti.*

Lisatakse jargmine artikkel:
,»Artikkel 41a

Komisjon vOib votta vastu rakendusakte, et tdpsustada vahendeid ja kriteeriume,
mille abil otsustatakse, kas pseudoniiimimise tulemusel saadud andmed ei ole enam
teatavate Uksuste jaoks isikuandmed.

Ldike 1 kohaldamiseks komisjon
a)  hindab kasutadaolevate meetodite taset;

b)  tootab valja kriteeriumid ja/vdi kategooriad, mille alusel vastutavad todtlejad ja
andmesaajad saaksid hinnata tagasituvastuse riski seoses tlupiliste
andmesaajatega.

Rakendusaktis satestatud vahendite ja kriteeriumide rakendamist v6ib kasutada
tdendina, et andmed ei vdimalda andmesubjektide tagasituvastust.

Komisjon teeb rakendusaktide ettevalmistamisel tihedat koostood Euroopa
Andmekaitsendukoguga. Euroopa Andmekaitsendukogu esitab rakendusaktide
eelndude kohta arvamuse kaheksa n&dala jooksul alates komisjonilt eelndu
saamisest.

Rakendusaktid  vOetakse vastu kooskdlas artikli 93 I8ikes3  osutatud
kontrollimenetlusega.*

Artikli 57 16iget 1 muudetakse jargmiselt:
(a) punkt k jéetakse valja.

Artikli 64 16ike 1 punkt a jaetakse valja.
Artikli 70 16ike 1 punkt h jaetakse vélja.
Artikli 70 I6ikesse 1 lisatakse jargmised punktid:

,ha) koostab ja esitab artikli 35 kohaselt komisjonile ettepaneku selliste
tootlemistoimingute loetelu kohta, mille suhtes kohaldatakse andmekaitsealase
maojuhinnangu tegemise nduet ja mille puhul ei ole andmekaitsealane mdjuhinnang
ndutav;

hb) koostab ja esitab artikli 35 kohaselt komisjonile ettepaneku andmekaitsealase
mdjuhinnangu tegemise Uhtse vormi ja htse metoodika kohta;
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15.

1)

)

(3)

(4)

()

hc) koostab ja esitab artikli 33 kohaselt komisjonile ettepaneku Uhtse vormi kohta,
mida kasutatakse padeva jarelevalveasutuse teavitamiseks isikuandmetega seotud
rikkumisest, ning ettepaneku selliseid asjaolusid sisaldava loetelu kohta, mille korral
isikuandmetega seotud rikkumine voib tdendoliselt kaasa tuua suure ohu fudsilise
isiku Gigustele ja vabadustele.*

Aurtikli 88 jarele lisatakse jargmised artiklid:
,»Artikkel 88a
Isikuandmete t66tlemine flidsiliste isikute I6ppseadmetes

Isikuandmete talletamine fulsilise isiku l6ppseadmesse vOi juurdepéés sellisesse
seadmesse juba talletatud isikuandmetele on lubatud ainult juhul, kui asjaomane isik
on andnud selleks ndusoleku vastavalt k&esolevale maarusele.

LOige 1 ei valista isikuandmete talletamist filsilise isiku l8ppseadmesse VOi
juurdepaasu sellisesse seadmesse juba talletatud isikuandmetele, kui see toimub liidu
voi liikmesriigi diguse alusel artikli 6 tahenduses ja tingimustel, et tagada artikli 23
I6ikes 1 osutatud eesmarkide taitmine.

Isikuandmete talletamine fulsilise isiku l8ppseadmesse vOi juurdepéas sellisesse
seadmesse juba talletatud isikuandmetele ilma ndusolekuta ning nende isikuandmete
edasine todtlemine on seaduslik, kui see on vajalik monel jargmisel eesmargil:

a)  elektroonilise side edastamiseks elektroonilise side vorgu kaudu;
b)  sellise teenuse osutamiseks, mida andmesubjekt on sénaselgelt taotlenud,;

c)  koondteabe loomiseks veebiteenuse kasutamise kohta, et modta sellise teenuse
kasutajaskonda, kui seda teeb veebiteenuse vastutav todtleja ainult enda
tarbeks;

d) vastutava todtleja poolt osutatava ja andmesubjekti poolt taotletud teenuse voi
sellise teenuse osutamiseks kasutatava I6ppseadme turvalisuse sdilitamiseks
vOi taastamiseks.

Kui isikuandmete talletamine fudsilise isiku I6ppseadmesse vOi juurdepaés sellisesse
seadmesse juba talletatud isikuandmetele pdhineb ndusolekul, kohaldatakse jargmist:

a)  andmesubjektil peab olema vdimalik keelduda ndusoleku andmisest lihtsal ja
arusaadaval viisil Uhe nupuliigutusega vdi samavéaarse vahendiga;

b)  kui andmesubjekt annab ndusoleku, ei tohi vastutav tootleja esitada uut
nousoleku taotlust samal eesmargil ajavahemiku jooksul, mil vastutav tootleja
vOib digusparaselt tugineda andmesubjekti ndusolekule;

c¢)  kui andmesubjekt keeldub ndéusoleku andmisest, ei tohi vastutav todtleja
vahemalt kuue kuu jooksul esitada uut ndusoleku taotlust samal eesmérgil.

Kéesolevat 10iget kohaldatakse ka ndusoleku alusel toimuva isikuandmete edasise
tootlemise suhtes.

Kéesolevat artiklit kohaldatakse alates [valjaannete talitus: palun markida kuupéev:
6 kuud pérast k&esoleva mééruse joustumise kuupaeva).

Artikkel 88b
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Andmesubjekti valikute automatiseeritud ja masinloetav markimine seoses fusilise isiku
I6ppseadmes olevate isikuandmete tG6tlemisega

1) Vastutavad to6tlejad tagavad, et nende internetip8hised kasutajaliidesed vdimaldavad
andmesubjektidel:

a) anda ndusoleku automatiseeritud ja masinloetavate vahenditega, tingimusel et
ké&esolevas mééaruses satestatud ndusoleku andmise tingimused on taidetud;

b)  keelduda ndusoleku andmisest ja kasutada artikli 21 18ike 2 kohaselt vastuvdite
esitamise digust automatiseeritud ja masinloetavate vahenditega.

2 Vastutavad todtlejad austavad valikuid, mille andmesubjektid on teinud vastavalt
IGikele 1.
3) Ldikeid 1 ja 2 ei kohaldata meediateenuse osutajatest vastutavate tootlejate suhtes,

kui nad osutavad meediateenuseid.

4) Komisjon palub vastavalt maaruse (EL) nr 1025/2012 artikli 10 I6ikele 1 thel voi
mitmel Euroopa standardiorganisatsioonil koostada standardid andmesubjektide
valikute masinloetavate margete tdlgendamiseks.

Vastutavate tootlejate internetipdhised kasutajaliidesed, mis on vastavuses
harmoneeritud standardite v8i nende osadega, mille viited on avaldatud Euroopa
Liidu Teatajas, loetakse olevat vastavuses nfuetega, mida nimetatud standardid voi
nende osad kasitlevad ja mis on satestatud 18ikes 1.

(5) Loikeid 1 ja2 kohaldatakse alates [valjaannete talitus: palun mérkida kuupdev:
24 kuud parast kéesoleva méaaruse jéustumise kuupéeval.

(6) Veebibrauserite pakkujad, kes ei ole VKEd, tagavad tehnilised vahendid, mis
vBimaldavad andmesubjektidel anda ndusoleku voi keelduda ndusoleku andmisest
ning kasutada artikli 21 18ike 2 kohaselt vastuvéite esitamise digust automatiseeritud
ja masinloetavate vahenditega, millele on osutatud kaesoleva artikli 18ikes 1, mida
kohaldatakse vastavalt k&esoleva artikli I8igetele 2-5.

@) Ldiget 6 kohaldatakse alates [véljaannete talitus: palun markida kuupdev: 48 kuud
parast k&esoleva maaruse joustumise kuupédeva].

Artikkel 88c
Todtlemine seoses tehisintellekti arendamise ja kaitamisega

Kui isikuandmete to6tlemine on vajalik vastutava tootleja huvides seoses madruse
(EL) 2024/1689 artikli 3 punktis 1 méaratletud tehisintellektististeemi o]
tehisintellektimudeli arendamise ja kéitamisega, vOib selline td66tlemine vajaduse korral
toimuda Oigustatud huvi alusel maaruse (EL) 2016/679 artikli 6 18ike 1 punkti f tdhenduses,
valja arvatud juhul, kui muudes liidu voi litkmesriigi Gigusaktides on sdnaselgelt ndutud
nousolekut ja kui sellised huvid on vahem olulised kui andmesubjekti huvid vdi pdhidigused
ja -vabadused, mis nduavad isikuandmete kaitset, eelkdige juhul, kui andmesubjekt on laps.

Sellise tootlemise korral tuleb kohaldada asjakohaseid korralduslikke ja tehnilisi meetmeid
ning andmesubjekti Oiguste ja vabaduste kaitsemeetmeteid, néiteks selleks, et tagada
vOimalikult vaheste andmete kogumise pGhimdtte jargimine allikate valiku etapis ning
tehisintellektislisteemi  v6i  -mudeli  treenimise  ja  testimise  etapis, Kkaitsta
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tehisintellektististeemis vdi -mudelis jadkandmetena sdiluvaid andmeid avalikustamise eest,
tagada andmesubjektidele suurem ldbipaistvus ning anda andmesubjektidele tingimusteta
Oigus esitada vastuviiteid oma isikuandmete to6tlemisele.*

Artikkel 4
Maaéruse (EL) 2018/1725 (ELi isikuandmete kaitse maaruse) muutmine

Maéarust (EL) 2018/1725 muudetakse jargmiselt.

1.

2.

3.

Artiklit 3 muudetakse jargmiselt:
(@) punkti 1 lisatakse jargmised laused:

,Fuisilise isikuga seotud teave ei kujuta endast kdigi teiste isikute voi liksuste
jaoks tingimata isikuandmeid lihtsalt seetdttu, et teine Uksus suudab selle
fudsilise isiku tuvastada. Teavet ei loeta konkreetse uUksuse puhul
isikuandmeteks, kui asjaomane Uksus ei suuda seda fudsilist isikut tuvastada,
keda teave puudutab, vottes arvesse vahendeid, mida see uksus mdistliku
tdendosusega kasutab. Selline teave ei muutu asjaomase uUksuse jaoks
isikuandmeteks lihtsalt seetOttu, et potentsiaalsel jargneval andmesaajal on
vahendid, mida madistliku tdendosusega kasutatakse selle fiilsilise isiku
tuvastamiseks, keda teave puudutab.;

(b) punkt 25 asendatakse jargmisega:

,25) ,.elektroonilise side vork® — direktiivi (EL) 2018/1972 artikli 2 punktis 1
maédratletud elektroonilise side vork;

(c) lisatakse jargmised punktid:

,»27) ,,mobiilirakendus® — direktiivi (EL) 2016/2102 artikli 3 punktis 2
maératletud mobiilirakendus;

28) ,internetipohine Kkasutajaliides”— méaaruse (EL) 2022/2065 artikli 3
punktis m méaaratletud internetip8hine kasutajaliides;

29) ,teadusuuringud“— mis tahes uuringud, mis vlivad toetada ka
innovatsiooni, nditeks tehnoloogia arendamine ja tutvustamine. Need
tegevused edendavad olemasolevaid teaduslikke teadmisi vdi rakendavad
olemasolevaid teadmisi uuenduslikul viisil, need viiakse ellu eesmérgiga
toetada Uhiskonna uldiste teadmiste ja heaolu kasvu ning need jéargivad
asjaomase teadusvaldkonna eetikastandardeid. See ei valista, et uuringute
eesmark voib olla ka &riliste huvide edendamine.*

Artikli 4 16ike 1 punkt b asendatakse jargmisega:

,b) 1isikuandmeid kogutakse tépselt ja selgelt kindlaksméédratud ning
Oigusparastel eesmarkidel ning neid ei téodelda hiljem viisil, mis on nende
eesmarkidega vastuolus; isikuandmete edasine tdotlemine avalikes huvides
toimuva arhiveerimise, teadus- vdi ajaloouuringute voi statistilisel eesmérgil
loetakse artikli 13 kohaselt algsete eesmérkidega kooskdlas olevaks sdltumata
kaesoleva maaruse artiklis 6 sétestatud tingimustest (,,eesmérgi piirang™);".

Aurtiklit 10 muudetakse jargmiselt:
(a) 18ikesse 2 lisatakse jargmised punktid:
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,K) tootlemine toimub seoses madruse (EL) 2024/1689 artikli 3 punktis 1
méaratletud tehisintellektististeemi vOi tehisintellektimudeli arendamise ja
kaitamisega vastavalt 18ikes 4 osutatud tingimustele; -

I) biomeetriliste andmete tod6tlemine on vajalik andmesubjekti identiteedi
kinnitamiseks  (kontrollimiseks),  kusjuures  kontrollimiseks vajalikud
biomeetrilised andmed voi vahendid on andmesubjekti ainukontrolli all.*;

(b) lisatakse jargmine 18ige 4:

»4. LOike 2 punktis k osutatud tootlemise puhul rakendatakse asjakohaseid
korralduslikke ja tehnilisi meetmeid, et valtida isikuandmete eriliikide
kogumist ja muul viisil tootlemist. Kui vastutav tootleja tuvastab selliste
meetmete rakendamisest hoolimata tehisintellektisisteemi v6i -mudeli
treenimiseks, testimiseks vOi valideerimiseks kasutatavates andmestikes vOi
tehisintellektististeemis vOi -mudelis isikuandmete eriliigid, peab vastutav
tootleja sellised andmed eemaldama. Kui nende andmete eemaldamine nduab
ebaproportsionaalseid joupingutusi, kaitseb vastutav tootleja igal juhul
viivitamata ja mdjusalt selliseid andmeid, et neid ei kasutataks valjundite
loomiseks, neid ei avalikustataks ega tehtaks muul viisil kolmandatele isikutele
kattesaadavaks.*

4. Artikli 14 16ige 5 asendatakse jargmisega:

,,5. Artiklite 15 ja 16 kohase teabe esitamine ning artiklite 17-24 ja 35 kohane
teavitamine ja meetmete vOtmine on tasuta. Kui andmesubjekti taotlused on
ilmselgelt pdhjendamatud vdi Uleméaarased, eelkdige nende korduva iseloomu
tottu, vOi artikli 17 kohaste taotluste puhul ka seetdttu, et andmesubjekt
kuritarvitab kdesoleva maarusega antud digusi, kasutades neid muul eesmargil
kui oma andmete kaitseks, vOib vastutav tootleja keelduda taotluse
rahuldamisest. Vastutav tootleja peab tGendama, et taotlus on ilmselgelt
pdhjendamatu voi et on mdistlik alus arvata, et see on lilemédédrane.*

5. Acrtiklisse 15 lisatakse uus 18ige 5:

,,5. Kui to6tlemine toimub teadusuuringute eesmirgil ning 1digetes 1, 2 ja 3
osutatud teabe esitamine osutub vdimatuks vdi nbuaks ebaproportsionaalseid
jOupingutusi, vottes arvesse artiklis 13 osutatud tingimusi ja kaitsemeetmeid,
vOi kui kdesoleva artikli 18ikes 1 nimetatud kohustus vdib muuta selle
tootlemise eesmarkide saavutamise voimatuks voi seda tdsiselt takistada, ei pea
vastutav tootleja 18igetes 1, 2 ja 3 osutatud teavet esitama. Sellistel juhtudel
votab vastutav to6tleja asjakohased meetmed andmesubjekti Giguste, vabaduste
ja Oigustatud huvide kaitsmiseks, sealhulgas teeb teabe avalikult
kattesaadavaks.*

6. Artikli 24 16iked 1 ja 2 asendatakse jargmisega:

,» 1. Otsus, millel on andmesubjektile diguslikud tagajdrjed voi mis avaldab talle
samamoodi markimisvéarset mdju, vdib pobhineda ainult automatiseeritud
tootlemisel, sealhulgas profiilianaltdsil, tksnes siis, kui see otsus

a) on vajalik andmesubjekti ja vastutava tootleja vahelise lepingu
s6lmimiseks voi taitmiseks, sdltumata sellest, kas otsuse vdiks teha muul
viisil kui ainult automatiseeritud vahenditega;
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b)  on lubatud vastutava to6tleja suhtes kohaldatava liidu digusega, milles on
satestatud ka asjakohased meetmed andmesubjekti Giguste ja vabaduste
ning digustatud huvide kaitsmiseks, voi

c)  pohineb andmesubjekti sonaselgel ndusolekul.*
7. Artikli 34 16ige 1 asendatakse jargmisega:

,,1. Kui on toimunud isikuandmetega seotud rikkumine, mis voib tdendoliselt
kaasa tuua suure ohu flusiliste isikute digustele ja vabadustele, teatab vastutav
tootleja isikuandmetega seotud rikkumisest Euroopa Andmekaitseinspektorile
pdhjendamatu viivituseta ja vdimaluse korral 96 tunni jooksul parast sellest
teada saamist. Kui Euroopa Andmekaitseinspektorit teavitatakse hiljem kui
96 tunni jooksul, esitatakse teates viivituse kohta pohjendus.

8. Acrtiklile 37 lisatakse jargmised I0iked:

,2. Isikuandmete talletamine fiilisilise isiku ldppseadmesse voi juurdepédas
sellisesse seadmesse juba talletatud isikuandmetele on lubatud ainult juhul, kui
asjaomane isik on andnud selleks ndusoleku vastavalt kdesolevale méaarusele.

3. LOige 1 ei vélista isikuandmete talletamist fudsilise isiku 16ppseadmesse voi
juurdepaasu sellisesse seadmesse juba talletatud isikuandmetele, kui see
toimub liidu Oiguse alusel artikli 5 tdhenduses ja tingimustel, et tagada
artikli 25 I6ikes 1 osutatud eesmarkide taitmine.

4. Isikuandmete talletamine fulsilise isiku I6ppseadmesse vOi juurdepéas
sellisesse seadmesse juba talletatud isikuandmetele ilma ndusolekuta ning
nende isikuandmete edasine to6tlemine on seaduslik, kui see on vajalik monel
jargmisel eesmérgil:

a) elektroonilise side edastamiseks elektroonilise side vorgu kaudu;

b) sellise teenuse osutamiseks, mida andmesubjekt on s6naselgelt
taotlenud;

c) koondteabe loomiseks veebiteenuse kasutamise kohta, et mdota sellise
teenuse kasutajaskonda, kui seda teeb veebiteenuse vastutav tootleja
ainult enda tarbeks;

d) vastutava tootleja poolt osutatava ja andmesubjekti poolt taotletud
teenuse vOi sellise teenuse osutamiseks kasutatava |8ppseadme
turvalisuse séilitamiseks voi taastamiseks.

5. Kui isikuandmete talletamine fuusilise isiku I6ppseadmesse vo6i juurdepéas
sellisesse seadmesse juba talletatud isikuandmetele p&hineb ndusolekul,
kohaldatakse jargmist:

a) andmesubjektil peab olema vdimalik keelduda ndusoleku andmisest
lihtsal ja arusaadaval viisil Uhe nupuliigutusega vOi samavaarse
vahendiga;

b) kui andmesubjekt annab ndusoleku, ei tohi vastutav to6tleja esitada
uut ndusoleku taotlust samal eesmérgil ajavahemiku jooksul, mil vastutav
tootleja voib digusparaselt tugineda andmesubjekti ndusolekule;

c) kui andmesubjekt keeldub ndusoleku andmisest, ei tohi vastutav
tootleja véhemalt kuue kuu jooksul esitada uut ndusoleku taotlust samal
eesmargil.
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Kéesolevat 10iget kohaldatakse ka ndusoleku alusel toimuva isikuandmete
edasise tootlemise suhtes.

6. Kéesolevat artiklit kohaldatakse alates [valjaannete talitus: palun markida
kuupéev: 6 kuud parast k&esoleva maaruse joustumise kuupéeva.

7. Vastutavad tootlejad tagavad, et nende internetipGhised kasutajaliidesed
vOimaldavad andmesubjektidel:

a) anda ndusoleku automatiseeritud ja masinloetavate vahenditega,
tingimusel et k&esolevas madruses satestatud ndusoleku andmise
tingimused on téidetud;

b) keelduda ndéusoleku andmisest automatiseeritud ja masinloetavate
vahenditega.

8. Vastutavad tootlejad austavad valikuid, mille andmesubjektid on teinud
vastavalt 16ikele 7.

9. Vastutavate tootlejate internetipGhised kasutajaliidesed, mis on vastavuses
madruse  (EL) 2016/679 artikli 88b  10ikes 4 osutatud harmoneeritud
standarditega v0i nende osadega, loetakse olevat vastavuses nduetega, mida
nimetatud standardid vOi nende osad kasitlevad ja mis on sétestatud 18ikes 7.

10. Ldikeid 7-9 kohaldatakse alates [véljaannete talitus: palun maérkida
kuupéev: 24 kuud pérast kdesoleva méaruse joustumise kuupdeva].

8) Acrtiklit 39 muudetakse jargmiselt:

a)

b)

IGige 4 asendatakse jargmisega:

4. Kidesoleva midruse kohasel isikuandmete tootlemisel tuleks kohaldada
komisjoni vastu voetud loetelusid, vormi ja metoodikat, millele on osutatud
madruse (EL) 2016/679 artikli 35 18ikes 6a.;

IGiked 5 ja 6 jaetakse valja.

9) Lisatakse jargmine artikkel:

»Artikkel 45a

Kéesoleva madruse kohasel isikuandmete tdotlemisel tuleks kohaldada komisjoni vastu
voetud thiseid kriteeriume, millele on osutatud maéaruse (EL) 2016/679 artiklis 41a.*

Artikkel 5
Direktiivi 2002/58/EU (e-privaatsuse direktiiv) muutmine

Direktiivi 2002/58/EU muudetakse jargmiselt.
1. Artikkel 4 jaetakse vilja.
2. Artikli 5 6ike 3 jarele lisatakse jargmine 18ik:

,Kéesolevat 10iget ei kohaldata, kui abonent vdi kasutaja on fiilisiline isik ja
salvestatud vOi juurdepdasetav teave Kkujutab endast isikuandmeid vo6i viib
isikuandmete to6tlemiseni.*
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Artikkel 6
Direktiivi (EL) 2022/2555 muutmine

Direktiivi (EL) 2022/2555 muudetakse jargmiselt.

1.

Lisatakse jargmine artikkel 23a:
,»Artikkel 23a

Intsidentidest teatamise (ihtne kontaktpunkt

ENISA loob (htse kontaktpunkti ja haldab seda, et toetada kohustust teatada
intsidentidest ja nendega seotud sindmustest liidu digusaktide alusel, kui see on
nende liidu digusaktidega ette ndhtud (,,ithtne kontaktpunkt®). Ilma et see piiraks
Euroopa Parlamendi ja ndukogu maaruse (EL) 2024/2847 artikli 16 kohaldamist,
vOib ENISA tagada, et Gihtne kontaktpunkt tugineb kdnealuse maaruse alusel loodud
uhtsele aruandlusplatvormile.

ENISA votab asjakohaseid ja proportsionaalseid tehnilisi, operatiivseid ja
korralduslikke meetmeid, et hallata (htse kontaktpunkti turvalisust ja (htse
kontaktpunkti kaudu esitatavat vOi levitatavat teavet ohustavaid riske. ENISA votab
arvesse l0ikes 1 osutatud liidu digusaktide kohaselt esitatava voi levitatava teabe
tundlikkust ning tagab, et kdnealuste liidu digusaktide kohastel padevatel asutustel
on juurdepaas teabele ja nad todtlevad seda kdnealuste liidu digusaktide kohaselt.

ENISA esitab ja rakendab (htse kontaktpunkti loomist, haldamist ja turvalist
toimimist  kasitlevate tehniliste, operatiivsete ja korralduslike —meetmete
spetsifikatsioonid. ENISA tootab spetsifikatsioonid vélja koostdds komisjoni,
kiberintsidentidele reageerimise (ksuste vorgustiku ja 18ikes 1 osutatud liidu
Oigusaktide kohaste padevate asutustega. Spetsifikatsioonidega tagatakse jargmine:

a)  koostalitlusvbime tagamiseks vajalik suutlikkus seoses l6ikes 1 osutatud
muude asjakohaste teatamiskohustustega;

b)  kehtestatud on tehnilised meetmed, mis v@imaldavad I6ikes 1 osutatud liidu
Oigusaktide kohastel asjaomastel tksustel ja asutustel htsest kontaktpunktist
parit teabele juurde paaseda, seda esitada, saada, edastada v&i muul viisil
to0delda, ning ette on nahtud tehnilised protokollid ja vahendid, mis
vOBimaldavad Uksustel ja asutustel saadud teavet oma sisteemides edasi
t00delda;

c) lbikes 1 osutatud liidu digusaktide alusel kehtestatud intsidentidest teatamise
nduete isedrasusi vOetakse nduetekohaselt arvesse;

d) vajaduse korral on uhtse kontaktpunkt koostalitlusvéimeline ja Ghilduv
[maaruse ettepanekus (lisada ettepaneku pealkiri)] osutatud Euroopa
ettevOtluskukrutega ning Euroopa ettevotluskukruid saab kasutada vahemalt
uhtset kontaktpunkti kasutavate Uksuste identifitseerimiseks ja autentimiseks;

e) Uhtset kontaktpunkti kasutavad Uksused saavad uhtse kontaktpunkti kaudu
varem esitatud teabe vélja votta ja seda tdiendada;

f)  Uksuse poolt ihtse kontaktpunkti kaudu esitatud teabe kohta kdivat Gihekordset
teadet saab kasutada selliste aruandluskohustuste taitmiseks, mis on satestatud
muudes liidu Oigusaktides, millega on ette nahtud intsidentidest teatamine
uhtsele kontaktpunktile.
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ENISA-I ei ole juurdepddsu uUhtse kontaktpunkti kaudu esitatud teadetele, Kui
IGikes 1 osutatud liidu digusaktides ei ole satestatud teisiti.

Parast komisjoniga ja asjaomastes liidu digusaktides sétestatud padevate asutustega
konsulteerimist katsetab ENISA Uhtse kontaktpunkti toimimist [18] kuu jooksul
alates kaesoleva maaruse joustumisest iga lisatud liidu Gigusakti puhul, vottes muu
hulgas arvesse igas asjaomases liidu digusaktis satestatud teadete isedrasusi ja neile
esitatavaid ndudeid. ENISA vdimaldab intsidentidest vastavalt 16ikes 1 osutatud liidu
Oigusaktidele teatada alles pérast toimimise katsetamist ja parast seda, kui komisjon
on avaldanud 16ike 6 kohase teate.

Komisjon hindab koosté6s ENISAga uhtse kontaktpunkti nduetekohast toimimist,
usaldusvaarsust, terviklikkust ja konfidentsiaalsust. Kui komisjon leiab pérast
kiberintsidentidele reageerimise Uksuste vOrgustiku ja l0ikes1 osutatud liidu
digusaktide kohaste padevate asutustega konsulteerimist, et tihtne kontaktpunkt tagab
nduetekohase toimimise, usaldusvéarsuse, terviklikkuse ja konfidentsiaalsuse,
avaldab ta sellekohase teate Euroopa Liidu Teatajas.

Kui komisjon leiab oma hinnangus, et Uhtne kontaktpunkt ei taga nduetekohast
toimimist, usaldusvaarsust, terviklikkust voi konfidentsiaalsust, vGtab ENISA
koostdds komisjoniga viivitamata kdik vajalikud parandusmeetmed, et tagada
nduetekohane toimimine, usaldusvéarsus, terviklikkus vdi konfidentsiaalsus, ning
teavitab komisjoni tulemustest. Seejarel hindab komisjon uuesti thtse kontaktpunkti
nduetekohast toimimist, usaldusvaarsust, terviklikkust vdi konfidentsiaalsust ning
avaldab teate vastavalt 1Gikele 6.

Acrtiklit 23 muudetakse jargmiselt:
a)  1dike 1 esimene lause asendatakse jargmisega:

,Lilkmesriigid tagavad, et elutéhtsad ja olulised iiksused teavitavad artikli 23a
kohaselt loodud Uhtse kontaktpunkti kaudu pdhjendamatu viivituseta oma
CSIRTiI, voi kui see on kohaldatav, oma péadevat asutust vastavalt kéesoleva
artikli  16ikele 4 kdikidest intsidentidest, mis nende teenuste osutamist
markimisvaérselt mdjutavad, nagu on osutatud 1dikes 3 (edaspidi ,,oluline
intsident®).*;
a) lisatakse jargmine l6ige 12:

,,Kui tootja teatab tdsisest intsidendist vastavalt maaruse (EL) 2024/2847
artikli 14 18ikele 3 ja konealuse artikli kohane intsidendi teade sisaldab
kéesoleva artikli 10ikes 4 ndutud asjakohast teavet, loetakse tootja poolt

maéruse (EL) 2024/2847 artikli 14 16ike 3 kohaselt esitatud teade k&esoleva
artikli 16ike 4 kohaseks teavitamiseks.*

Artikli 30 16ige 1 asendatakse jargmisega:

,,1. Liikmesriigid tagavad, et lisaks artiklis 23 satestatud teatamiskohustusele
voivad artikli 23a kohaselt loodud Uhtse kontaktpunkti kaudu CSIRTidele, voi
kui see on kohaldatav, padevatele asutustele vabatahtlikult teatada

a)  elutdhtsad ja olulised tksused intsidentidest, kiiber- ja intsidendiohtudest;

b)  muud kui punktis a osutatud tiksused olenemata sellest, kas nad kuuluvad
kéesoleva direktiivi kohaldamisalasse, olulistest intsidentidest, kiber- ja
intsidendiohtudest.*
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Artikkel 7
Maaruse (EL) 910/2014 muutmine
Méarust (EL) 910/2014 muudetakse jargmiselt.
1. Acrtiklisse 19a lisatakse jargmine 10ige 1a:

,la. Kédesoleva artikli 16ike 1 punkti b kohased teated jarelevalveasutusele, ja
kui see on kohaldatav, muudele asjaomastele padevatele asutustele edastatakse
direktiivi (EL) 2022/2555 artikli 23a kohaselt iihtse kontaktpunkti kaudu.*

2. Acrtiklisse 24 lisatakse jargmine 18ige 2a:

,,2a. Kéesoleva artikli 18ike 2 punkti fb kohased teated jarelevalveasutusele, ja
kui see on kohaldatav, muudele asjaomastele padevatele asutustele edastatakse
direktiivi (EL) 2022/2555 artikli 23a kohase iihtse kontaktpunkti kaudu.*

3. Acrtiklisse 45a lisatakse jargmine 18ige 3a:

,3a. Loike 3 kohased teated komisjonile ja padevale jarelevalveasutusele
edastatakse direktiivi (EL) 2022/2555 artikli 23a kohase (htse kontaktpunkti
kaudu.*

Artikkel 8
Maaruse (EL) 2022/2554 muutmine
Madruse (EL) 2022/2554 artiklit 19 muudetakse jargmiselt.

1. Ldike 1 esimene 10ik asendatakse jargmisega:

,Finantssektori ettevotjad teatavad tdsistest IKT intsidentidest artiklis 46
osutatud asjaomasele padevale asutusele direktiivi (EL) 2022/2555 artikli 23a
kohaselt loodud Uhtse kontaktpunkti kaudu koosk6élas kaesoleva artikli
IGikega 4.

2. Ldike 2 esimene 18ik asendatakse jargmisega:

,,JFinantssektori ettevdtjad voivad direktiivi (EL) 2022/2555 artikli 23a kohaselt
loodud thtse kontaktpunkti kaudu vabatahtlikult teatada asjaomasele pédevale
asutusele olulistest kiberohtudest, kui nad peavad ohtu finantssisteemi,
teenusekasutajate voi Klientide jaoks oluliseks. Asjaomane péadev asutus vdib
esitada selle teabe teistele asjaomastele asutustele, kellele on osutatud
IGikes 6.

Artikkel 9
Direktiivi (EL) 2022/2557 muutmine
Direktiivi (EL) 2022/2557 artiklit 15 muudetakse jargmiselt.

1. Ldike 1 esimene lause asendatakse jargmisega:

»Lilkmesriigid tagavad, et elutdhtsa teenuse osutajad teavitavad direktiivi
(EL) 2022/2555 artikli 23a kohaselt loodud Uhtse kontaktpunkti kaudu pédevat
asutust pbhjendamatu viivituseta intsidentidest, mis oluliselt hairivad voi
voivad oluliselt hiirida elutdhtsate teenuste osutamist.*

2. LOikesse 2 lisatakse jargmine 16ik:
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,Komisjon vdib vastu votta rakendusakte, millega tdpsustatakse artikli 15
I6ike 1 kohaselt esitatava teabe liik ja vorm. Nimetatud rakendusaktid voetakse
vastu kooskdlas artikli 24 16ikes 2 osutatud kontrollimenetlusega.*

Artikkel 10
Kehtetuks tunnistamine ja tleminekusatted

Maéarus (EL) 2019/1150 tunnistatakse kehtetuks alates [kuupdev: kdesoleva méaéruse
kohaldamise alguskuupéev].

Erandina IGikest 1 kohaldatakse jargmisi satteid kuni 31. detsembrini 2032:
(@) artikli 2 punkt 1,

(b) artikli 2 punkt 2,
(c) artikli 2 punkt 5,
(d) artikkel 4,

(e) artikkel 11,

(F) artikkel 15.

Jargmised Oigusaktid tunnistatakse kehtetuks alates [kuupédev: muudatuste
kohaldamise alguskuupé&ev]:

a) maarus (EL) 2022/868,
b) méérus (EL) 2018/1807,
c) direktiiv (EL) 2019/1024.
Viiteid maéaarusele (EL) 2022/868, maarusele (EL)2018/1807 ja direktiivile

(EL) 2019/1024  loetakse vastavalt k&esoleva ~maé&druse |Ilisas esitatud
vastavustabelile.

Artikkel 11
LOppsatted

Ké&esolev maarus joustub kolmandal paeval parast selle avaldamist Euroopa Liidu Teatajas.

Erandina 10ikest 3 hakatakse artikli5 10ige 2 kohaldama kuus kuud pérast avaldamist
Euroopa Liidu Teatajas.

Artikli 3 10ike 8 punkte a—c, artikli 6 I6ikeid 2 ja 3 ning artikleid 7-9 hakatakse kohaldama
18 kuud parast kéesoleva maaruse joustumist. Erandina esimesest lausest, kui komisjon leiab
oma direktiivi (EL) 2022/2555 artikli 23a 16ike 7 kohases hinnangus, et Uhtne kontaktpunkt ei
taga nBuetekohast toimimist, usaldusvéarsust, terviklikkust voi konfidentsiaalsust, hakatakse
direktiivi (EL) 2022/2555 artikli 23 16ikes 4, maaruse (EL) nr 910/2014 artikli 19a I5ikes 1a,
artikli 24 I16ikes 2a ja artikli 45a 16ikes 3a, maaruse (EL) 2016/679 artikli 33 16ikes 1, maaruse
(EL) 2022/2554 artikli 19 10igetes 1 ja 2 ning direktiivi (EL) 2022/2557 artikli 15 18ikes 1
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satestatud kohustusi teatada intsidentidest Uhtse kontaktpunkti kaudu kohaldama 24 kuud
péarast kdesoleva maaruse joustumist.

Kéesolev maarus on tervikuna siduv ja vahetult kohaldatav kdikides liikmesriikides.
Brissel,

Euroopa Parlamendi nimel Ndukogu nimel
president eesistuja
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1.

1.1.

ETTEPANEKU/ALGATUSE RAAMISTIK
Ettepaneku/algatuse nimetus

Ettepanek: Euroopa Parlamendi ja nGukogu maarus digivaldkonna digustiku lihtsustamise
kohta, millega muudetakse mééarust (EL) 2023/2854, méarust (EL) 2016/679, maarust
(EL) 2024/1689 ning direktiivi 2002/58/EU ja direktiivi (EL) 2022/2555 ning
tunnistatakse kehtetuks maérus (EL) 2022/868, maarus (EL) 2018/1807, maéérus
(EL) 2019/1150 ja direktiiv (EL) 2019/1024 (digivaldkonna koondpakett)

1.2.

Asjaomased poliitikavaldkonnad

Sidevdrgud, sisu ja tehnoloogia
Siseturg, toostus, ettevotlus ja VKEd

1.3.

Eesmargid
1.3.1. Uldeesmargid

\ Digivaldkonna digustiku kohaldamise lihtsustamine ja kulude kokkuhoid ettevdtete jaoks |

1.3.2. Erieesmargid

Erieesmérk nr 1

Digivaldkonna 0Oigustiku haldamise ja tbhusa tditmise tagamise parandamine
digusnormide keerukuse ning ettevotete ja haldusasutuste halduskulude véhendamisega
ning teatavate digusaktide kehtetuks tunnistamisega

Erieesmérk nr 2

Uhtse kontaktpunkti loomine mitme Gigusraamistiku kohaseks intsidentidest teatamiseks

1.3.3. Oodatavad tulemused ja moju

Markige, milline peaks olema ettepaneku/algatuse oodatav mdju toetusesaajatele/sihtriihmale.

EttevOtete kulude vahenemine 0&igusaktide keerukuse vahendamise ja aruandluse
uhtlustamise tulemusel

1.34. Tulemusnaitajad

Markige, milliste nditajate abil jalgitakse edusamme ja saavutusi.

Néitaja 1

Ettevotete kulude arvestuslik kokkuhoid

Néitaja 2

Ettevotete intsidentidest teatamise kulude kokkuhoid
Néitaja 3
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1.4.

1.5.

Ettepanek/algatus kasitleb
O uut meedet
O uut meedet, mis tuleneb katseprojektist / ettevalmistavast meetmest®®
olemasoleva meetme pikendamist

O Uhe vBi mitme meetme Umbersuunamist teise voi uude meetmesse voi Uhendamist teise
vOi uue meetmega

Ettepaneku/algatuse péhjendused

1.5.1. Lahi- vOi pikaajalises perspektiivis taidetavad vajadused, sealhulgas algatuse
rakendamise Uksikasjalik ajakava

Joustumine toimub eeldatavasti kolme péeva jooksul parast avaldamist Euroopa Liidu
Teatajas. Kohaldamine peaks algama kohe, valja arvatud markimisvaarsed erandid
normide puhul, mis nduavad leminekuperioodi. Intsidentidest teatamist ja platvormiga
seotud norme kasitleva |1l peatiiki rakendamiseks on vaja piisavat aega, mida
kohandatakse vastavalt ettevotete, liikmesriikide ja ELi asutuste vajadustele.

1.5.2. ELi meetme lisavdartus (see vdib tuleneda eri teguritest, nagu
kooskOlastamisest saadav kasu, 8iguskindlus, suurem tdhusus vOi vastastikune
tdiendavus). Kdesoleva punkti kohaldamisel tihendab ,, ELi meetme lisavddrtus *“ vidrtust,
mis tuleneb liidu sekkumisest ja lisandub vaartusele, mille liikkmesriigid oleksid muidu tksi
loonud.

ELi tasandi meetmed on vajalikud seetfttu, et muudatused puudutavad kehtivaid ELi
Oigusakte ja vahendavad ELi diguse keerukust (ex ante).

Eeldatav EL.i lisavaartus (ex post) seisneb ELi diguse thtlustamises ning halduskoormuse
ja ettevotete kulude védhendamises.

Intsidentidest teatamise Uhtse kontaktpunkti loomisega kaasnev konkreetne lisavaartus
tuleneb sellest, et pakutakse liidu tasandi lahendust, mis vastab riiklikele nduetele. Uhtse
kontaktpunkti ~ pakkumisega  optimeeritakse  ettevotete  kulusid,  s@ltumata
aruandluskohustuslase asukohast liidus ja sellest, millised asutused on volitatud teateid
vastu votma.

1.5.3. Samalaadsetest kogemustest saadud dppetunnid

Asjaomaste Oigusnormide muudatused pdhinevad digusnormide rakendamisel saadud
praktilistel kogemustel, mida on (ksikasjalikult kirjeldatud lisatud komisjoni talituste
toodokumendis. Need pdhinevad ulatuslikel konsultatsioonidel sidusrihmadega, milles
keskenduti peamiselt digusnormide igapdevasele kohaldamisele.

39 Vastavalt finantsmaaruse artikli 58 18ike 2 punktile a vGi b.
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1.5.4. Kooskdla mitmeaastase finantsraamistikuga ja voimalik koostoime muude
asjakohaste vahenditega

Muudatused on kooskdélas mitmeaastase finantsraamistikuga, kuna taiendavaid kulusid ei
ole ette n&htud.

1.5.5. Erinevate kasutada olevate rahastamisvOimaluste, sealhulgas vahendite
Umberpaigutamise vbimaluste hinnang

Ei kohaldata
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1.6. Ettepaneku/algatuse ja selle finantsmdju kestus
5. [ Piiratud kestusega
1 hélmab ajavahemikku [PP/KK]JAAAA-[PP/KK]AAAA

LI finantsmdju  kulukohustuste assigneeringutele avaldub ajavahemikul AAAA-
AAAA ja maksete assigneeringutele ajavahemikul AAAA-AAAA.

6. Piiramatu kestusega
Rakendamise kéivitumisperiood h6lmab ajavahemikku AAAA-AAAA,
millele jargneb taieulatuslik rakendamine.

1.7. Kavandatud eelarve taitmise viis(id)*°

7. Eelarve otsene taitmine komisjoni poolt

tema talituste kaudu, sealhulgas kasutades liidu delegatsioonides todtavat
komisjoni personali;

[ rakendusametite kaudu
8. O Eelarve jagatud taitmine koostdos liitkmesriikidega
9. ] Eelarve kaudne taitmine, mille puhul eelarve taitmise lesanded on delegeeritud:
O kolmandatele riikidele voi nende méératud asutustele;
I rahvusvahelistele organisatsioonidele ja nende allasutustele (nimetage);
L] Euroopa Investeerimispangale ja Euroopa Investeerimisfondile;
[ finantsmaaruse artiklites 70 ja 71 osutatud asutustele;
O avalik-0iguslikele asutustele;

[0 avalikke teenuseid osutavatele eraBiguslikele asutustele, sel méaral, mil neile
antakse piisavad finantstagatised;

O liikmesriigi eradigusega reguleeritud asutustele, kellele on delegeeritud avaliku ja
erasektori partnerluse rakendamine ja kellele antakse piisavad finantstagatised;

[ asutustele vdi isikutele, kellele on delegeeritud Euroopa Liidu lepingu V jaotise
kohaste Uhise valis- ja julgeolekupoliitika erimeetmete rakendamine ja kes on
kindlaks maaratud asjaomases alusaktis;

CI-litkmesriigis asutatud asutustele, kelle suhtes kohaldatakse liikmesriigi eradigust
vOi liidu Gigust ja kellele voib kooskdlas valdkondlike normidega usaldada liidu
rahaliste vahendite vOi eelarveliste tagatiste haldamise niivord, kuivord selliseid
asutusi kontrollivad avalik-0iguslikud asutused voi avalikke teenuseid osutavad
eradiguslikud asutused ja kontrollivad organid annavad neile solidaarvastutuse

40 Eelarve taitmise viise koos viidetega finantsmaarusele on selgitatud BUDGpedia veebisaidil
https://myintracomm.ec.europa.eu/corp/budget/financial-rules/budget-implementation/Pages/implementation-
methods.aspx.
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vormis piisavad finantstagatised vOi samavéarsed finantstagatised, mis vdivad iga
meetme puhul piirduda liidu toetuse maksimumsummaga.
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2.1.
10.
2.2.
2.2.1.

11.

2.2.2.

12.

2.2.3.

13.
2.3.
14.

HALDUSMEETMED

Jarelevalve ja aruandluse reeglid

Muudatusi jalgitakse muudetavate Gigusaktide osana.
Haldus- ja kontrollististeem(id)

Eelarve taitmise viisi(de), rahastuse rakendamise mehhanismi(de), maksete tegemise
korra ja kavandatava kontrollistrateegia selgitus

Kehtivate Gigusaktide suhtes kohaldatavad haldus- ja kontrollististeemid tagavad
mojusa kontrolli ka muudatuste ule

Teave kindlakstehtud riskide ja nende vahendamiseks kasutusele voetud
sisekontrollisiisteemi(de) kohta

Taiendavaid riske ei ole tuvastatud

Kontrollimeetmete hinnanguline kulutdhusus (kontrollikulude suhe hallatavate
vahendite vaartusse), selle péhjendus ja oodatav veariski tase (maksete tegemise ja
sulgemise ajal)

Kontrolli maksumus ei erine varasemast maksumusest
Pettuste ja 6igusnormide rikkumise arahoidmise meetmed
Muudatuste suhtes kohaldatakse samu ennetusmeetmeid
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ETTEPANEKU/ALGATUSE HINNANGULINE FINANTSMOJU
Mitmeaastase finantsraamistiku rubriigid ja kulude eelarveread, millele mdju

3.1.
avaldub
Olemasolevad eelarveread
15. Jarjestage mitmeaastase finantsraamistiku rubriigiti ja iga rubriigi sees eelarveridade
kaupa
Eelarverida Kulu liik Rahaline osalus
Mitmeaasta Kandidaatri
> Liiendatud igid ja
finantsraam | Ny ligendatud | pprn | potentsiaals | Muud Muu
istiku /liigendama riiaid®2 ed kolmanda | sihtotstarbeline
rubriik ta*t 9 kandidaadi | ¢ riigid tulu
d43
20 02 06 Halduskulud i
Liigenda | g, El El El
mata
Uued eelarveread, mille loomist taotletakse
16. Jarjestage mitmeaastase finantsraamistiku rubriigiti ja iga rubriigi sees eelarveridade
kaupa
Eelarverida Kulu liik Rahaline osalus
Mitmeaasta Kandidaatri
s . igid ja
finantsraam | Ny Liigendatud EETA potentsiaals Muud Muu
istiku /liigendama riigid ed kolmanda sihtotstarbeline
rubriik ta kandidaadi d riigid tulu
d

41 Liigendatud = liigendatud assigneeringud / liigendamata = liigendamata assigneeringud.

42 EFTA: Euroopa Vabakaubanduse Assotsiatsioon.

4 Kandidaatriigid ja vajaduse korral Laane-Balkani potentsiaalsed kandidaadid.
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3.2. Ettepaneku hinnanguline finantsmdju assigneeringutele
3.2.1.  Hinnanguline mdju tegevusassigneeringutele — tlevaade

Ettepanek/algatus ei ndua tegevusassigneeringute kasutamist

L] Ettepanek/algatus nduab tegevusassigneeringute kasutamist, mis toimub jargmiselt:
3.2.1.1. Heakskiidetud eelarvest saadavad assigneeringud

miljonites eurodes (kolm kohta parast koma)

Mitmeaastase finantsraamistiku rubriik Nr
Aasta Aasta Aasta Aasta -Mitmeaasta_m(_e
finantsraamistik
DG: <....... > 2021-2027
2024 2025 2026 2027 KOKKU
Tegevusassigneeringud
. | Kulukohustused (1a) 0,000
Eelarverida
Maksed (2a) 0,000
. | Kulukohustused (1b) 0,000
Eelarverida
Maksed (2b) 0,000
Eriprogrammide vahenditest rahastatavad haldusassigneeringud**
Eelarverida ® 0,000
DG<....... Kulukohustused =la+1b+3 0,000 0,000 0,000 0,000 0,000
assigneeringud KOKKU Maksed =2a+2b+3 0,000 0,000 0,000 0,000 0,000

4 Tehniline ja/vGi haldusabi ning ELi programmide ja/v3i meetmete rakendamist toetavad kulud (endised BA read), kaudne teadustegevus, otsene teadustegevus.

ET
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Selle punkti téitmisel tuleks kasutada haldusalaste eelarveandmete tabelit, mis on esitatud finants- ja digiselgituse lisas (Euroopa Liidu Gldeelarve
komisjoni jao taitmise sise-eeskirju kasitleva komisjoni otsuse 5. lisa*), ja laadida see iiles DECIDE’i talitustevaheliseks konsulteerimiseks.

Aasta Aasta Aasta Aasta Mitmeaastane
finantsraamistik
DG:<....... >

2024 2025 2026 2027 2021-2027

KOKKU
¢ Personalikulud 0,000 0,000 0,000 0,000 0,000
¢ Muud halduskulud 0,000 0,000 0,000 0,000 0,000
DG<....... > KOKKU Assigneeringud 0,000 0,000 0,000 0,000 0,000
Aasta Aasta Aasta Aasta fMitmeaastanek

inantsraamisti
DG: <....... >

2024 2025 2026 2027 2021-2027

KOKKU
¢ Personalikulud 0,000 0,000 0,000 0,000 0,000
* Muud halduskulud 0,000 0,000 0,000 0,000 0,000
DG <....... > KOKKU Assigneeringud 0,000 0,000 0,000 0,000 0,000

(Kulukohustuste
Mitmeaastase finantsraamistiku RUBRIIGI 7 assigneeringud KOKKU kognlq‘zllfsgrtza - 0,000 0,000 0,000 0,000 0,000
kogusumma)
miljonites eurodes (kolm kohta pérast koma)
| Aasta | Aasta Aasta | Aasta | Mitmeaastane |

4 Kui teatate rubriigi 7 assigneeringute kasutamisest, on 5. lisa taitmine kohustuslik.
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finantsraamistik
2024 2025 2026 2027 2021-2027
KOKKU
RUBRIIKIDE 1-7 assigneeringud KOKKU Kulukohustused 0,000 0,000 0,000 0,000 0,000
Mitmeaastase finantsraamistiku Maksed 0,000 0,000 0,000 0,000 0,000
3.2.1.2. Sihtotstarbelisest vélistulust saadavad assigneeringud
miljonites eurodes (kolm kohta parast koma)
Mitmeaastase finantsraamistiku rubriik Nr
Aasta Aasta Aasta Aasta _Mitmeaaste_\ng
finantsraamistik
DG:<....... > 2021-2027
2024 2025 2026 2027 KOKKU
Tegevusassigneeringud
Eel id | Kulukohustused (1a) 0,000
rveri
elarveriaa Maksed (2a) wieey
| Kulukohustused (1b) 0,000
Eelarverida
Maksed (2b) 0,000
Eriprogrammide vahenditest rahastatavad haldusassigneeringud*®
Eelarverida ®3) 0,000
DG<....... > Kulukohustused =la+1b+3 0,000 0,000 0,000 0,000 0,000

46 Tehniline ja/vGi haldusabi ning ELi programmide ja/vGi meetmete rakendamist toetavad kulud (endised BA read), kaudne teadustegevus, otsene teadustegevus.
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assigneeringud KOKKU Maksed [ -aavaes | 0,000 0,000 0,000 | 0,000 | 0,000
Mitmeaastase finantsraamistiku rubriik 7 , Halduskulud‘*’
miljonites eurodes (kolm kohta pérast koma)
Aasta Aasta Aasta Aasta Mitmeaastane
finantsraamistik
< >

DG: <....... 2024 2025 2026 2027 2021-2027

KOKKU
* Personalikulud 0,000 0,000 0,000 0,000 0,000
e Muud halduskulud 0,000 0,000 0,000 0,000 0,000
DG <....... > KOKKU Assigneeringud 0,000 0,000 0,000 0,000 0,000
Aasta Aasta Aasta Aasta f_Mitmeaasta_\ngk

inantsraamisti
DG:<....... >

2024 2025 2026 2027 2021-2027

KOKKU
e Personalikulud 0,000 0,000 0,000 0,000 0,000
e Muud halduskulud 0,000 0,000 0,000 0,000 0,000
DG<....... > KOKKU Assigneeringud 0,000 0,000 0,000 0,000 0,000

(Kulukohustuste
Mitmeaastase finantsraamistiku RUBRIIGI 7 assigneeringud KOKKU "°9n‘,j;‘|j$?;a= 0,000 0,000 0,000 0,000 0,000
kogusumma)

miljonites eurodes (kolm kohta pérast koma)

47 Vajalike assigneeringute kindlaksmaaramiseks tuleks kasutada aastaseid keskmisi kulunaitajaid, mis on kattesaadavad BUDGpedia veebilehel.
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Aasta Aasta Aasta Aasta Mitmeaastane
finantsraamistik
2024 2025 2026 2027 2021-2027
KOKKU
RUBRIIKIDE 1-7 assigneeringud KOKKU Kulukohustused 0,000 0,000 0,000 0,000 0,000
Mitmeaastase finantsraamistiku Maksed 0,000 0,000 0,000 0,000 0,000

3.2.2.  Hinnanguline tegevusassigneeringutest rahastatav valjund (ei taideta detsentraliseeritud asutuste puhul)

kulukohustuste assigneeringud miljonites eurodes (kolm kohta parast koma)

Aasta Aasta Aasta Aasta Lisage vajalik arv aastaid, et ndidata KOKKU
Markige 2024 2025 2026 2027 finantsmdju kestust (vt punkt 1.6)
ee\fg;jirr?é? dja VALJUNDID
Valjun Valjun
di K?Sk > > > > > > > dite Kulud
iy Iiik48 rlzll:rlf < Kulu < Kulu < Kulu < Kulu < | Kulu < | Kulu < Kulu arv Kokku
kokku
i 49
ERIEESMARK nr17...
- Véljund
- Véljund
- Véljund

4 Viljunditena kasitatakse tarnitud tooteid ja osutatud teenuseid (rahastatud GliGpilasvahetuste arv, ehitatud teede pikkus kilomeetrites jms).
4 Vastavalt punktile 1.3.2. ,,Erieesmérgid*.
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Erieesmark nr 1 kokku

ERIEESMARK nr 2 ...

- Véljund

Erieesmark nr 2 kokku

KOKKU

15
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3.2.3.  Hinnanguline mdju haldusassigneeringutele — tilevaade

Ettepanek/algatus ei ndua haldusassigneeringute kasutamist

[J Ettepanek/algatus nduab haldusassigneeringute kasutamist, mis toimub jargmiselt:
3.2.3.1. Heakskiidetud eelarvest saadavad assigneeringud

Aasta Aasta Aasta Aasta 2021-2027
HEAKSKIIDETUD EELARVE
2024 2025 2026 2027 KOKKU
RUBRIIK 7
Personalikulud 0,000 0,000 0,000 0,000 0,000
Muud halduskulud 0,000 0,000 0,000 0,000 0,000
RUBRIIK 7 kokku 0,000 0,000 0,000 0,000 0,000
RUBRIIGIST 7 vélja jaavad kulud
Personalikulud 0,000 0,000 0,000 0,000 0,000
Muud halduskulud 0,000 0,000 0,000 0,000 0,000
RUBRIIGIST 7 vélja jadvad kulud kokku 0,000 0,000 0,000 0,000 0,000
KOKKU 0,000 0,000 0,000 0,000 0,000

Personali ja muude halduskuludega seotud assigneeringute vajadused kaetakse assigneeringutest, mille
asjaomane peadirektoraat on k@nealuse meetme haldamiseks juba andnud, ja/vdi peadirektoraadi sees
Umberpaigutatud  assigneeringutest, mida vajaduse korral vdidakse tdiendada nendest
lisaassigneeringutest, mis haldavale peadirektoraadile eraldatakse iga-aastase vahendite eraldamise
menetluse kdigus, arvestades eelarvepiirangutega.

3.2.4. Hinnanguline personalivajadus
Ettepanek/algatus ei ndua personali kasutamist
[J Ettepanek/algatus nduab personali kasutamist, mis toimub jargmiselt:
3.2.4.1. Rahastatakse heakskiidetud eelarvest
Hinnanguline vaartus taistodaja ekvivalendina®
17.

Aasta Aasta Aasta Aasta
2024 2025 2026 2027

HEAKSKIIDETUD EELARVE

*Ametikohtade loeteluga ette nahtud ametikohad (ametnikud ja ajutised teenistujad)

2001 02 01 (komisjoni peakorteris ja esindustes) 0 0 0 0
20 01 02 03 (EL.i delegatsioonides) 0 0 0 0
01 01 01 01 (kaudne teadustegevus) 0 0 0 0
01 01 01 11 (otsene teadustegevus) 0 0 0 0

%0 Ppalun tapsustage allpool esitatud tabelis, kui palju taistooaja ekvivalente on juba madratud meetme
haldamiseks ja/vdi kui palju saab neid teie peadirektoraadis Umber paigutada ja millised on teie
netovajadused.
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Muud eelarveread (mérkige) 0 0 0 0

o Koosseisuvaline personal (taistddaja ekvivalendina)

20 02 01 (uldvahenditest rahastatavad lepingulised to6tajad ja riikide 0 0 0 0
lahetatud eksperdid)
20 02 03 (lepingulised tootajad, kohalikud to6tajad, riikide lahetatud 0 0 0 0
eksperdid ja noored eksperdid ELi delegatsioonides)
Haldustoetuse - peakorteris 0 0 0 v
eelarverida
[XX.01.YY.YY] - ELi delegatsioonides 0 0 0 0
01 01 01 02 (lepingulised todtajad ja riikide lahetatud eksperdid kaudse 0 0 0 0
teadustegevuse valdkonnas)
01 01 01 12 (lepingulised to6tajad ja riikide l&hetatud eksperdid otsese 0 0 0 0
teadustegevuse valdkonnas)
Muud eelarveread (markige) - Rubriik 7 0 0 0 0
Muud eelarveread (mérkige) - Rubriigist 7 vélja jadvad kulud 0 0 0 0
KOKKU 0 0 0 0

3.2.5.  Hinnanguline mdju digitehnoloogiaga seotud investeeringutele — (ilevaade

18. Kohustuslik: jargmises tabelis tuleks esitada parim hinnang ettepanekust/algatusest
tulenevate digitehnoloogiaga seotud investeeringute kohta.

19. Erandkorras, kui see on vajalik ettepaneku/algatuse rakendamiseks, tuleks rubriigi 7
assigneeringud esitada selleks ettenahtud eelarvereal.

20. Rubriikide 1-6 assigneeringuid tuleks kajastada ,tegevusvaldkonna IT-kuludena, mis
on eraldatud rakenduskavadele“. Nende kulud kuuluvad tegevuseelarvesse, mida
kasutatakse otseselt algatuse rakendamisega seotud IT-platvormide/vahendite
taaskasutamiseks/ostmiseks/arendamiseks ja nendega seotud investeeringuteks (nt
litsentsid, uuringud, andmete sailitamine jne). Selles tabelis esitatud teave peaks
olema koosk®dlas 4. jaos ,,Digimddde* esitatud iiksikasjadega.

Mitmeaas
Aasta Aasta Aasta Aasta tane
finantsra
Digi- ja IT-assigneeringud KOKKU amistik
2024 2025 2026 2027 2021~
2027
KOKKU

RUBRIIK 7

Institutsiooni tasandi IT-kulud 0,000 0,000 0,000 0,000 0,000
RUBRIIK 7 kokku 0,000 0,000 0,000 0,000 0,000

RUBRIIGIST 7 vélja jaavad kulud

Poliitikavaldkondade IT-kulud 0.000 0.000 0.000 0.000 0.000

rakenduskavadele

RUBRIIGIST 7 vélja jadvad kulud kokku 0,000 0,000 0,000 0,000 0,000
KOKKU 0,000 0,000 0,000 0,000 0,000
3.2.6. Kooskdla kehtiva mitmeaastase finantsraamistikuga

21.

Ettepanek/algatus:

Xlon téielikult rahastatav mitmeaastase finantsraamistiku asjaomase rubriigi sisese
vahendite Umberpaigutamise kaudu
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3.2.7.
22.

L1 tingib mitmeaastase finantsraamistiku asjaomase rubriigi mittesihtotstarbelise
varu ja/véi mitmeaastase finantsraamistiku méaaruses séatestatud erivahendite
kasutuselevotu

O nduab mitmeaastase finantsraamistiku muutmist
Kolmandate isikute rahaline osalus

Ettepanek/algatus:

ei née ette kolmandate isikute poolset kaasrahastamist

L1 ndeb ette kolmandate isikute poolse kaasrahastuse, mille hinnanguline summa on
jargmine:

assigneeringud miljonites eurodes (kolm kohta pérast koma)

Aasta Aasta Aasta Aasta Kokku
2024 2025 2026 2027
Nimetage kaasrahastav asutus
Kaasrahastatavad assigneeringud
KOKKU
3.3.  Hinnanguline m6ju tuludele
Ettepanekul/algatusel puudub finantsmdju tuludele
— [ Ettepanekul/algatusel on jargmine finantsmdju:
- O omavahenditele
- O muudele tuludele
- O markige, kas see on kulude eelarveridasid mdjutav

sihtotstarbeline tulu

miljonites eurodes (kolm kohta pérast koma)

.Ilooksval | Ettepaneku/algatuse mc~>ju51
Tulude eelarverida ee arveaasta
kattesaadavad
assigneeringud Aasta 2024 Aasta 2025 | Aasta 2026 | Aasta 2027
Artikkel ....
23. Sihtotstarbeliste tulude puhul markige, milliseid kulude eelarveridasid ettepanek
mdojutab.
24, [...]
25. Muud markused (nt tuludele avaldatava m6ju arvutamise meetod/valem voi muu

teave).

L Traditsiooniliste omavahendite (tollimaksud, suhkrumaksud) korral tuleb markida netosummad, st
brutosumma pérast 20 % sissendudmiskulude mahaarvamist.

ET



26.  [...]

27. 4. DIGIMOODE

4.1. Diginduded

Digitaalse asjakohasuse ja sellega seotud kategooriate (andmed, protsesside digiteerimine ja automatiseerimine, digilahendused ja/vdi digitaalsed
avalikud teenused) nduete uldine kirjeldus

Viide ndudele

Noude kirjeldus

Noudest mojutatud vai sellega
seotud osalejad

Uldised protsessid

Kategooriad

Artikkel 1

Muudetakse andmemaaruse artikli 1

I6iget 1, laiendades mé&é&ruse
kohaldamisala jargmisele:

e andmevahendusteenuse
osutajate registreerimise
raamistik;

e altruistlikel eesmarkidel
kéttesaadavaks tehtud
andmete kogumise ja
tootlemisega tegelevate
tksuste vabatahtliku
registreerimise raamistik;

e raamistik Euroopa

Andmeinnovatsioonindukogu

asutamiseks.

Euroopa Komisjon
Andmevahendusteenused

Andmete kogumise ja
tootlemisega tegelevad iksused

Andmemaéruse
kohaldamisala laiendamine

Digitaalne avalik
teenus

Artikkel 1

Muudetakse andmemaaruse artikli 4

IGiget 8 ja artikli 5 10iget 11.
Andmevaldajad, kes keelduvad
andmete jagamisest arisaladuse
erandi alusel, peavad sellisest

Andmevaldajad (arisaladuse
omajad)

Juurdepaasutaotluse esitajad

Teatamine

Andmed
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otsusest nduetekohaselt teatama.

artikli 21 16iget 5. Uldise
hadaolukorra kontekstis saadud
andmete teadusasutuste voi
statistikaasutustega jagamise nduded.

Andmemaarusesse lisatakse

artikkel 22a, mis vdimaldab esitada
kaebusi seoses V peatiikiga
(,,Avaliku sektori asutustele,
komisjonile, Euroopa Keskpangale ja
liidu organitele erakorralise vajaduse
tottu andmete kattesaadavaks
tegemine®).

Euroopa Komisjon
Euroopa Keskpank
Liidu organ
Andmevaldaja
Riigi padev asutus

Kaebused

Artikkel 1 Andmemadrusesse lisatakse Avaliku sektori asutus Andmete kéttesaadavaks Andmed
artikkel 15a. Kohustus teha andmed . tegemine
kéttesaadavaks Uldise hadaolukorra Euroopa Komisjon
tottu. Euroopa Keskpank
Liidu organ
Andmevaldajad
Artikkel 1 Muudetakse andmemaéaruse Avaliku sektori asutus Andmete jagamine Andmed

ET
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Artikkel 1

Muudetakse andmemaaruse

artikli 32 16ikeid 1-5, mis kasitlevad
kolmandate riikide juurdepaasu
isikustamata andmetele.

Andmetootlusteenuste osutajad
Andmevahendusteenuse osutajad
Andmealtruismiorganisatsioonid

Riigi organid ja asutused

Valitsusasutuste juurdepéas
andmetele ja andmete
edastamine rahvusvahelisel
tasandil

Andmed

Digitaalne avalik
teenus

Vlla peatiikk
andmevahendusteenuste Euroopa
margise digusraamistiku kohta, mis
hdlmab muu hulgas teavitamist,
avaliku registri loomist, teenuse
osutamise tingimusi, padevate
asutuste méaramist ja nduete taitmise
jarelevalvet.

Muudetakse andmemaaruse

artiklit 32h, et lisada VIlb peattikk
andmete vaba liikumise kohta liidus,
mis h8lmab muu hulgas andmete

andmekasutajad
Liikmesriigid
Padevad asutused

Euroopa Komisjon

Andmete vaba liikumise
tagamine Euroopa Liidus

Artikkel 1 Muudetakse andmemaéaruse Andmetodtlusteenuste osutajad Uhtsete spetsifikatsioonide Digitaalne avalik
artikli 35 I6iget 5, vbimaldades Euroopa Komision vastuvGtmine teenus
komisjonil vastu votta uhtsed P J
spetsifikatsioonid seoses
andmetodtlusteenuste
koostalitlusvéimega.

Artikkel 1 Muudetakse andmemaéaruse Andmevahendusteenuse osutajad | Andmevahendusteenuste Andmed
artikleid 32a—32e, et lisada Andmesubjektid, andmevaldajad, Euroopa margise loomine Digilahendus

Protsesside
digitaliseerimine

Digitaalne avalik
teenus
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asukoha nduete keeldu, komisjonile
teatamise kohustust ja
konsolideeritud loetelu avaldamist.

artikkel 32i, milles méaratletakse
Vllc peatiiki kohaldamisala. Sellega
kehtestatakse miinimumnormid, mis
reguleerivad andmete taaskasutamist,
ja andmete taaskasutamist soodustav
praktiline kord.

Andmemaarusesse lisatakse artikkel
32j; andmete ja dokumentide
taaskasutamise suhtes kehtiv

Andmevaldajad

Andmekasutajad

kohaldamisala maaratlemine
Diskrimineerimiskeeld

Artikkel 1 Muudetakse andmemaaruse Liikmesriigid Andmete vaba liikumise Andmed
artiklit 32h, et I_|_sada _VIIb peatu_kk Euroopa Komisjon tagamine Euroopa Liidus Protsesside
andmete vaba liikumise kohta liidus, sl L

o digitaliseerimine

mis hdlmab muu hulgas andmete o _
asukoha nduete keeldu, komisjonile Digitaalne avalik
teatamise kohustust ja teenus
konsolideeritud loetelu avaldamist.

Artikkel 1 Andmemaarusesse lisatakse Liikmesriigid Reguleerimiseseme ja Digitaalne avalik

teenus
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diskrimineerimiskeeld.

(41): lisatakse avaliku sektori
avaandmete taaskasutamise
uldpdhimatet kasitlev
artikkel 32n;

(42): lisatakse andmete
taaskasutamise taotluste
menetlemist kasitlev
artikkel 320;

(43): lisatakse andmete
taaskasutamise vorminguid
késitlev artikkel 32p;

(46): lisatakse artikkel 32s,
mis kasitleb praktilisi
vahendeid, et hdlbustada
taaskasutamiseks
kéttesaadavate andmete vOi
dokumentide otsimist.

Andmekasutajad

Liikmesriigid (avaliku sektori
asutused)

Euroopa Komisjon

kasitlevad Gigusnormid

Artikkel 1 Andmemaarusesse lisatakse Potentsiaalsed turuosalised Digitaalne avalik

artikkel 32k. Andmete . . teenus
A Avaliku sektori asutused

taaskasutamise ainudiguslikke Andmed
kokkuleppeid késitlevad normid. Selliste kokkulepete osapooled
Hdlmab kohustust avalikustada
kokkulepete 16plikud tingimused.

Artikkel 1 Andmemaaruse muudatused: Andmevaldajad Andmete taaskasutamist Digitaalne avalik

teenus
Andmed

Protsesside
digitaliseerimine
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Artikkel 1 Andmemadrusesse lisatakse artikkel | Liikmesriigid Andmete taaskasutamist Digitaalne avalik
32t; ndue toetada teadusandmete kasitlevad 6igusnormid teenus
. Teadusasutused
kattesaadavust.
] Andmed
Andmekasutajad
Artikkel 1 Andmemadrusesse lisatakse Euroopa Komisjon Andmete taaskasutamist Digitaalne avalik
artikkel 32u. Satestatakse Avaliku sektori asutused. riiai kasitlevad 6igusnormid teenus
konkreetsete vaartuslike andmestike | riiihinaud Mg Andmed
avaldamise ja taaskasutamise kord. osallsega ariuningu
Artikkel 1 Andmemaarusesse lisatakse Avaliku sektori asutused Andmete taaskasutamist Digitaalne avalik
artikkel 32w. Satestatakse . kasitlevad Gigusnormid teenus
. Andmekasutajad
teatavatesse kategooriatesse
. Andmed
kuuluvate andmete taaskasutamise
tingimused. Sellise taaskasutamise
taotluste esitamise ja taaskasutamise
lubamise tingimused tehakse
avalikult kéttesaadavaks Uhtse
teabepunkti kaudu.
Artikkel 1 Andmemadrusesse lisatakse artikkel | Andmete taaskasutajad Andmete edastamine Digitaalne avalik
32x; nduded seoses isikustamata Avaliku sektori asutused kolmandatesse riikidesse teenus
andmete edastamisega kolmandatele Andmed
riikidele taaskasutajate poolt. Fudsilised/juriidilised isikud,
kelle Bigusi see vBib mdjutada
Artikkel 1 Andmemadruse muudatused: Péadevad asutused P&devate asutuste loomine Digitaalne avalik
o (55): lisatakse artikkel 32z Liikmesriigid Taotlemise kord teenus
padevate asutustega seotud : . Kaebused Andmed
korralduslike meetmete Avaliku sektori asutused
kohta,
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e (57): lisatakse artikkel 32ab
andmete taaskasutamise
taotluste menetlemise kohta;

e (58): asendatakse artikli 38
I6iked 1 ja 2 kaebuse
esitamise diguse kohta.

Artikkel 1

Andmemaarusesse lisatakse
artikkel 32aa. Uhtse teabepunkti
kasutamise kohustuslikuks
muutmine, et hdlbustada andmete
taaskasutamist.

Liikmesriigid
Andmevaldajad
Andmekasutajad

Euroopa Komisjon

Uhtse kontaktpunkti loomine

Digilahendused

Digitaalne avalik
teenus

Protsesside
digitaliseerimine

Andmed

ET
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Artikkel 1

Muudetakse andmemaaruse
artikleid 41a, 42, 45, 46, 48a, 49

ja49a, et lisada 1Xa peatukk, millega

luuakse Euroopa
Andmeinnovatsioonindukogu
(EDIB) kui eksperdirihm, mis
koordineerib taitmise tagamist ja
toetab Euroopa andmemajanduse
arengut, ning satestatakse muu
hulgas selle koosseisu suhtes
kohaldavad nduded, roll, pddevate
asutuste vahelise koostoo
hdlbustamine ja digusnduete

jarjepideva kohaldamise toetamine.

Euroopa Komisjon, Euroopa
Andmeinnovatsioonindukogu
(EDIB)

Andmemajanduspoliitika puhul
padevad liikmesriikide esindajad

I, 11l ja V peatiiki taitmise
tagamise eest vastutavad padevad
asutused

Avaliku sektori teabe
taaskasutamise valdkonna
padevad asutused (avaandmete
direktiiv)
Andmevahendusteenuste suhtes
padevad asutused

Andmealtruismiorganisatsioonide
registreerimiseks padevad
asutused

Euroopa Andmekaitsendukogu,
Euroopa Andmekaitseinspektor

ENISA (Euroopa Liidu
Kiberturvalisuse Amet)

ELi VKEde saadik vdi VKEde
saadikute vorgustiku esindaja

Teised konkreetsete sektorite
asjaomaste asutuste esindajad

Konkreetsete eriteadmistega

Euroopa
Andmeinnovatsioonindukogu
(EDIB) loomine

Digitaalne avalik
teenus

Andmed

ET

ET



asutused
Standardiorganisatsioonid

Euroopa Parlament, Euroopa
Liidu Néukogu, Euroopa
Majandus- ja Sotsiaalkomitee

Andmevahendusteenuse osutajad

Tunnustatud
andmealtruismiorganisatsioonid

Artikkel 3

Muudetakse maaruse (EL) 2016/679
(isikuandmete kaitse Gldmaarus)
artiklit 33 selles osas, mis puudutab
isikuandmetega seotud rikkumistest
teavitamist. Muuhulgas kohustatakse
kasutama direktiivi (EL) 2022/2555
artikli 23a kohaselt loodud Uhtset
kontaktpunkti ja ndhakse ette teate
vormide kasutamine.

Andmesubjektid

Vastutavad tootlejad
Jarelevalveasutused

Euroopa Andmekaitsendukogu
Euroopa Komisjon

Teatamine

Andmed
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Artikkel 3

Muudetakse méaruse (EL) 2016/679
(isikuandmete kaitse tldmaarus)
artiklit 35 ja artikli 70 10iget 1.
Euroopa Andmekaitsendukogu
kohustus esitada komisjonile
ettepanekuid andmekaitsealase
mdjuhinnangu teatavate aspektide
edasiseks praktiliseks
rakendamiseks. Need muudatused
hdlmavad sellise hindamise uhtset
vormi.

Euroopa Andmekaitsendukogu
Euroopa Komisjon

Komisjonile esitatavad
Euroopa
Andmekaitsendukogu
ettepanekud

Andmed

Artikkel 3

Maéarusesse (EL) 2016/679
(isikuandmete kaitse uldmaéarus)
lisatakse artikkel 88b;
andmesubjektid saavad vBimaluse
anda ndusolek / kasutada vastuvdite
esitamise digust automatiseeritud ja
masinloetavate vahendite abil.
Né&hakse ette, et ks vdi mitu
Euroopa standardiorganisatsiooni
koostavad standardid.

Andmesubjektid
Vastutavad t66tlejad

Euroopa
standardiorganisatsioonid

Euroopa Komisjon

Andmesubjekti valikute
automatiseeritud ja
masinloetavaid marked

Digilahendused

Protsesside
automatiseerimine
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Artikkel 6

Muudetakse direktiivi
(EL) 2022/2555 (kiberturvalisuse
2. direktiiv):

(1): lisatakse artikkel 23a,
mis kasitleb intsidentidest
teatamise Uhtse kontaktpunkti
loomist ja haldamist;

(3): muudetakse artikli 23
IGiget 4, et muuta tdsistest
intsidentidest teatamise puhul
kohustuslikuks thtse
kontaktpunkti kasutamine;
(4): lisatakse artikli 23

I6ige 12, millega tagatakse, et
tdsistest intsidentidest
teatatakse ainult tks kord
(kas klberturvalisuse

2. direktiivi voi
kiiberkerksuse maaruse
alusel);

(5): muudetakse artikli 30
IGiget 1, millega tagatakse, et
eri Uksused saavad
vabatahtlikult kasutada thtset
kontaktpunkti teadete
esitamiseks.

Teadete esitajad (elutédhtsad ja
olulised liksused)

Kberintsidentidele reageerimise
Uksused / padevad asutused
(vastavalt vajadusele)

Euroopa Komisjon
ENISA

Teatamine

Andmed
Digilahendused

Digitaalne avalik
teenus

Artikkel 7

Muudetakse méérust (EL)

nr 910/2014 (ELi
digiidentiteedikukru maarus) ja
kehtestatakse ndue kasutada

Teadete esitajad
(kvalifitseerimata usaldusteenuse
osutajad, kvalifitseeritud
usaldusteenuse osutajad,

Teatamine

Andmed
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direktiivi (EL) 2022/2555 artikli 23a
kohaselt loodud Uhtset kontaktpunkti
jargmiseks:

o artikli 19a 16ige 1a: 16ike 1
punktis b osutatud teadete
esitamine;

o artikli 24 16ige 2a: 18ike 2
punktis fb osutatud teadete
esitamine; artikli 45a
I6ige 3a: 18ikes 3 osutatud
teadete esitamine.

veebibrauserite pakkujad)
Jarelevalveasutused

Muud asjaomased péadevad
organid/asutused

Euroopa Komisjon

Artikkel 8

Muudetakse maarust (EL) 2022/2554
(digitaalse tegevuskerksuse maarus)
ja kehtestatakse ndue kasutada
direktiivi (EL) 2022/2555 artikli 23a
kohaselt loodud Uhtset kontaktpunkti
jargmiseks:

e artikli 19 I6ige 1: tOsistest
IKT intsidentidest teatamine;

o artikli 19 18ige 2: vabatahtlik
teatamine olulistest
kiberohtudest.

Teadete esitajad (finantssektori
ettevotjad)

Jarelevalveasutused

Muud asjaomased péadevad
organid/asutused

Euroopa Komisjon
ENISA

Teatamine

Andmed

ET
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Artikkel 9

Muudetakse direktiivi

(EL) 2022/2557 (elutéhtsa teenuse
osutajate toimepidevuse direktiiv) ja
kehtestatakse ndue kasutada
direktiivi (EL) 2022/2555 artikli 23a
kohaselt loodud Uhtset kontaktpunkti
jargmiseks:

o artikli 15 I8ige 1: sellistest
intsidentidest teatamine, mis
oluliselt hairivad voi vdivad
oluliselt hairida elutahtsate
teenuste osutamist.

Teadete esitajad (elutédhtsa
teenuse osutajad)

Jarelevalveasutused

Muud asjaomased padevad
organid/asutused

Euroopa Komisjon
ENISA

Teatamine

Andmed

ET
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4.2. Andmed

Kohaldamisalasse kuuluvate andmete tldine kirjeldus

Andmete liik

Viide (viited) ndudele (nGuetele)

Standard ja/voi tehniline kirjeldus (kui see on
asjakohane)

Andmetele juurdepéasu taotluse rahuldamata Artikkel 1 Seda tuleb nduetekohaselt pdhjendada objektiivsete

jatmine drisaladuse erandi alusel (ja sellest asjaolude alusel.

teatamine padevale asutusele)

Andmed, mis tuleb kattesaadavaks teha Gldise Artikkel 1 Lisatakse andmete tdlgendamiseks ja kasutamiseks

hadaolukorra kontekstis vajalikud metaandmed. Isikuandmed tuleb
vBimaluse korral pseudoniimida.

Teade kavatsusest teha andmed kattesaadavaks Artikkel 1 Margitakse andmed vastu vOtva organisatsiooni voi

uldise hadaolukorra kontekstis uksikisiku nimi ja kontaktandmed, andmete
edastamise voi kattesaadavaks tegemise eesmaérk,
andmete kasutamise ajavahemik ning voetud
tehnilised kaitse- ja korralduslikud meetmed.

V peatiiki (,,Avaliku sektori asutustele, komisjonile, | Artikkel 1 Il

Euroopa Keskpangale ja liidu organitele

erakorralise vajaduse tottu andmete kattesaadavaks

tegemine*) kohased kaebused

Euroopa Liidus hoitavad isikustamata andmed Artikkel 1 4

Andmete taaskasutamise taotluse korral esitamisele | Artikkel 1 Esitada tuleb minimaalne lubatud andmekogus.

kuuluvad andmed

ET
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Teade andmete taaskasutamise taotluse rahuldamise | Artikkel 1 /l

kohta

Andmed, mille vahendamise teenuseid osutatakse Artikkel 1 Andmesutt:m_aktllél an('jme\{aldliuslt S?aﬁl;ld an~d_mete

(andmevahendusteenuste ja vorml(?g, _elslfn ‘E‘T“"f aind h I(')OtS/aEI usvoime

andmealtruismiorganisatsioonide Euroopa margis) parandamisexs Vol ranvusvaneliste/-uroopa
andmestandardite jargimiseks

Teave andmete kasutamise ja tingimuste kohta Artikkel 1 Tuleb esitada kokkuvdtlikul, 1&bipaistval,

(andmevahendusteenuste ja arusaadaval ja kergesti kéttesaadaval kujul

andmealtruismiorganisatsioonide Euroopa margis)

Taotlused registreerimiseks liidu avalikus registris | Artikkel 1 Padevad asutused kehtestavad vajalikud

ja esitatud teabe muutmine taotlusvormid.

(andmevahendusteenuste ja

andmealtruismiorganisatsioonide Euroopa margis)

Heakskiidetud registreerimistaotlused, mis lisatakse | Artikkel 1 /l

avalikku liidu registrisse (andmevahendusteenuste

ja andmealtruismiorganisatsioonide Euroopa

mMargis)

Teade taotlemisprotsessi kaigus esitatud andmete Artikkel 1 /l

hilisemate muudatuste kohta

(andmevahendusteenuste ja

andmealtruismiorganisatsioonide Euroopa maérgis)

Hilisemate muudatuste kohta esitatud teate Artikkel 1 1

kéttesaamine (andmevahendusteenuste ja

andmealtruismiorganisatsioonide Euroopa margis)

Andmesubjektidele/andmevaldajatele enne Artikkel 1 Il

to6tlemist esitatav teave (andmevahendusteenuste
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ja andmealtruismiorganisatsioonide Euroopa
margis)

Ndusolek (vdi ndusoleku tagasivotmine) andmete
tootlemiseks tunnustatud
andmealtruismiorganisatsiooni poolt
(andmevahendusteenuste ja
andmealtruismiorganisatsioonide Euroopa margis)

Artikkel 1

Hangitakse elektrooniliste vahendite abil

Teave kolmanda riigi jurisdiktsiooni kohta, kus
andmeid kavatsetakse kasutada

Artikkel 1

I

Teade isikustamata andmete loata edastamise, neile
loata juurdepddsu voi nende loata kasutamise kohta
(andmevahendusteenuste ja
andmealtruismiorganisatsioonide Euroopa margis)

Artikkel 1

I

Teave nduetele vastavuse jarelevalve kohta
(andmevahendusteenuste ja
andmealtruismiorganisatsioonide Euroopa margis)

Artikkel 1

Taotlused peavad olema proportsionaalsed ja
pdhjendatud

Teade ndudetele mittevastavuste kohta
(andmevahendusteenuste ja
andmealtruismiorganisatsioonide Euroopa margis)

Artikkel 1

I

Otsus tuhistada méargise kasutamise digus
(andmevahendusteenuste ja
andmealtruismiorganisatsioonide Euroopa margis)

Artikkel 1

I

Andmete asukoha ndudeid késitlevad 6igusaktide
eelndud

Artikkel 1

1
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Ainudiguslike kokkulepete 16plikud tingimused Artikkel 1 I

Taaskasutamistaotlusega seotud andmed (ja/voi Artikkel 1 Juba olemas olevas vormingus v0i keeles, ning kui

teated) see on voimalik ja asjakohane, elektrooniliste
vahendite abil vormingus, mis on avatud,
masinloetav, juurdepéasetav, leitav ja taaskasutatav,
koos nende metaandmetega.

Riiklikult rahastatud teadusuuringute andmed Artikkel 1 Vabalt kéttesaadavad, jargides vaikimisi avatuse
pdhimdtet ja FAIR-pdhimatteid.

Konkreetsed vaértuslikud andmestikud Artikkel 1 Tasuta kattesaadavad; masinloetavad,;
rakendusliideste kaudu esitatavad ja
hulgiallalaaditavad (asjakohasel juhul).
Rakendusaktid voetakse vastu hiljem; nendes
vOidakse satestada andmete ja metaandmete
vormingud.

Artikli 2 punktis 54 osutatud andmete voi Artikkel 1 Avalikult kéttesaadav.

dokumentide taaskasutamise lubamise tingimused

Teade isikustamata andmete loata taaskasutamise Artikkel 1 I

kohta

Teade kavatsuse kohta edastada isikustamata Artikkel 1 1

andmeid kolmandasse riiki ja sellise edastamise

eesmérgi kohta (avaliku sektori asutusele)

Teade kavatsuse kohta edastada isikustamata Artikkel 1 Il

andmed kolmandasse riiki, sellise edastamise
eesmargi ja asjakohaste kaitsemeetmete kohta
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(fusilisele voi juriidilisele isikule, kelle digusi ja
huve see v6ib mdjutada)

Kogu asjakohane teave andmemaaruse artiklite 32z | Artikkel 1 Kéttesaadav ja holpsasti juurdepédésetav tihtse

(taaskasutamise tingimused), 32aa (kolmandad teabepunkti kaudu.

riigid) ja 32ab (tasud) kohaldamise kohta

Fudsilise/juriidilise isiku esitatav kaebus, kui tema | Artikkel 1 /1

andmemaarusest tulenevaid 6igusi on rikutud voi

muudes asjakohastes klsimustes

Teave menetluse kaigu / diguskaitsevahendite kohta | Artikkel 1 I

seoses andmemaéaruse kohaselt esitatud kaebusega

Andmed kogemuste ja heade tavade kohta (Euroopa | Artikkel 1 I

Andmeinnovatsioonindukogu)

Andmemaaruse Il, 111, 1V, V, VI, VIl ja Artikkel 1 Sétestatakse aruannete minimaalse sisu néuded.

VI peatiki hindamine Artikkel 1

Andmemaadruse Vlla, V1Ib ja Vllc peatiki

hindamine

Isikuandmetega seotud rikkumisest teatamine Artikkel 3 Direktiivi (EL) 2022/2555 artikli 23a kohaselt
loodud Uthtse kontaktpunkti kaudu (ja seega selle
spetsifikatsioone jargides).
Euroopa Andmekaitsendukogu koostab thtse vormi
ettepaneku (vt jargmine kirje).

Euroopa Andmekaitsendukogu ettepanek Artikkel 3 Il

isikuandmetega seotud rikkumisest teatamise uhtse
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vormi kohta

Euroopa Andmekaitsendukogu ettepanekud Artikkel 3 1

andmekaitsealase mdjuhinnangu kohta

Kberturvalisuse 2. direktiivi kohased teated Artikkel 6 Direktiivi (EL) 2022/2555 artikli 23a kohaselt

tdsistest intsidentidest loodud uhtse kontaktpunkti kaudu (ja seega selle
spetsifikatsioone jargides).

Isikuandmetega seotud rikkumisest teatamine Artikkel 3 Direktiivi (EL) 2022/2555 artikli 23a kohaselt
loodud uhtse kontaktpunkti kaudu (ja seega selle
spetsifikatsioone jérgides

Tosistest IKT intsidentidest teatamine vastavalt Artikkel 8 Direktiivi (EL) 2022/2555 artikli 23a kohaselt

digitaalse tegevuskerksuse maarusele; vabatahtlik loodud uhtse kontaktpunkti kaudu (ja seega selle

teatamine olulistest kiiberohtudest vastavalt spetsifikatsioone jérgides

digitaalse tegevuskerksuse méaarusele

Sellistest intsidentidest teatamine, mis oluliselt Artikkel 9 Direktiivi (EL) 2022/2555 artikli 23a kohaselt

hairivad voi voivad oluliselt hairida elutdhtsate
teenuste osutamist, vastavalt elutédhtsa teenuse
osutajate toimepidevuse direktiivile

loodud Uhtse kontaktpunkti kaudu (ja seega selle
spetsifikatsioone jérgides

Kooskdla Euroopa andmestrateegiaga

Selgitus selle kohta, kuidas ndue (nduded) on kooskblas Euroopa andmestrateegiaga

Nende andmemaddruse muudatustega luuakse Euroopa Andmeinnovatsioonindukogu (I1Xa peatlikk), mis koordineerib digusnormide

kohaldamist ja to6tab vélja suunised

sektoripdhiste

Uhtsete

Euroopa

andmeruumide

jaoks; andmevahendusteenuste ja

andmealtruismiorganisatsioonide Euroopa margis (Vlla peatikk), millega luuakse usaldusvéédrne dkosusteem andmete jagamiseks ja Giguste

kaitseks; V1Ib peatiikiga rakendatakse isikustamata andmete vaba liikumist, keelates phjendamatud andmete asukoha néuded; VIlc peatikiga

uhtlustatakse avaliku sektori andmete taaskasutamise norme, Ghendades avaandmete direktiivi ja andmehalduse mééruse sétted; ranvusvahelist
andmete edastamist késitlevad normid tugevdavad Euroopa digitaalset suverdénsust, kaitstes andmeid kolmandate riikide loata juurdepéésu
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eest; VKEde erandid ja ELi VKEde saadiku osalemine Euroopa Andmeinnovatsioonindukogus tagavad, et andmemajandus on paremini
juurdepéaasetav ka véikeettevotetele.

Kooskdla tihekordsuse pohimdttega
Selgitus selle kohta, kuidas on kaalutud tihekordsuse pdhimdtet ja kuidas on uuritud olemasolevate andmete taaskasutamise vdimalust

Need muudatused toetavad Uhekordsuse p&himdtet, luues t6husa andmete taaskasutamise taristu: Euroopa Andmeinnovatsioonindukogu tootab
valja koostalitlusvbime standardid Uhtsete Euroopa andmeruumide jaoks, et vahendada andmete esitamise dubleerimist;
andmevahendusteenused toimivad usaldusvadrsete vahendajatena, voimaldades olemasolevaid andmeid turvaliselt jagada ja valtides nende
liigset kogumist; andmealtruismiorganisatsioonid hdlbustavad vabatahtlikku andmete jagamist tldsuse huvides, tehes kattesaadavad andmed
teadusuuringute ja avalike teenuste jaoks taaskasutatavaks; andmete vaba liikumist kasitlevate sdtetega valditakse takistusi, mis nduavad
andmete mitmekordset sailitamist eri asukohtades, ning andmete rahvusvahelise edastamise kaitsemeetmed tagavad andmete piiritilese
kéattesaadavuse, séilitades samal ajal nende kaitse, mis vGimaldab uksikisikutel ja ettevotetel esitada oma andmed tiks kord, misjérel edasised
vajadused rahuldatakse turvaliste, 6igusi austavate jagamismehhanismide kaudu. Samal ajal v@imaldavad Uhtset kontaktpunkti kasitlevad
sétted rakendada intsidentidest teatamisel tihekordsuse pdhimotet.

Selgitus, kuidas on uued loodud andmed leitavad, juurdepadsetavad, koostalitlusvdimelised ja taaskasutatavad ning vastavad kvaliteetsetele
standarditele

Need muudatused tagavad kooskdélastatud mehhanismide kaudu, et uued andmed vastavad FAIR-pShimdtetele ja kvaliteedistandarditele:
Euroopa Andmeinnovatsioonindukogu to6tab vélja thised tehnilised spetsifikatsioonid ja juurdepéasetavad koostalitlusprotokollid koikide
valdkondlike andmeruumide jaoks; andmete vaba liikumist késitlevad sétted valdivad killustatust, mis kahjustab andmete kvaliteeti; Euroopa
Andmeinnovatsioonindukogu koordineeriv roll vdib voimaldada metaandmete standardite, tehniliste nduete ja kvaliteedimdddikute Uhtlustatud
rakendamist liikmesriikides.

Andmevood
Andmevoogude uldine kirjeldus

NB! Enamik allpool kirjeldatud andmevooge on olemasolevad vood, mis viiakse Uihest maarusest Ule teise maarusesse. Nimelt viiakse andmehalduse
madruse satted Ule andmemaarusesse.

ET 20 ET



Andmete liik Viide (viited) | Osalejad, kes andmed Osalejad, kes andmed Andmevahetuse ajend Sagedus (kui
ndudele esitavad saavad see on
(nbuetele) asjakohane)
Andmetele juurdepéasu Artikkel 1 Andmevaldaja Andmekasutaja (taotluse | Andmetele juurdepéésu Sihtotstarbeline
taotluse rahuldamata jatmine esitaja); artikli 37 kohaselt | taotluse rahuldamata
. . : Muudetakse o N N .
arisaladuse erandi alusel (ja andmemazrus maéaratud padev asutus jatmine arisaladuse erandi
sellest teatamine padevale L alusel
tusel e artikli 4
asutusele) IGiget 8 ja
artikli 5
IGiget 11
Andmed, mis tuleb teha Artikkel 1 Andmevaldaja Avaliku sektori asutus; Uldine hadaolukord + Sihtotstarbeline
kgttesaadavaks uldise _ Andmemaarus Euroopa Komisjon; ) andmetele_ juurdepaasu
hédaolukorra kontekstis esse lisatakse Euroopa Keskpank; liidu | taotlus, mis vastab
artikkel 15a organ vajalikele tingimustele
Teade kavatsusest teha Artikkel 1 Avaliku sektori asutus; Andmevaldaja, kellelt Uldine hadaolukord + Sihtotstarbeline
andmed kattesaadavaks Uldise Euroopa Komisjon; andmed saadi kavatus andmed edastada
hadaolukorra konteksti Muudetakse | ¢ Keskpank; liid i teha kattesaadavak
adaolukorra kontekstis andmemazarus | EUroopa Keskpank; liidu vOi teha kéttesaadavaks
eartikli21 | 298N
I6iget 5
V peatiiki (,,Avaliku sektori | Artikkel 1 Andmevaldaja; avaliku Andmevaldaja Kui tekib vaidlus Sihtotstarbeline
asutustele, komisjonile, o sektori asutus; Euroopa asukohaliikmesriigi pddev | andmemaéaruse artikli 15a
A Andmemaarus .
Euroopa Keskpangale ja liidu esse lisatakse Komisjon; Euroopa asutus kohaselt andmete
organitele erakorralise artikkel 22a Keskpank; liidu organ saamiseks esitatud

vajaduse tottu andmete
kittesaadavaks tegemine*)
kohased kaebused

taotluse Ule
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ET

Euroopa Liidus hoitavad Artikkel 1 Andmetootlusteenuste Kolmandate riikide Kolmandate riikide Sihtotstarbeline
isikustamata andmed Muudetakse osutajad, kohtud, taotlused rahvusvahelise

andmemaarus | @ndmevahendusteenuse kolmandate riikide lepingu alusel,

e jargmisi osutajad, o - haldusasutused, kliendid kolmandate !'Ilklde

dmealt t taotlused tavad

artikli 32 ioonid bjektid) artikli 32 10ike 3

Iige 1 tingimustele, klientide

artikli ’32 taotlused juurdepaasuks

I8ige 3 oma andmetele

artikli 32

1Gige 4
Andmete taaskasutamise Artikkel 1 Andmevahendusteenuse | Andmete taaskasutamise | Andmete taaskasutamise | Sihtotstarbeline
taotluse korral esitamisele Muudetakse osutaja voi tunnustatud taotluse esitaja (kolmanda | taotluse rahuldamise
kuuluvad andmed andmemaarus andmealtruismiorganisats | riigi asutus) kuupéev

eartikliz2 | '09"

I6ikeid 4-5
Teade andmete Artikkel 1 Andmevahendusteenuse | Klient Kolmanda riigi asutuse Sihtotstarbeline
taaskasutamise taotluse Muudetakse osutaja voi tunnustatud esitatud andmete
rahuldamise kohta andmemazrus andmealtruismiorganisats taaskasutamise taotluse

e artikli 32 ioon rahuldamise kuupéev

15ikeid 4-5 (valja arvatud juhul, kui

taotlus on esitatud
diguskaitse eesmargil)
Teave, mis avaldatakse Artikkel 1 Euroopa Komisjon Uldsus Teave tunnustatud Pidev (registrit
avalikes registrites Andmemaarus andmevahendusteenuse uuendatakse
(andmevahendusteenuste ja
22
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andmealtruismiorganisatsioon

esse lisatakse

osutajate voi

korrapéraselt)

ide Euroopa margis) artikkel 32a andmealtruismiorganisatsi

oonide kohta muutub

kattesaadavaks voi vajab

muutmist
Andmed, mille vahendamise Artikkel 1 Andmesubjektid Angmeka?]utaéadt Andmesubjekti ndusolek Eoltzll(telvahellllse
teenuseid osutatakse Andmemaarus | Andmevaldajad (an t”.‘et"ak en q usteenuse Andmevaldaja luba KO E er|]ope | tep
(andmevahendusteenuste ja esse lisatakse osutajate kaudu) . INgU kohase

. o ) Andmekasutaja taotlus
andmealtruismiorganisatsioon | artikkel 32c
ide Euroopa margis)
Teave andmete kasutamise ja | Artikkel 1 Andmevahendusteenuse | Andmesubjektid Enne kui andmesubjekt Iga kord enne
tingimuste kohta _ Andmemaarus | osutaja annab an_dmete~ nou_so!eku
(andmevahendusteenuste ja esse lisatakse kasutamiseks ndusoleku kiisimist
gndmealtru|sm_|lorgan|sat5|oon artikkel 32¢
ide Euroopa margis)
Taotlused registreerimiseks Artikkel 1 Andmevahendusteenuse | Peamise tegevuskoha Taotlus Sihtotstarbeline
Iiiglu avalikus registri;. ja Andmemaarus | osutajad litkmesriigi padev asutus
esitatud teabe muutmine esse lisatakse | Andmealtruismi isat
(andmevahendusteenuste ja . \namealtruismiorganisa
S R artikkel 32e sioonid

andmealtruismiorganisatsioon
ide Euroopa margis)
Heakskiidetud Artikkel 1 Padev asutus Euroopa Komisjon Taotluse heakskiitmine Sihtotstarbeline
Ir_egltstlieerlmlls_tEEtlllJ_s%d, mis Andmemaarus _(12knac|ialg t
isatakse avalikku liidu esse lisatakse jooksul péras
registrisse taotluse
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(andmevahendusteenuste ja artikkel 32e saamist,

andmealtruismiorganisatsioon tingimusel et

ide Euroopa margis) otsus on
positiivne)

Teade taotlemisprotsessi Artikkel 1 Registreeritud ksused Padev asutus Esitatud teabe muutmine | Sihtotstarbeline

kéigus esitatud andmete Andmemaarus vOi kui Uksus I6petab oma

hilisemate muudatuste kohta esse lisatakse tegevuse liidus

(andmevahendusteenuste ja artikkel 32

andmealtruismiorganisatsioon

ide Euroopa margis)

Hilisemate muudatuste kohta | Artikkel 1 Padev asutus Euroopa Komisjon Registreeritud ksused Sihtotstarbeline

esitatud teate kattesaamine Andmemaarus teatavad muudatustest (vt |, viivitamata

(andmevahendusteenuste ja esse lisatakse eespool)

andmealtruismiorganisatsioon artikkel 326

ide Euroopa margis)

Andmesubjektidele/andmeval | Artikkel 1 Tunnustatud Andmesubjektid Enne nende andmete Enne iga

dajatele enne tootlemist Andmemazrus | @hdmealtruismiorganisats Andmevaldajad tootlemist tootlemistoimin

esitatav teave . esse lisatakse | 100N gut (peab

(andmevahendusteenuste ja | | o140l 30f olema selge ja

andmealtruismiorganisatsioon kergesti

ide Euroopa margis) mbistetav)

NOousolek (vdi ndusoleku Artikkel 1 Andmesubjektid Andmealtruismiorganisats | To6tlemistoiminguteks on | Vastavalt antud

tagasivotmine) andmete Andmemaarus | Andmevaldajad (kui ioon vajalik andmesubjekti ndusolekule/loa

to6tlemiseks tunnustatud esse lisatakse | tegemist on isikustamata ndusolek / andmevaldaja | le, vBimalusega

andmealtruismiorganisatsioon artikkel 32f andmetega) luba see igal ajal

i poolt
(andmevahendusteenuste ja

tagasi votta
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andmealtruismiorganisatsioon
ide Euroopa margis)

Teave kolmanda riigi Artikkel 1 Andmealtruismiorganisat | Andmevaldajad Kui Sihtotstarbeline
jurisdiktsiooni kohta, kus Andmemaarus sioon andmealtruismiorganisatsi
andmeid kavatsetakse esse lisatakse oon hdlbustab andmete
kasutada artikkel 32f to6tlemist kolmandate
isikute poolt
Teade isikustamata andmete | Artikkel 1 Andmealtruismiorganisat | Andmevaldajad Loata toiming Sihtotstarbeline
loata edastamise, neile loata Andmemaarus sioon , Viivitamata
juurdepaasu voi nende loata esse lisatakse
kasutamise kohta artikkel 32f
(andmevahendusteenuste ja
andmealtruismiorganisatsioon
ide Euroopa margis)
Teave nduetele vastavuse Artikkel 1 Andmevahendusteenuse | Padevad asutused Padeva asutuse taotlus Sihtotstarbeline
jarelevalve kohta . Andmemaarus osutajad Fudsilise vdi juriidilise (taotl_use .
(andmevaht_andl_Jsteenl_Jste 1a esse lisatakse | Andmealtruismiorganisat isiku taotlus saamisel, mis
andmealtruismiorganisatsioon . L peab olema
. S artikkel 32g sioonid .
ide Euroopa margis) proportsionaaln
eja
pdhjendatud)
Teade ndudetele Artikkel 1 Péadev asutus NOouetele mittevastavaks Péadev asutus leiab, et Sihtotstarbeline
mittevastavuste kohta Andmemaarus tunnistatud Uksus tunnustatud (millele jargneb
(andmevahendusteenuste ja esse lisatakse andmevahendusteenuse Uksuse
andmealtruismiorganisatsioon | _ | 329 osutaja v&i tunnustatud véimalus
ide Euroopa margis) andmealtruismiorganisatsi | €5itada
30 paeva
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oon ei vasta nduetele

jooksul oma

seisukoht)
Otsus tlhistada margise Artikkel 1 Péadev asutus Uldsus Parast margise kehtetuks | Sihtotstarbeline
kasutamise digus tunnistamise otsust
(andmevahendusteenuste ja
andmealtruismiorganisatsioon | Andmemaarus
ide Euroopa mérgis) esse lisatakse
artikkel 32g
Andmete asukoha ndudeid Artikkel 1 Liikmesriigid Euroopa Komisjon Koostatakse digusakti Sihtotstarbeline
késitlevad Gigusaktide eelndu, millega , Vilvitamata
eelndud kehtestatakse uus andmete
asukoha ndue voi
muudetakse olemasolevat
andmete asukoha nduet
Ainudiguslike kokkulepete Artikkel 1 Kokkuleppe pooled Uldsus 16. juulil 2019 voi parast | Sihtotstarbeline
I6plikud tingimused seda kuupdeva sdlmitud , vahemalt kaks
ainudiguste kokkulepped | kuud enne
kokkuleppe
joustumist
Taaskasutamistaotlusega Artikkel 1 Avaliku sektori asutused | Andmete taaskasutamise | Dokumentide esitamise Sihtotstarbeline
seotud andmed (ja/vdi teated) Andmemaarus taotluse algatajad korral_tuleb esitada moni
esse lisatakse jargmistest: taotletud
artikkel 32p andmed/dokumendid,;

litsentsipakkumine; teated
viivituste kohta; teade
negatiivse otsuse kohta.
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Ainudiguslike kokkulepete Artikkel 1 Ainudigusliku Uldsus Ainudigusliku Sihtotstarbeline
I6plikud tingimused Andmemaarus | KOKkuleppe pooled kokkuleppe 16plike

esse lisatakse tingimuste

artikkel 32k kokkuleppimine
Artikli 2 punktis 54 osutatud | Artikkel 1 Avaliku sektori asutused | Uldsus Kui antakse luba andmete | Sihtotstarbeline
andmete v6i dokumentide Andmemaarus | (kes on padevad v0i dokumentide
taaskasutamise lubamise esse lisatakse | juurdepaasutaotlusi taaskasutamiseks
tingimused artikkel 327 rahuldama Vi

rahuldamata jatma)

Teade isikustamata andmete | Artikkel 1 Taaskasutaja (vdimalik, Fudsilised voi juriidilised | Loata taaskasutamine Sihtotstarbeline
loata taaskasutamise kohta Andmemaarus | €t avaliku sektori asutuse | isikud, kelle digusi ja

esse lisatakse | abiga) huve see vBib mdjutada

artikkel 32z
Teade kavatsuse kohta Artikkel 1 Taaskasutaja Avaliku sektori asutus Kavatsus edastada Sihtotstarbeline
edastada isikustamata Andmemaarus andmeid kolmandasse

andmeid kolmandasse riiki ja
sellise edastamise eesmérgi
kohta (avaliku sektori
asutusele)

esse lisatakse
artikkel 32aa

riiki

Teade kavatsuse kohta
edastada isikustamata
andmed kolmandasse riiki,
sellise edastamise eesmargi ja
asjakohaste kaitsemeetmete
kohta (fldsilisele voi
juriidilisele isikule, kelle

Artikkel 1

Andmemaéarus
esse lisatakse
artikkel 32aa

Taaskasutaja (voimalik,
et avaliku sektori asutuse
abiga)

Fudsiline voi juriidiline
isik, kelle Bigusi ja huve
see vOib mdjutada

Kavatsus edastada
andmeid kolmandasse
riiki

Sihtotstarbeline
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digusi ja huve see voib
mdjutada)

Kogu asjakohane teave
andmemaaéruse artiklite 32z
(taaskasutamise tingimused),
32aa (kolmandad riigid)

ja 32ab (tasud) kohaldamise
kohta

Artikkel 1

Andmemaéarus
esse lisatakse
artikkel 32ad

Liikmesriigid

Kattesaadav (htse
teabepunkti kasutajatele

Esitada tuleb asjakohane
teave

Sihtotstarbeline

Fudsilise/juriidilise isiku Artikkel 1 Fudsilised voi juriidilised | Asjaomane pédev asutus | Esitatav kaebus Sihtotstarbeline
esictjatav Iﬁebus, kuiI tema y Muudetakse isikud vastavas litkmesriigis
andmemaar usest tu~gneva| andmemaarus
digusi on rikutud v8i muudes -

; o e artikli 38
asjakohastes kiisimustes 1ikeid 1—2
Teave menetluse kaigu / Artikkel 1 Asjaomane padev asutus | Kaebuse algatanud Kaebus on esitatud Sihtotstarbeline
6iguskaitzevahe“n“dite kohta Muudetakse TU_UsiIised vOi juriidilised
ske(;]ses ﬁn r_rtletmgaliusg andmemaarus isikud

ohaselt esitatud kaebusega | . - i 38

I6ikeid 1-2

Andmed kogemuste ja heade | Artikkel 1 Euroopa Komisjon; padevad Esitatav teave Sihtotstarbeline
:t;vgde I_<ohta (tEl_Jroopa~ ’ Andmemaarus | Andmeinnovatsiooninduk | asutused

ndmeinnovatsiooninBukogu | ..o jisatakse | 09U
) IXa peatiikk
Andmemaaruse 11, 11, 1V, V, | Artikkel 1 Euroopa Komisjon Euroopa Parlament; Andmemaaruse Hiljemalt
;]/_I,dVII_ja VIII peatiiki Muudetakse n6u_kogu; E_uroopa hindamine on toimunud 12. septembriks

indamine andmemazrus Majandus- ja 2028
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Andmemaaruse Vlla, VIlb ja | e artikli 49 Sotsiaalkomitee Hiljemalt
Vllc peatiiki hindamine I6iget 1 [jdustumine
Artikkel 1 pluss 5 aastat]
Muudetakse
andmemaarus
e artikli 49
16iget 2
Isikuandmetega seotud Artikkel 3 Vastutav tootleja Jarelevalveasutus Toimunud on Sihtotstarbeline
rikkumisest teatamine Muudetakse igikuanglmetega seotud
isikuandmete rikkumine
kaitse
uldméaaruse
artikli 33
IGiget 1
Euroopa Artikkel 3 Euroopa Komisjon Tuleb esitada ettepanek [...] kuu jooksul
Andmekai_ts_enéukogu Muudetakse Andmekaitsendukogu parast
ettepanek isikuandmetega isikuandmete kéesoleva
seotud rikkumisest teatamise kaitse maaruse
?f_t'k[[' f3 Iga kolme aasta
O1g€ jarel
Euroopa Artikkel 3 Euroopa Komisjon Tuleb esitada ettepanek Sihtotstarbeline
At?dekEitjeHGUkogu Muudetakse Andmekaitsendukogu
ettepaneku isikuandmete
andmekaitsealase kaitse
mdjuhinnangu kohta ildmaaruse
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artikli 70

IGiget 1
Kiberturvalisuse 2. direktiivi | Artikkel 6 Elutéhtsad ja olulised Kdberintsidentidele Kiberturvalisuse Sihtotstarbeline
kohased teated tOsistest Kiberturvalis | Uksused reageerimise tksused / 2. direktiivi artikli 23
intsidentidest use padevad asutused IGikes 3 kirjeldatud
2 direktiivi (vastavalt vajadusele) asjaolud
lisatakse
artiklid 23a
ja 23b,
muudetakse
artiklit 23 ja
artikli 30
I6iget 1
Isikuandmetega seotud Artikkel 3 Vastutavad tootlejad Jarelevalveasutus Isikuandmetega seotud Sihtotstarbeline
rikkumisest teatamine Muudetakse rikkumine
isikuandmete
kaitse
uldmaaruse
artiklit 33
Tasistest IKT intsidentidest Artikkel 8 Finantssektori ettevotjad | Asjaomane péadev asutus | Tdsised IKT intsidendid; | Sihtotstarbeline
teatamine vastavalt"c_zlllgltaalse Muudetakse olulised kiiberohud
tegevuskerksuse méaéarusele; .
; . digitaalse
vabatahtlik teatamine
lulistest kiberohtudest tegevuskerksu
olulistest kiiberohtudes se mAdAruse
vastavalt digitaalse o
. artiklit 19
tegevuskerksuse mééarusele
Sellistest intsidentidest Artikkel 9 Elutéhtsa teenuse Padev asutus Intsidendid, mis oluliselt | Sihtotstarbeline
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teatamine, mis oluliselt
hairivad voi vbivad oluliselt
héirida elutdhtsate teenuste
osutamist, vastavalt elutéhtsa
teenuse osutajate
toimepidevuse direktiivile

Muudetakse
elutéhtsa
teenuse
osutajate
toimepidevuse
direktiivi
artiklit 15

osutajad

hairivad voi vdivad
oluliselt héairida
elutéhtsate teenuste
osutamist
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4.3. Digilahendused

Digilahenduste ldine kirjeldus

NB! Kdik allpool kirjeldatud digilahendused on olemasolevad lahendused, mille diquslik alus viiakse Uihest maéarusest Ule teise madrusesse. Nimelt

viiakse andmehalduse méaruse satted lile andmemaérusesse.

Kuidas on arvesse

N Viide (viited) Pea_mised Vastuta Kuidas on arvesse véetud Tehisintellekti_tehnolt_)
Digilahendus ndudele volltgtud_ v asutus _ voetud korduvkasutatay | 912 kasut_amlne (kui
(nbuetele) funktsioonid juurdepaasetavust? Ust? see on asjakohane)
Andmevahendusteenuse Andmemaaruse | Kohustusliku Euroopa | // I Ei ole asjakohane
osutajate ja sse lisatakse teabe Komisjo
andmealtruismiorganisatsio | artikkel 32a séilitamine ja n
onide avalik liidu register avaldamine
Uhtne teabepunkt (vastavalt | Artikkel 1 Teave tuleb teha | Euroopa | Uhtne Elektroonilise Ei ole asjakohane
andmemaéarusele) Andmemaaruse | Kattesaadavaks | Komisjo | juurdepaasupunkt, mis vahendi kaudu on
sse lisatakse ja n pakub riiklikes Uhtsetes | kattesaadav
artikkel 32ad juurdepéésetava teabepunktides otsinguid

ks kattesaadavate andmete | vBimaldav

Padev vBtma otsinguid vBimaldavat peamiste

vastu péringuid elektroonilist registrit ja | dokumentide

Vi taotlusi lisateavet selle kohta, loetelu, mis

teatavatesse kuidas nende Uhtsete sisaldab Ulevaadet

Kategooriatesse riiklike teabepunktide kdigi

kuuluvate kaudu andmeid taotleda | olemasolevate

Kaitstud dokumentide

andmete allikate [...] ja

taaskasutamise nende .

kohta taaskasutamise
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Edastada
taotlused
vOimaluse ja
vajaduse korral
automatiseeritud
viisil padevatele
avaliku sektori
asutustele

Teha
elektrooniliste
vahendite kaudu
kéttesaadavaks
otsinguid
vdimaldav
peamiste
dokumentide
loetelu, mis
sisaldab
ulevaadet koigi
olemasolevate
dokumentide
allikate kohta

tingimuste kohta

ET

Intsidentidest teatamise Artikkel 6 Vdimaldada Euroopa | Koostalitlusvdime ja Voimalus teatada | Ei ole asjakohane
uhtne kontaktpunkt Kiiberturvalisy | Intsidentidest Komisjo | uhilduvus Euroopa toimunud
se 2. direktiivi | teatamist n; ettevotluskukrutega ning | intsidentidest
lisatakse vastavalt ENISA | nende enda erinevate
artikkel 23a asjakohastele juurdepdasetavusvahend | digusaktide alusel;
liidu tasandi itega voimalus lisada
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Oigusaktidele tulevikus Uhtse

Tagada :«Jhntagtpunku
koostalitlusvdim a en use_sse
taiendavaid

e ja Uhilduvus
Euroopa
ettevotluskukrut
ega

Oiguslikke aluseid

Iga digilahenduse puhul selgitus selle kohta, kuidas digilahendus vastab kohaldatavale digipoliitikale ja digusaktidele

Andmevahendusteenuse osutajate ja andmealtruismiorganisatsioonide avalik liidu register

Digi- ja/vdi valdkondlik poliitika (kui
see on asjakohane)

Selgitus selle kohta, kuidas see on kooskdlas

Tehisintellektimaarus

Ei ole asjakohane

ELi kUberturvalisuse raamistik

Ei ole asjakohane

elDAS

Ei ole asjakohane

Uhtne digivarav ja siseturu
infostisteem

Madaruse (EL) 2018/1724 muudatus, et lisada Il lisasse ,,Registreerimine andmevahendusteenuste
osutajana“ ja ,,Registreerimine liidus tunnustatud andmealtruismiorganisatsioonina®.

Muu

Ei ole asjakohane

Uhtne teabepunkt (vastavalt andmemaéarusele)
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Digi- ja/vdi valdkondlik poliitika (kui
see on asjakohane)

Selgitus selle kohta, kuidas see on kooskdlas

Tehisintellektimaarus

Ei ole asjakohane

ELi kUiberturvalisuse raamistik

Avaliku sektori asutused voivad kehtestada néude, et andmetele vdi dokumentidele juurdepaas ja
nende taaskasutamine vorgu kaudu peab toimuma turvalises toé6tlemiskeskkonnas, mida pakub voi
kontrollib avaliku sektori asutus. Sellisel juhul kehtestavad avaliku sektori asutused tingimused, mis
tagavad kasutatava turvalise to6tlemiskeskkonna tehniliste stisteemide toimimise tervikluse.

elDAS Ei ole asjakohane

Uhtne digivarav ja siseturu Ei ole asjakohane

infostisteem

Muu Uhtne teabepunkt peab olema kooskdlas maarusega (EL) 2016/679 (isikuandmete kaitse tildmaarus).

Avaliku sektori asutused vdivad kehtestada ndude, et andmetele v6i dokumentidele antakse
juurdepaas ainult juhul, kui need on anontimitud ja/v6i muul asjakohasel viisil ette valmistatud.
Lisaks on isikustamata andmete loata taaskasutamise puhul taaskasutaja kohustatud teavitama
fudsilisi isikuid, kelle digusi vdi huvisid see vdib mbjutada.

Intsidentidest teatamise Uhtne kontaktpunkt

Digi- ja/vdi valdkondlik poliitika (kui
see on asjakohane)

Selgitus selle kohta, kuidas see on koosk®dlas

Tehisintellektimaarus

Ei ole asjakohane

ELi kiberturvalisuse raamistik

Kiberturvalisuse 2. direktiivi muudatused keskenduvad kiiberturvalisusele. Uldisemalt on {ihtse
kontaktpunkti eesmark toimida varavana, mis suunab kdik mitme liidu digusakti kohaselt
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klberturvalisusega seotud intsidentide kohta esitatavad teated asjaomastele padevatele asutustele.

elDAS

Uhtset kontaktpunkti on kohustuslik kasutada ka magruse (EL) nr 910/2014 (elDASe méaarus)
kohaseks intsidentidest teatamiseks.

Euroopa Liidu Kuberturvalisuse Amet tagab, et iihtne kontaktpunkt on koostalitlusvimeline ja
uhilduv Euroopa ettevotluskukrutega ning et Euroopa ettevotluskukruid saab kasutada vahemalt
uhtset kontaktpunkti kasutavate Uksuste identifitseerimiseks ja autentimiseks. Euroopa
ettevotluskukru poliitikaalgatus tugineb eIDASe raamistikule.

Uhtne digivarav ja siseturu
infostisteem

Ei ole asjakohane

Muu

Ettepanekus vdeti arvesse kogu digivaldkonna digustikku, sealhulgas andmete, kiiberturvalisuse ja
telekommunikatsiooniga seotud poliitikameetmeid.
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4.4. Koostalitlusvdime hindamine

Uldine kirjeldus digitaalsete avalike teenuste kohta, mida nduded mdjutavad

Digitaalne avalik
teenus voi
digitaalsete avalike
teenuste kategooria

Kirjeldus

Viide (viited)
ndudele (nbuetele)

Koostalitleva
Euroopa
lahendus(ed)

(El KOHALDATA)

Muu(d) koostalitluslahendus(ed)

Andmehalduse ja
labipaistvuse
Euroopa taristu

Digitaalne avalik teenus, mis
vBimaldab andmehalduse ja
labipaistvuse taristut ning kasutab
muu hulgas
andmevahendusteenuste ja
andmealtruismiorganisatsioonide
ELi avalikku registrit ning uhtset
teabepunkti, mis aitab
taaskasutajatel leida teavet
teatavatesse kategooriatesse
kuuluvate kaitstud andmete
taaskasutamise kohta.

Digitaalsete avalike teenuste
kategooria vastavalt
valitsemisfunktsioonide
klassifikaatorile: 04.9.0 — Mujal
klassifitseerimata majandus (KT)

Artikkel 1

I

I

Intsidentidest
teatamine

Digitaalne avalik teenus, mis
vOimaldab teatada intsidentidest
uhtse kontaktpunkti kaudu.

Digitaalsete avalike teenuste

Artikkel 6

I

Euroopa ettevotluskukrud
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kategooria vastavalt
valitsemisfunktsioonide
klassifikaatorile: 03.6.0 — Mujal
klassifitseerimata avalik kord ja
julgeolek

Noude (nduete) mdju piiritlesele koostalitlusvdimele digitaalse avaliku teenuse kaupa

NB! Jirgnevas analiiiisis viitavad veerus ,,Meetmed* esitatud artiklite numbrid muudetavatele oigusaktidele. Vastavus koondpaketi nduetele

kaardistatakse Uks kord, iga lahtri tlaosas.

Digitaalne avalik teenus nr 1 — Andmehalduse ja labipaistvuse Euroopa taristu

Hindamine

Meede (meetmed)

Vdimalikud allesjaanud
tokked (kui see on
asjakohane)

Kooskdla kehtivate digi-
ja valdkondlike
poliitikameetmetega

Loetlege kohaldatavad
kindlakstehtud digi- ja
valdkondlikud
poliitikameetmed

Artikkel 1

Kooskdla kehtivate digi- ja valdkondlike poliitikameetmetega on kajastatud andmehalduse
maéaruse pdhjendustes.

Uhtne digivarav (méairus (EL) 2018/1724) (pdhjendus 56): andmevahendusteenuste
teatamismenetlused ja andmealtruismiorganisatsioonide registreerimismenetlused peavad
olema kattesaadavad Uhtse digivéarava kaudu, et tagada piiritilene veebipdhine juurdepéés.

Euroopa koostalitlusvéime raamistik (pdhjendus 54): digitaristu peab vastama Euroopa
koostalitlusvéime raamistiku pohimdtetele, et tagada piiritilene ja sektoritevaheline
andmete kasutamine.

Euroopa Gihendamise rahastu komponendid (Euroopa ihendamise rahastu digiteenuste
taristud) (pohjendus 54): viidatud ,,pShisdnastikud ja Euroopa tihendamise rahastu
komponendid“. Digiteenuse tehnilisel rakendamisel tuleks kasutada Euroopa ihendamise
rahastu komponente (nt eDelivery, elD, e-allkiri).
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Juurdepéasetavusnduded (direktiivid (EL) 2016/2102 ja (EL) 2019/882) (p6hjendus 62).
Direktiiv (EL) 2016/2102 (veebi juurdepaésetavuse direktiiv): avalikud registrid ja
digiteenused peavad olema puuetega inimestele ligipaésetavad; direktiiv (EL) 2019/882
(Euroopa ligipaasetavuse akt): digiteenused peavad vastama ligipadsetavuse nduetele.

Isikuandmete kaitse tldmé&arus (madrus (EL) 2016/679) (pdhjendused 4 ja 35): kdik
isikuandmeid tootlevad digiteenused peavad vastama isikuandmete kaitse tldmaaruses
satestatud andmekaitse, privaatsuse ja turvalisuse nduetele.

Maéarus (EL) 2018/1725 (pdhjendus 4): kui ELi institutsioonid to6tlevad andmeid nende
registrite kaudu, peavad nad jargima kaesolevat maarust.

Avaandmete direktiiv (direktiiv (EL) 2019/1024) (pOhjendused 6 ja 10): ,,Direktiiviga
(EL) 2019/1024 ja liidu valdkondliku 6igusega tagatakse, et avaliku sektori asutused
teevad rohkem enda loodavaid andmeid kasutamise ja taaskasutamise eesmargil kergesti
kéttesaadavaks®. Digiteenus tdiendab avaandmete direktiivi, késitledes selle
kohaldamisalast véljapoole jadvaid teatavatesse kategooriatesse kuuluvaid Kkaitstud
andmeid ja tagades samal ajal, et avaliku sektori asutused jargivad vajaduse korral
,l01mitud avatuse ja vaikimisi avatuse* podhimotteid.

Euroopa andmeruume ja sektoripdhiseid andmeid késitlevad valdkondlikud
poliitikameetmed,  sealhulgas  Euroopa  terviseandmeruum,  Euroopa  (htne
liilkuvusandmeruum, Euroopa roheline kokkulepe / kliima- ja energiaandmed, tootmis- ja
toostusandmed, finantsteenuste andmed, pdllumajandusandmed, avalike haldusasutuste
andmeruum ja Euroopa thtne oskuste andmeruum.
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Korralduslikud
meetmed digitaalsete
avalike teenuste
sujuvaks piiritleseks
osutamiseks

Loetlege kavandatud
juhtimismeetmed

Artikkel 1
Padeva asutuse maaramine ja kooskdlastamine

- Artikkel 32b: iga litkmesriik méarab Gihe vGi mitu padevat asutust, kes vastutavad
andmevahendusteenuse osutajate ja andmealtruismiorganisatsioonide
registreerimise eest. Need padevad asutused on s6ltumatud kdigist tunnustatud
andmevahendusteenuse osutajatest ja tunnustatud
andmealtruismiorganisatsioonidest.

Artikkel 32ac: iga lilkmesriik méérab Uhe voi mitu padevat asutust, et abistada avaliku
sektori asutusi, kes annavad teatavatesse kategooriatesse kuuluvatele kaitstud andmetele
taaskasutamise eesmargil juurdepaésu voi keelduvad selle juurdepéadsu andmisest.

Artikkel 32g: padevad asutused jalgivad ja kontrollivad tunnustatud
andmevahendusteenuse osutajate ja tunnustatud andmealtruismiorganisatsioonide
vastavust andmemaéaruse satetele.

Piiritlese jurisdiktsiooni mehhanism

Artikkel 32e: andmevahendusteenuse osutajad kuuluvad peamise tegevuskoha liikmesriigi
padeva asutuse padevusalasse. Sama pdhimdte kehtib andmealtruismiorganisatsioonide
suhtes.

Vastastikune tunnustamine ja tihekordne registreerimine

Artikkel 32e: andmevahendusteenusena/andmealtruismiorganisatsioonina registreerimine
kehtib kdigis liikmesriikides.

Artikkel 32a: tihtse logo kujunduse kasutamine.

Tsentraliseeritud ELi tasandi registrid andmete kogumiseks ja labipaistvuse
tagamiseks

Artikli 32 punkt a: kdigi tunnustatud andmevahendusteenuse osutajate ja
andmealtruismiorganisatsioonide avalikud liidu registrid.
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Artikli 32 punkt e: padevad asutused teavitavad komisjoni viivitamata elektrooniliselt
uutest registreerimistest, kannete muudatustest ja registrist eemaldamistest ning komisjon
ajakohastab vastavalt EL.i registreid.

Jarelevalve ja taitmise tagamise koordineerimine

Riigi padevad asutused

Euroopa Andmeinnovatsioonindukogu

Andmete kolmandatesse riikidesse edastamise haldamine

Artikkel 32aa: nduded seoses isikustamata andmete edastamisega taaskasutajate poolt
kolmandatesse riikidesse.

Ainudiguslikud kokkulepped

Artikkel 32k: satestatakse avaliku sektori asutuste valduses olevate andmete voi
dokumentide taaskasutamist késitlevate ainudiguslike kokkulepete lubatavus. Ndutakse
I6plike tingimuste labipaistvust.

Meetmed, mis on vdetud
andmete Uhise
maistmise tagamiseks

Loetlege sellised
meetmed

Artikkel 1
Uhised standardid ja koostalitlusvdimelised raamistikud

- Euroopa Andmeinnovatsioonindukogu ndustab Euroopa Komisjoni
standardimistegevuse osas, mis tuleb ette votta seoses andmete jagamise
valdkondadevaheliste aspektidega, sealhulgas seoses uhtsete Euroopa
andmeruumide tekkimisega, vottes arvesse valdkonnaspetsiifilist
standardimistegevust.

o Artikkel 42: Euroopa Andmeinnovatsioonindukogu aitab vastu votta
»suunised, millega luuakse koostalitlusvoimelised raamistikud ja iihtsed
tavad Uhtsete Euroopa andmeruumide toimimiseks®.

- Andmevahendusteenuste ja andmealtruismiorganisatsioonide tuvastamiseks
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kasutatav tihtne logo.

Artikkel 32q: Avaliku sektori asutused ja riigi osalusega aritihingud teevad oma
andmed vOi dokumendid kattesaadavaks, kui see on voimalik ja asjakohane,
elektrooniliste vahendite abil vormingus, mis on avatud, masinloetav,
juurdepadsetav, leitav ja taaskasutatav, koos nende metaandmetega. Nii vorming
kui ka metaandmed peavad vBimaluse korral vastama ametlikele avatud
standarditele.

Muud asjakohased meetmed

Artikkel 32t: lilkmesriigid jatkavad koostdds komisjoniga joupingutuste tegemist,
et lihtsustada juurdepédésu andmestikele, tehes sobivad andmestikud
kattesaadavaks vormingus, mis on juurdepéasetav, kergesti leitav ja taaskasutatav
elektrooniliste vahendite abil.

Artikkel 32u: liikmesriigid toetavad teadusandmete kattesaadavust viisil, mis on
kooskdlas FAIR-pOhimdtetega.

Uhiselt kokku lepitud
avalike tehniliste
kirjelduste ja
standardite kasutamine

Loetlege sellised
meetmed

Artikkel 1

Masinloetavaid andmeid késitlevad meetmed

Artikkel 32a: masinloetav Euroopa Liidu andmevahendusteenuse osutajate
register.

Artikkel 32a: masinloetav Euroopa Liidu andmealtruismiorganisatsioonide
register.

Artikkel 32q: avaliku sektori asutused teevad vOimaluse korral oma
andmed/dokumendid kattesaadavaks vormingus, mis on avatud, masinloetav,
juurdepdaasetav, leitav ja taaskasutatav, koos nende metaandmetega. Nii vorming
kui ka metaandmed peavad voOimaluse korral vastama ametlikele avatud
standarditele.

Artikkel 32q: vaartuslikud andmestikud tehakse taaskasutamiseks kéttesaadavaks
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masinloetavas vormingus selleks sobiva rakendusliidese kaudu ja asjakohasel juhul
hulgiallalaaditava andmestikuna.

Artikkel 32t: litkmesriigid kasutavad taaskasutamiseks kattesaadavate andmete ja
dokumentide otsingu hd&lbustamiseks praktilisi vahendeid, naiteks peamiste
andmete vOi dokumentide loetelusid koos asjaomaste metaandmetega, mis on
kattesaadavad veebis ja masinloetavas vormingus, kui see on vdimalik ja
asjakohane, ja portaale, milles on lingid sellistele loeteludele. VV6imaluse korral
hdlbustavad liikmesriigid andmete vB8i dokumentide keeltevahelist otsingut.
Artikkel 32w: konkreetsed vaartuslikud andmestikud peavad olema masinloetavad.
Rakendusaktidega vOidakse tapsustada andmete ja metaandmete vorminguid ning
levitamise tehnilist korda.

Masinasidet kasitlevad meetmed

Artikkel 32ad: (ihtse teabepunkti kasutamine tehakse kohustuslikuks. Uhtne
teabepunkt on péadev vdtma vastu péringuid voi taotlusi ja edastab need — kui see
on vOimalik ja kohane, siis automaatsete vahenditega — padevatele avaliku sektori
asutustele vdi padevatele asutusele.

Muud asjakohased meetmed

Artikkel 48a: muudetakse maaruse (EL) 2018/1724 (Uhtne digivérav) 1l lisa.
Uuritakse siinergiat.

Koondpaketi pdhjendus 52: voimaluse korral peaks ENISA vitma uhtse
kontaktpunkti loomise, haldamise ja turvalise toimimise tehniliste, operatiivsete ja
korralduslike meetmete spetsifikatsioonide véljatéotamisel arvesse olemasolevaid
riiklikke tehnilisi lahendusi, mis hdlbustavad intsidentidest teatamist, nditeks
riiklikud platvormid. Lisaks peaks ENISA kaaluma tehnilisi protokolle ja
vahendeid, nagu rakendusliideseid ja masinloetavaid standardeid, mis véimaldavad
Uksustel integreerida aruandluskohustused ariprotsessidesse ja ametiasutustel
Uhendada tihtse kontaktpunkti oma riiklike aruandlussusteemidega.
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Digitaalne avalik teenus nr 2 — intsidentidest teatamine

Hindamine

Meede (meetmed)

Vdimalikud allesjdanud
tokked (kui see on
asjakohane)

Kooskdla kehtivate digi-
ja valdkondlike
poliitikameetmetega

Loetlege kohaldatavad
kindlakstehtud digi- ja
valdkondlikud
poliitikameetmed

Artikkel 6

Uldine kooskdlastamine kehtivate digi- ja valdkondlike poliitikameetmetega on tagatud
direktiiviga (EL) 2022/2555 (klberturvalisuse 2. direktiiv), mida digivaldkonna
koondpaketiga praegu muudetakse. Lisaks naeb koondpakett ette sunergia Euroopa
ettevotluskukruga ja maarusega (EL) 2024/2847 (kuberkerksuse méaarus). Eelkdige:

o artikli 23 I6ikes 4 kohustatakse kasutama kiiberturvalisuse 2. direktiivi kohaste
teadete esitamiseks thtset kontaktpunkti;

e artikli 23 IGikes 1 on sétestatud, et maaruse (EL) 2024/2847 (kiiberkerksuse
maarus) artikli 14 18ike 3 kohane tdsisest intsidendist teatamine kujutab endast ka
direktiivi (EL) 2022/2555 (kuberturvalisuse 2. direktiiv) kohast teabe esitamist.
See on kooskdlas tihekordsuse pdhimdttega;

e artikli 23a I6ike 3 punktis d on satestatud seos Euroopa ettevotluskukrutega.

Korralduslikud
meetmed digitaalsete
avalike teenuste
sujuvaks piiritleseks
osutamiseks

Loetlege kavandatud
juhtimismeetmed

Artikkel 6
Artiklis 23a on satestatud rollid ja vastutus. Euroopa Liidu Kiberturvalisuse Amet:

¢ loob Uhtse kontaktpunkti ja haldab seda, et toetada kohustust teatada intsidentidest
ja nendega seotud siindmustest liidu digusaktide alusel;

e vOtab tehnilisi, operatiivseid ja korralduslikke meetmeid, et hallata tihtse
kontaktpunkti turvalisust ning esitatavat voi levitatavat teavet ohustavaid riske.
Seda tehes konsulteerib ta komisjoni, kiiberintsidentidele reageerimise tiksuste
vorgustiku ja asjaomaste padevate asutustega.
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Meetmed, mis on vdetud
andmete Uhise
maistmise tagamiseks

Loetlege sellised
meetmed

Artikkel 6

Artikliga 23a pannakse Euroopa Liidu Kdiberturvalisuse Ametile Utlesanne koostada
spetsifikatsioonid, mis tagavad vajaliku koostalitlusvdime seoses muude asjakohaste
aruandluskohustustega.

NB! Nouded intsidentidest teatamise sisule on tapsemalt satestatud asjakohastes liidu
Oigusaktides, sealhulgas direktiivis (EL) 2022/2555 (klberturvalisuse 2. direktiiv).
Koondpaketi artikli 23a  16ike 3  punktisc tapsustatakse, et Euroopa Liidu
Kiberturvalisuse Amet tagab, et neid vBetakse nGuetekohaselt arvesse.

Uhiselt kokku lepitud
avalike tehniliste
kirjelduste ja
standardite kasutamine

Loetlege sellised
meetmed

Artikkel 6

Acrtiklis 23a ndutakse spetsifikatsioonide véljatdotamist.

e Euroopa Liidu Klberturvalisuse Amet esitab ihtse kontaktpunkti loomise,
haldamise ja turvalise toimimisega seoses tehniliste meetmete spetsifikatsioonid ja
rakendab neid. Need spetsifikatsioonid hdlmavad muu hulgas jargmist:

o koostalitlusvéime tagamiseks vajalik suutlikkus seoses muude asjakohaste
teavitamissiisteemidega;

o tehnilised meetmed, mis vdimaldavad asjaomastel tiksustel ja asutustel
uhtse kontaktpunkti kaudu teabele juurde padseda vdi seda esitada,
hankida, edastada vdi muul viisil tdddelda, ning tehnilised protokollid ja
vahendid, mis vdimaldavad tiksustel ja asutustel saadud teavet oma
ststeemides edasi toodelda.

e Vdimaluse korral on ihtne kontaktpunkt koostalitlusvéimeline ja Ghilduv Euroopa
ettevOtluskukrutega.
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4.5. Digimddtme rakendamist toetavad meetmed

Digitaalset rakendamist toetavate meetmete tldine kirjeldus

Meetme kirjeldus Viide (viited) Komisjoni roll Kaasatavad osalejad Eeldatav
nGudele (nGuetele) (kui see on asjakohane) (kui see on asjakohane) ajakava
(Kui see on
asjakohane)
Rakendusakt: Artikkel 1 Maadrab kindlaks thtse logo | Uurimismenetluse komitee I
andmevahendusteenuse osutajate tunnused, sealhulgas selle
uhtse logo kujundus kujunduse ja kasutamise
tingimused.
Rakendusakt: tunnustatud Artikkel 1 Maérab kindlaks thtse logo | Uurimismenetluse komitee I
andmealtruismiorganisatsioonide tunnused, sealhulgas selle
uhtse logo kujundus kujunduse ja kasutamise
tingimused.
Jggelevglve Jta nOC;JEtf.Ie \(/ja_sltavlus: Vet Artikkel 1 1 Padevad asutused, I
padevad asutused vdivad jarelevalve andmevahendusteenuse
teostada kas omal algatusel voi osutajad
fudsiliste voi juriidiliste isikute andmealtruismiorganisatsioonid
taotluse alusel
Rakendusakt: konkreetsed Artikkel 1 Maéarab kindlaks Uurimismenetluse komitee I

vaartuslikud andmestikud

konkreetsete vaartuslike
andmestike loetelu. V6ib
tdpsustada vaartuslike
andmestike avaldamise ja
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taaskasutamise korda.

Suunised: Artikkel 1 Euroopa Euroopa I
* Euroop(_a L Andmeinnovatsioonindukogu | Andmeinnovatsioonindukogu
Andmeinnovatsioonindukogu
N ; pakutav toetus

annab ndu seoses (htsete

Euroopa andmeruumide

suunistega

e Euroopa

Andmeinnovatsiooninéukogu

votab vastu suunised

koostalitlusvoimeliste

raamistike kohta
Rakendusakt: isikuandmetega seotud | Artikkel 3 V/dtab Euroopa Uurimismenetluse komitee I
rikkumistest teatamise ihtne vorm Andmekaitsendukogu

ettepanekul vastu Uhtse
vormi.

Delegeeritud Gigusakt: Artikkel 3 Satestab veebibrauserite ja Uurimismenetluse komitee I
andmesubjekti valikute I6ppseadmete pakkujate
automatiseeritud ja masinloetavaid kohustused.
marked
Rakendusakt: elutéhtsa teenuse Artikkel 9 Téapsustab direktiivi I I

osutajate toimepidevuse direktiivi
kohane intsidentidest teatamine

(EL) 2022/2557 (elutéhtsa
teenuse osutajate
toimepidevuse direktiiv)
artikli 15 I6ike 1 kohaselt
esitatava teabe liiki ja
vormingut.
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